Clause 71 (Eighth draft)
Transfers of personal information outside Republic
71. (1) A responsible party in the Republic may not transfer personal information about a data subject to a third party who is in a foreign country unless-
 (a) the recipient of the information is subject to a law, binding corporate rules, [or] a          binding agreement or a memo of understanding entered into by a public body, which provide an   adequate level of protection that-

(i) effectively upholds principles for reasonable processing of the information that are    substantially similar to the conditions for the lawful processing of personal information relating to a data subject who is a natural person and, where applicable, a juristic person; and

(ii) includes provisions, that are substantially similar to this section, relating to the further transfer of personal information from the recipient to third parties who are in a foreign country;
(b) the data subject consents to the transfer;
(c) the transfer is necessary for the performance of a contract between the data subject and the   

responsible party, or for the implementation of pre-contractual measures taken in response to the data subject's request;
(d) the transfer is necessary for the conclusion or performance of a contract concluded in the interest of the data subject between the responsible party and a third party; or
(e) the transfer is for the benefit of the data subject, and-
(i) it is not reasonably practicable to obtain the consent of the data subject to that transfer; and

(ii) if it were reasonably practicable to obtain such consent, the data subject would be likely   to give it.
(2) Where the transfer of personal information is made in terms of a non-bindinq memo of understandinq as referred to in subsection(1) the public body remains accountable for the protection of the personal information.
[(2)](3) For the purpose of this section-

(a ) "'accountable" means that where the recipient of the information, who is a party to a non-bindinq memorandum of understandinq, processes the personal information of a data subiect in a manner that would have constituted an interference with the privacy of the data subiect in terms of this Act had the information been processed in the Republic, the processinq will be reqarded as an interference with the privacy of the data subiect in terms of this Act and will be reqarded as havina been processed by the responsible party.

[(a)](b) "binding corporate rules" means personal information processing policies, within a group of undertakings, which are adhered to by a responsible party or operator within that group of undertakings when transferring personal information to a responsible party ar operator within that same group of undertakings in a foreign country: and
[(b)](c) "group of undertakings" means a controlling undertaking and its controlled undertakings.

New clause 38

38. 
(1) Personal information processed for the purposes of discharging functions to which this subsection applies are exempt from the subject information provisions (these are our sections 18 and 23, however any amendments proposed by the FSB and agreed to could be inserted here) in any case to the extent to which the application of those provisions to the data would be likely to prejudice the proper discharge of those functions.

(2) Subsection (1) 
applies to any relevant function which is performed for the protection of members of the public against-

(a) financial loss due to dishonesty, malpractice or other seriously improper conduct by, or the unfitness or incompetence of, persons concerned in the provision of banking, insurance, investment or other financial services or in the management of bodies corporate; or
(b) dishonesty, malpractice or other seriously improper conduct by, or the unfitness or incompetence of, persons authorised to carry on any profession or other activity.
(3) ' In subsection (2) "relevant function" means-
(a) any function conferred on any person in terms of the law; or

(b) any function of a public body.

