PROPOSED AMENDMENTS TO THE PROTECTION OF STATE INFORMATION BILL
GENERAL

Delete all reference to Provincial Archives.

The Bill is being dealt with in terms of section 75 of the Constitution. It is our opinion that the provisions of the Bill that deal with archives, other than the National Archive, are either;

a. matters beyond the competence of Parliament and are therefore invalid; or,

b. If they are within the competence of Parliament, they should have been dealt with in terms of section 76 of the Constitution. 

Definitions and interpretation
1.(1)

 “national security”

· Substitute “means” in place of “includes”.

· Delete (b) (i)

· Delete (b) (iii)

· Delete (b) (iv)

· Delete (b) (v) See 14(h) where there is a prohibition for classification.
· Delete (c)

 “organ of state”

· Delete once all reference to “valuable information” has been removed.

 “state security matter”

· Substitute “means” in place of “includes”.

 “valuable information” delete all reference. 

Valuable information is already dealt with adequately in various Acts such as;

· National archives and Record Services of SA Act 43 of 1996.

· Companies Act

1.(4) Delete. 
Objects of Act

2.(f). Delete – Valuable information.

Application of Act

3.(1). Delete – Valuable information.

3.(2)(a). Line 14 – Delete “and the oversight bodies”.
3.(2). Line 17 – Insert “after approval by the Parliament” after “... in the Gazette, ...”
CHAPTER 2

4. Line 23. - Delete “alteration destruction or loss” 
5.(1) Delete – Valuable information.
6.(j) Replace “.. may not be compromised.” With “... must be taken into consideration and may not outweigh all the legitimate interests that are referred to in paragraphs (a) to (i).”
Chapter 3

Policies and procedures

Delete all reference to “Valuable information”.

Chapter 4

Delete whole chapter – Valuable information.

CHAPTER 5

12.(3) Replace “or” with “and”. In its present form it is simply a repeat of 12.(2).

13.(5) Delete. 
13.(7) Add after “...must”, “... , within 7 days of classification ...”.
13.(7) Add “... which confirmation must be done within 14 days of the submission from the member of the Security Services.”
Re-number 13.(6) to 13.(9).
14.(3) Replace “may include” with “must include”.
 14. (3) Delete (d), (e) and (f) 

OR

Add “impair the national security”
14. (6) Add.

“If a record contains information that must be classified in terms of any provision of this Act, then every part of such record that does not contain such information must, despite any provision of this Act., remain unclassified.”

Report and return of classified records

15. Delete existing and replace with the following;
“Any person who is in possession of a classified record knowing that such record has been unlawfully communicated, delivered or made available other than in the manner and for the purposes as contemplated in this Act, except where such possession is for any purpose and in any manner authorised by law must report such possession and return such record to a member of the South African Police Services or of the Agency where it shall be dealt with in the manner as prescribed in this Act, except, or;
(1) Where the person in possession has, within 14 days of receipt, applied for declassification as contemplated in this Act, or
(2) Where the person in possession has, within 14 days of receipt, applied to the Classification Review Panel for a STATUS review of the classification as is contemplated in this Act,or
(3) Where the person in possession has, within 14 days of receipt, applied to the Public Protector for a review of the classification,or
(4) Where the person in possession has, within 14 days of receipt, applied to a court of law for an urgent review of the classification of the classified records or parts thereof, or
(5) Where the information or a part thereof that is contained in the classified record has been improperly classified in terms of this Act.”

CHAPTER 6

Request for access to classified information and status review
Add a new 19.(3) to read as follows;

“If during such review of classified information in terms of subsection 1, the head of the organ of state is satisfied that the classified information does not meet the criteria for classification in section 14, the head of the organ of state must declassify the information and immediately grant the request for access, unless such access is should be withheld in terms of the provisions of the Promotion of Access to Information Act.”  
Renumber 19.(3), 19.(4), 19.(5) and 19.(6) as 19.(4), 19.(5) 19.(6) and 19.(7)
New 19. (4)(a) To read;

 “The head of the organ of state concerned must also declassify the classified information in accordance with section 14 and must grant the request for state information if the state information reveals evidence of-

(i) Any  contravention of, or failure to comply with the law; or

(ii) An imminent and serious public safety or environmental risk; OR”
(b) The public interest in the disclosure of the state information clearly outweighs the harm that will arise from the disclosure.”
New 19.(5)(a) Replace “14 days” with “7 days”
New 19.(5)(b) Replace “30 days” with “14 days”. 
New 19.(7) Add at end of section;

“but must in any event within 14 days after the request is received either grant or refuse the request. If the request is refused, the head of the organ of state must provide adequate reasons for such refusal.”

CHAPTER 7

Insert new 20.(2) Reads as follows;

“The operations of the Classification Review Panel shall be financed/funded  by way of a direct appropriation by parliament to a separate budget vote.” 
Renumber 20.(2) and 20.(3) as 20.(3) and 20.(4).

Functions of the Classification Review Panel

21 (2) Line 47 - Delete “with the concurrence of the Minister”
Disqualification from membership

23.(h) Replace the last word “and” with “or”.
Removal from office
24 (2)  Line 51 - Replace “a majority of the members” with “two thirds of the members”. 
Remuneration of members and staff
25. Line 11- Replace “ the Minister with the concurrence of the Minister of Finance” with “Parliament”.
CHAPTER 8
31.(1) To read as follows;

“Any person who is refused access to information in terms of this Act may appeal to;

(a) The relevant Minister of the organ of state;

(b) The Classification Review Panel, or to;

31.(2) Line 16 - Replace “30 days” with “6 months”.
This is in line with the 6 month provision in PAIA.
CHAPTER 9

No amendments.
CHAPTER 10

Responsibilities of Agency

Delete 35(a)

CHAPTER 11

Not-with-standing any amendments proposed to minimum sentences by the DA, the DA remains opposed to minimum sentences and would prefer that discretion on sentences be given to the courts.

Espionage offences  
36.(1)(a) To read as follows;

“to unlawfully and with the intention to benefit a foreign state communicate, deliver or make available state information classified top secret to a foreign state or agent which the person communicating such information knows would directly benefit a foreign state, or;
36.(1)(b) To read as follow;

“to unlawfully and with the intention to benefit a foreign state make, obtain, collect, capture or copy a record containing state information that has been classified as top secret which person knows would “be communicated to a foreign state or agent and would directly benefit a foreign state.”
36.2(a) and (b)

- insert “with the intention to cause harm to national security” after “to unlawfully and”, and;


- delete “intentionally”, “or ought reasonably to have known” and “or indirectly”.

36.3(a) and (b)

- insert “with the intention to benefit a non state actor engaged in hostile activity” after “to unlawfully and”, and;


- delete “intentionally”, “or ought reasonably to have known” and “or indirectly”.

Receiving state information unlawfully
37. (1), (2) and (3) 

- insert “with the intention to benefit a non state actor engaged in hostile activity” after “to unlawfully and”, and;

- delete “intentionally”, “or ought reasonably to have known” and “or indirectly”.

Hostile activity offences
38. (1), (2) and (3) 

- insert “with the intention to benefit a non state actor engaged in hostile activity”  after “to unlawfully and”, and;

- delete “intentionally”, “or ought reasonably to have known” and “or indirectly”.

38.(1)(a) Insert the words “to a non-state actor” after “..... communicate”.

38.(1)(a) and (b) Delete the word “or” after “......hostile activity” and replace with “that would”. 
Harbouring or concealing persons
39. Delete “or has reasonable grounds to believe or suspect,”.

Interception or interference with classified information
40.(1) Replace “intentionally” with “with the intention to cause harm to national security”.

40.(6)(b) and (c) Insert “,and with the intention of gaining access to information which that person is not lawfully entitled to receive,” after “Any person who wilfully”. 
Failure to report possession of classified information
44. Replace “five years” with “one year”. 
44. Add;


“... provided that no person may be prosecuted;

(1) if that person has, within 14 days of receipt, applied for declassification as contemplated in this Act, or

(2) if that person has, within 14 days of receipt, applied to the Classification Review Panel for a review of the classification as is contemplated in this Act, or
(3) if that person has, within 14 days of receipt, applied to a court of law for an urgent review of the classification of the classified records or parts thereof, or
(4) where the information or a part thereof that is contained in a classified record has been improperly classified in terms of this Act.”
Destruction or alteration of valuable information 
46. Delete. – Valuable information.

OR, if 46. Not removed;

46. Replace “... three years” with “... two years”.
48. Line 22 – Replace “two years” with “five years”
49. Number existing 49. As 49.(1).

49. Line 24 – Replace “Any person” with “Any employee and/or operative of the Agency 
49. Add (2) to read as follows;

“(2)(a) No person is guilty of an offence under section 49.(1) if the person establishes that he or she acted in the public interest.
(2)(b) A person acts in the public interest if;

(i) the person acts for the purpose of disclosing an offence under any law that he or she reasonably believes has been, is being or is about to be committed by another person in the performance of that person’s duties and functions for, or on behalf of, the Government of South Africa, and;

(ii) the public interest in the disclosure out-weighs the public interest in non-disclosure.

(2)(c) In determining whether or not a person acts in the public interest, a court shall determine whether or not the condition in paragraph (2)(b)(i) is satisfied before considering paragraph (2)(b)(ii).

(2)(d) In deciding whether or not the public interest in the disclosure outweighs the public interest in non-disclosure, a court must consider;

(i) whether or not the extent of the disclosure is no more than is reasonably necessary to disclose the alleged offence or to prevent the commission or continuation of the alleged offence, as the case may be,

(ii) the seriousness of the alleged offence,

(c) whether or not the person resorted to other reasonably accessible alternatives before making the disclosure and, in doing so, whether or not the person complied with any relevant guidelines, policies or laws that applied to the person,

(d) whether or not the person had reasonable grounds to believe that the disclosure would be in the public interest,

(e) the public interest intended to be served by the disclosure,

(f) the extent of the harm or risk of harm created by the disclosure, and

(g) the existence of exigent circumstances to justify the disclosure.

(2)(e) A court may decide whether or not the public interest in the disclosure outweighs the public interest in non-disclosure only if the person has complied with the following;
(i) the person has, before communicating or confirming the information, brought his or her concern to, and provided all relevant information in his or her possession to, his or her immediate superior, and

(ii) the person has, if he or she has not received a response from his or her immediate superior within a reasonable time, brought his or her concern to, and provided all relevant information in the person’s possession to the Joint Standing Intelligence Committee of Parliament.

(2)(f) Sub-section (2)(e) shall not apply if the communication or confirmation of the information was necessary in order to avoid grievous bodily harm or death.
Public interest/domain defence

Add 50. As follows;  
“(1) No person is guilty of an offence in terms of any section of this Act if the person establishes that he or she acted in the public interest by disclosing classified information. 
(2) A person who discloses classified information acts in the public interest if the person has reason to believe that the  classified information disclosed shows one or more of the following;

(a) that a criminal offence or a breach of the law has been, is being or is about to be committed, 

(b) that a person has failed, is failing or is likely to fail to comply with any legal obligation to which that person is subject, 

(c) that a miscarriage of justice has occurred, is occurring or is likely to occur, 

(d) that the health or safety of an individual  has been, is being or is likely to be endangered, 

(e) that the environment has been, is being or is likely to be endangered or damaged, 



(f) that a public safety risk exists, 

(g) that gross incompetence, mismanagement or impropriety on the part of any person has occurred or is occurring, 

(h) that an unlawful act, inefficiency or administrative error has been or is being promoted, 

(i) that an undue advantage has been or is being given to any person involved in or who should be involved in a competitive bidding process, or

(j) that the public has been or is being misled by an action or statement of another person.

(3) Unless the disclosure was necessary in order to avoid grievous bodily harm or death, the court may take the following factors into account when deciding whether or not the disclosure was in the public interest;

(a) whether the extent of the disclosure is no more than is reasonably necessary to disclose the alleged offence or to prevent the commission or continuation of the alleged offence, as the case may be,



(b) the seriousness of the alleged offence,

(c) whether the person resorted to other reasonably accessible alternatives before making the disclosure and, in so doing, whether the person complied with any relevant laws that applied to the person,

(d) whether the person had reasonable grounds to believe that the disclosure would be in the public interest,

(e) The public interest intended to be served by the disclosure,



(f) the extent of the harm or risk of harm created by the disclosure, and


(g)the existence of exigent circumstances to justify the disclosure.

(4) No person shall be guilty of an offence under the Act if the person establishes that the information, or substantially the same information, disclosed by the person was in the public domain at the time of the disclosure.
CHAPTER 12

No amendments.
CHAPTER 13
Remove all references to “valuable information”.
Transitional provisions

55. Remove provisions for making the possession of information classified in terms of Act No. 84 of 1982 and in terms of MISS Guidelines an offence.
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