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Submission to the National Council of Provinces 

Ad-hoc Committee on the 

PROTECTION OF STATE INFORMATION BILL 
(B6 – 2010)

Introduction

1. The Southern African Catholic Bishops’ Conference welcomes the opportunity to make a further submission on this important piece of legislation. Our first submission, made when this Bill was discussed by the National Assembly’s Ad-hoc Committee on Intelligence in 2008 (B28 – 2008), highlighted a number of concerns; some of these were addressed in the version of the Bill that was tabled in 2010. However, there were still a number of aspects which we, along with most of civil society, found deeply troubling, and we conveyed these in a second submission to the Assembly’s Ad-hoc committee in June 2010.

2.  Although there are still some very serious constitutional concerns about the Bill, the process which it has followed over the last 20 months has been an excellent advertisement for our parliamentary democracy. We welcome the way in which the different parties have striven for consensus, and achieved it in some significant areas. We also welcome the fact that civil society organisations and members of the public have been given considerable opportunity to put forward their concerns and suggestions. The result is that the Bill now before the National Council of Provinces is a great improvement on the earlier versions.  

Areas of Concern

3. 
Nevertheless, despite the openness of the process and the very thorough deliberations that have been undertaken, we remain convinced that certain of its provisions and omissions pose a serious threat to our democratic and constitutional order. We mention the following briefly: 

3.1. The Definition of ‘National Security’: While the present definition is a distinct improvement on previous versions of the Bill, it remains too open-ended. The word ‘includes’ in the first line of the definition leaves it open for organs of state to add all sorts of other acts or threats, beyond those contemplated in the definition. In addition, it is all too easy for the idea of national security to be dishonestly invoked to hide or excuse mismanagement, maladministration and even corruption. We suggest that the word ‘includes’ be replaced with the word ‘means’; this would limit the scope of the definition without harming the real national security concerns listed therein.


3.2. Clause 1(4) Conflict of laws clause: This clause provides that this legislation prevails if it conflicts with, inter alia, the Promotion of Access to Information Act 2 of 2000 (‘PAIA’). We believe that there are sufficient safeguards in PAIA to prevent its being used as a means of disclosing information that genuinely needs to be classified. Furthermore, PAIA was enacted specifically to give effect to s 32 of the Constitution of the Republic of South Africa, 1996. If the Protection of State Information Act is empowered to override the provisions of PAIA, therefore, it will effectively be overriding a constitutional right. This is untenable, and we accordingly submit that clause 1(4) be deleted. 

3.3. Clause 3 Application of the Act: It would be preferable if the classification provisions of the legislation were limited to the Republic’s security services and their oversight bodies. It is these services that have to deal with the vast majority of genuine threats to national security. If it is considered necessary to extend the classification provisions to other organs of state, this should occur only in the most extraordinary circumstances. In this regard we suggest that clause 3(2)(b) is too widely framed: the proviso ‘on good cause shown’ does not set the threshold high enough; and it should be specified that the request for classification must be made by the head of the organ of state concerned, not by any ‘part thereof’. Furthermore, the classification provisions should apply only to specified items or categories of information (as defined), and should not be delegated in their entirety to other organs of state. 

 We suggest the following alternative wording for this clause:

“3(2)(b)
may be made applicable by the Minister, for substantial and compelling reasons and with reference to specified items or categories of information, by publication in the Gazette, to an organ of state the head or acting head of which applies in the prescribed manner, to have those provisions apply to it.”    

3.4. Clause 13 Authority to classify state information:  Clause 13(1) effectively empowers any head of an organ of state to classify information, once he or she has applied to the Minister in terms of clause 3. We suggest that this once again allows for a far too wide an application of the classification provisions. 


The situation is exacerbated by sub-clauses (2), (3) & (4) of clause 13, which refer to ‘sufficiently senior level’ staff members, ‘designated staff members’, and decisions being taken at ‘sufficiently senior level…’. None of these vague terms is defined, which renders them effectively meaningless. We suggest that, outside of the security services, the decision to classify information is one that should made only by the head or acting head of an organ of state, and that it should not be delegable. 

3.5. Public Interest Defence:  We add our voice to the call for the Bill to recognise that there are instances in which the disclosure of classified information is justifiable in the public interest. Indeed, clause 19(3) already recognizes this: it provides that if a request is made for access to information, the head of the relevant organ of state must declassify it if that information reveals evidence of substantial contravention of or failure to comply with the law, or of a serious public safety or environmental risk, and that the public interest in the disclosure of the information outweighs the harm that will arise therefrom. 

This is the essence of the public interest defence. The only difference is that the Bill provides that the decision as to whether disclosure is justified should be taken by the head of an organ of state (who could be a relatively low-ranking official), while the public interest defence leaves that decision to a court of law. 

It may be argued that the public interest defence is problematic in that, if the information has been disclosed, and the defence fails, the information cannot be made secret again. This argument has some validity, but it overlooks the fact that a person acting in good faith will only disclose information if they are satisfied that it is indeed in the public interest to do so, and if they are confident that the defence will hold up in court. The severe penalties provided for in the Bill would discourage any frivolous or bad faith disclosure. 
In any event, we believe that it is in principle far preferable that a court of law, having heard evidence and arguments for and against disclosure, should decide on its justifiability, rather than that an official, acting unilaterally, should do so. We therefore urge this Committee to give urgent consideration to amending the Bill in such a way as to provide for a public interest defence. 

Conclusion

4. We accept that circumstances do arise from time to time in which access to state information needs to be limited in order to protect important interests and to ward off genuine threats to the nation’s security. However, we do not believe that the need to protect South Africa’s genuine national security interests justifies the extent to which the Bill seeks to protect state information. It is important to remember that excessive secrecy actually harms security, and that the flow of information is necessary to promote security, confidence and trust between the State and the citizenry. 
We are concerned that the provisions we have highlighted will hamper, rather than promote, transparency and accountability in governance. There is always a danger that State officials and institutions will lose sight of the fact that they hold information on behalf of the people they serve, and never for its own sake or for narrow ideological or political ends. We believe that the Bill should be amended along the lines we have suggested above in order to promote the important constitutional right of access to information, and that this can be done without compromising the limited, legitimate security needs of the State.

We would appreciate an opportunity to address the Committee during the public hearings on 13 or 14 March.
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