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SUBMISSION TO THE PORTFOLIO COMMITTEE ON JUSTICE AND CONSTITUTIONAL DEVELOPMENT:
THE PROTECTION FROM HARASSMENT BILL, 2010
1. Introduction:

The Tshwaranang Legal Advocacy Centre (Tshwaranang) is a non-governmental organisation (NGO) established in 1996 to eradicate the victimization of women by the legal system, and to make the law a vehicle of social change for women. This is done through the provision of free legal services and litigation, public education, research and advocacy. 

Over the years Tshwaranang has accumulated extensive experience around domestic violence, which includes stalking and harassment. A representative of the organisation was a member of the South African Law Reform Commission’s Project Committee that drafted the Domestic Violence Act (DVA) (116 of 1998) that became law on 10 December 1998. We have also provided assistance to women experiencing sexual harassment in the workplace. We draw on these experiences both to make recommendations specific to the Protection from Harassment Bill (“the Bill”), as well as to strengthen l the Domestic Violence Act. Our submission is endorsed by the Women’s Legal Centre Trust; REACH; Triangle and Women’sNet. 
The organisation welcomes the opportunity to make submissions to the Portfolio Committee on the Protection from Harassment Bill [B1-2010]. We also request the opportunity to make oral submissions to the Committee on this Bill.

2. Background to Harassment

Harassment is not a new phenomenon. However, it is largely invisible – to the extent that no statistics exist documenting the extent of the problem. It is also not a crime.  As a consequence some police officers have failed to act when stalking and other harassing behaviour is reported to them. 
The case of *Debbie in this regard is instructive. In this case a young woman was harassed for two years – she laid complaints with the police and no one assisted her.  She had a restraining order against her stalker, however when he arrived at her house at odd hours the police never came to arrest him.
  Debbie was accosted by her stalker one day and raped and beaten after she shunned his advances. 
Another example, used by the Law Reform Commission was of a child, who in 2001 was stalked for some time in the Grassy Park police area.  Even though numerous complaints were made at the police station, the complainant was turned away.  This was because the conduct of the stalker in most instances did not amount to a specific criminal offence. Another example given was that during July 2003 a male person stalked three girls on their way from the Lentegeur Library in Mitchells Plain. They also complained to the police and were turned away because the conduct of the stalker did not amount to any criminal offence. 
The rapid pace of technological advancement and innovation globally has also created new avenues for stalking and harassment. Cyberstalking refers to the use of the internet, e-mail or other electronic devices to pursue another person. Given the enormous amount of personal information available through the Internet, a cyberstalker can easily locate private information about a potential victim with a few mouse clicks or key strokes. Further, the electronic communication systems potentially provide far wider scope for harassers to hide behind false identities, steal others’ identities or remain anonymous, than the real world does. Finally, where the real world offence of stalking involves an individual persistently watching, following, or in some other way harassing a victim with unsolicited, obsessive attention, computers add another dimension to this and provide increased potential for the obsessive stalker. Cyberstalkers can literally enter their victims’ homes via e-mail, the internet or cell phones. 
But regardless of the medium employed, the consequences of stalking and harassment may include a loss of personal safety, the loss of a job, sleeplessness, fear and mistrust and a change in work or social habits. At its most extreme, such behaviour can culminate in murder, as illustrated by the case of journalist Shadi Ripitso who was stabbed to death by her neighbour in 2009.  

These effects have the potential to produce a drain on both criminal justice resources and the health care system, and it is therefore in the best interests of society to take swift action when cases are presented to them. Furthermore, harassing behaviour violates a complainant’s rights to dignity, privacy and equality, as well as the right to be free  from all forms of violence.  For all these reasons we are in support of the legislation that is being proposed.
3. Comments on the Bill:

a. Definitions:
The current proposed definition defines harassment as “directly or indirectly engaging in conduct that causes harm [mental, psychological, physical or economic harm] or inspires the reasonable belief that harm may be caused to the complainant or a related person by unreasonably 

(a) Following, watching, pursuing or accosting of the complainant or a related person, or loitering outside of or near the building or place where the complainant or a related person resides, works, carries on business, studies or happens to be;

(b) Engaging in verbal, electronic or any other communication aimed at the complainant or related person, by any means, whether or not conversation ensues; or
(c) Sending delivering or causing the delivery of letter, telegrams, packages, facsimiles, electronic mail or other objects to the complainant or a related person or leaving it where it will be found by or given to, or brought to the attention of, the complainant or a related person.

We support this broad provision which encompasses much of what harassment/stalking is. We make the following four suggestions to strengthen this provision further.  

Firstly, section 1 (xii) of the Domestic Violence Act 116 of 1998 (DVA) needs to be amended. The Harassment Bill’s definition of harassment it is far broader than the current one provided for in the DVA. This shall ensure clarity and conformity amongst the two definitions.

Secondly, to provide both court and police personnel with clarity and guidance, we suggest that the Bill stipulate that even one single instance of harassment be defined as harassment. This is in line with the National Economic Development Council’s (NEDLAC) Code of Good Practice on the handling of sexual harassment cases.  Section 3(2)(a) of the Code states that  “a single incident of harassment can constitute sexual harassment”.
Thirdly, the issue of recording, watching and disseminating information to third parties by forwarding pictures through Bluetooth, or placing videos on youtube and the like, is not addressed by the Bill. There needs to be a deterrent factor to stop content that has found its way into cyberspace from being disseminated further.  There are potentially privacy and freedom of expression rights that could be infringed. There are also issues of ‘public interest’ in disseminating information further.  Thus if it can be found that the information is in the public interest it may be further disseminated. 
Fourthly, a “catch all” provision should be inserted. Section 1(viii)(j) of the DVA includes  “any other controlling or abusive behaviour towards a complainant, where such conduct harms, or may cause imminent harm to, the safety, health or well-being of a complainant” within its definition of domestic violence. We suggest that this provision be slightly tailored for the Bill to read “any other controlling, unwanted or abusive behaviour towards a person or related persons, where such conduct harms or may cause imminent harm to, the safety, health or well-being of that person or related persons.” 
b. Application

These provisions are largely similar to that of the DVA and are supported. 
c. Consideration and Issuing of interim orders

Again, these provisions are largely similar to those of the DVA.

A point of interest here is the concept of “reasonably possible.” Tshwaranang is aware of the difficulty that may be imposed by inserting a time limit. However, terms such as “reasonable” and “unreasonable” are relative highly subjective and as such personal bias might be problematic. A suggestion is made for regulations to succinctly discuss the issue of what is a reasonable time limit. It is important that time frames are imposed as to when a court should consider an application; or when the police must serve the papers. An example is given of a young mother who applied for and was granted an interim protection order. However this was only served on her ex-husband some 15 days later.  This might not seem like a lengthy time frame. However, as this woman noted “the order needs to be effective immediately. In my case it took me 15 days to actually get him served - he could do what he wanted in those 15 days. Fortunately my ex was never violent but there are many who are and if they find out that the order is going to be served but isn’t in effect yet they can take the opportunity and do serious harm!”

Furthermore, studies suggest that the service process is a major obstacle to women’s access to the DVA’s protection – which will quite probably infiltrate into the Harassment Bill. 

In various studies that Tshwaranang has done, service of both interim and final protection orders is problematic.
  In a study conducted by Tshwaranang, all three courts interviewed made it the applicant’s responsibility to take the notice to appear in court to the police for service. Two of those courts also typically expected the complainant to bring the return of service back to the court once the notice had been served. “This procedure places a financial burden on [complainants] to travel back and forth to the court, as well as to the police station. Many [complainants] might also not understand the nature of the return of service and the reason for returning it to court. This seemed evident from some of the case examples offered by the interviewees. Interviewees referred to instances where both the applicant and the respondent arrived at court for the final hearing where it was subsequently discovered that the notice had not been served. In such cases the respondent would be served there and then at court.” In some instances it was also apparent that the complainant was expected to hand the notice to the respondent themselves, without police intercession, as well as look for respondents at their own cost. This practice potentially risks the applicant’s safety. Courts do also not verify whether or not the notice has been served, relying on the complainant to arrive on the date of the final hearing with the return of service in hand. If the complainant does not arrive, it was assumed that the notice had not been served and the matter was left at that. 

In terms of the DVA the return of service may be issued by the sheriff, the police, or the clerk of the court. The National Instruction also indicates that where the police effect service, this must be done without delay to protect the complainant regarding an interim protection order. An interim order only becomes binding on the respondent when the order has been served on him or her. A final protection order becomes binding immediately upon it being issued even though it may not have been served. There are however practical difficulties in effecting the service. Some examples include: respondents absconding; police not knowing what the respondent looks like; the wrong/incomplete address; shortage of vehicles (particularly hampers service in rural areas where geographical differences between police stations and villages are great) etc. Furthermore, it has been found that as locating respondents can be time consuming, police members who received notices have been known to leave service to the next shift. However, the police members on the next shift were often unwilling to serve the orders because the orders were not originally received by them.

It must be commended that within the Harassment Bill, in terms of both interim and final protection orders there now appears to be a provision that specifically states whose responsibility it is to serve the protection order, namely the clerk of the court, sheriff or police officer.
 There is no room to suggest that the complainant should serve the order as has typically been the case within the DVA.
 It is thus submitted that the DVA should again be amended to support the stronger provisions within the Harassment Bill. 

It is suggested, to further strengthen this point, that the regulations be amended to include that that protection orders must not be served by a complainant under any circumstances; or if this is needed then there must be a police escort at all times. It should also be drafted that if this does occur, this amounts to misconduct of the relevant party if the complainant is sent to serve the protection order on the perpetrator alone.

There is also a suggestion that should an interim order not be granted that the court is mandated to bring the court date forward to discuss a final protection order and not leave the complainant without protection for months at a time.

d. Attendance of witnesses

This is a new addition to the Bill that is welcomed and supported in terms of protection orders.

e. In-camera situations

This recommendation is supported.
f. Issuing of final protection orders

This issue is discussed at length under interim protection orders and is applicable here as well.
g. Court’s powers in respect of protection orders

This recommendation is largely supported. We would however like to propose the following additions. 

Firstly, this Bill does not protect those people who do not know the identity of their harassers. To remedy this we recommend that a court be empowered to order the police to undertake a thorough investigation into the identity and whereabouts of the perpetrator (as the DVA enables the court to instruct the police to remove weapons, or provide a protective escort to the applicant). Such an order is essential to enabling service of the interim or final protection order. The court should also order that the police table a report before the court within 3-6 months. This enables the court and the complainant to see the progress of the investigation if it is not finalised at this point.

Where a cyberstalker is utilising the internet in his (or her) harassment of the applicant, we propose that provisions of the Electronic Communications and Transactions (ECT) Act, 25 of 2002 which governs all data communication, online transactions on web-based shopping malls and cell phone Value Added Services be integrated into the Bill. Section 77
 of the ECT Act provides for a take down notification in which the complainant notifies the service provider in writing of the unlawful activity which is being disseminated. We suggest that the protection order issued in terms of the Bill act as such notification to the service provider.  If adopted, such a provision must be included within the DVA too.
Section 81(1) of the ECT Act makes provision for a cyber inspector who may “monitor and inspect any web site or activity on an information system in the public domain and report any unlawful activity to the appropriate authority.” Section 81(2) provides that “Any statutory body, including the South African Police Service, with powers of inspection or search and seizure in terms of any law may apply for assistance from a cyber inspector to assist it in an investigation: provided that (a) the requesting body must apply to the Department (of Communications) for assistance in the prescribed manner; and (b) the Department may authorise such assistance on certain conditions.” As in the previous paragraph, we suggest that a protection order issued in terms of the Bill function as such a request for assistance and that this recommendation also be included within the DVA.  
h. Warrant of arrest upon issuing of protection order

This recommendation is supported.

i. Seizure of arms

This recommendation is supported

j. Variation

This recommendation is supported.

k. Jurisdiction: 
We recommend that this section also make reference to section 90 of the ECT Act in order to address those situations where harassing sms, e-mails and other forms of electronic communication are being sent from outside the borders of South Africa. Section 90(b) indicates that if any result of an offence has had an effect in the Republic, a South African Court has jurisdiction. Thus if a USA-based hacker accesses a computer network in South Africa and causes damage, a South African court would have jurisdiction. 
 Thus in terms of cyber law, this provision should be amended so that it may be read in line with section 90 of the ECT Act.
l. Service of documents
This recommendation is largely supported. However, it is submitted that this provision contain a provision similar to that of the DVA. The DVA contemplates that the regulations must make provision for financial assistance by the state to a complainant or a respondent who does not have the means to pay the fees of any service in terms of the Act.  

This is important, because, as studies show finance compounds the issue of service. When the sheriff serves the order, complainants are expected to bear the costs. If a means test indicates that the applicant cannot afford the sheriff’s fee, the state must bear the costs of the service.
  In practice it would seem there is little consistency around the criteria applied in conducting such tests. Thus at some courts impoverished women will receive state aid while at other they will not benefit from this provision in the Act.
  It is also beneficial for the sheriff to serve the order. Police have a magnitude of other issues that they must deal with on a daily basis.
m. Costs

This recommendation is supported.

n. Appeal and Review

This recommendation is supported.

o. Offences and Penalties: 

This recommendation is supported.  
p. Regulations and Policy directives

This section is largely supported – especially the provision that the directives and instructions must provide for adequate disciplinary steps that will be taken against a police official or prosecutor who fails to comply with his or her mandate in section 17(4).  

We propose the following additions to this section:

· In September 2003 a guideline was apparently circulated to police members setting out how complaints involving children who were being stalked should be dealt with.
 Such a guideline should be elevated to the status of a National Instruction.  
· It is also suggested that National Instructions be drafted that specifically deal with cyber harassment. 
· It is recommended that a provision be inserted mandating the development of training programmes for police officials, prosecutors, magistrates and other key persons. It is suggested that an inter-sectoral training approach be undertaken and the Departments of Justice and Constitutional Development; Safety and Security; Health; Education; and Social Development liaise on the development and presentation of training in this regard.
 According to the Bureau of Justice Assistance police officials should receive training in four principal areas: stalking law provisions and evidentiary requirements; identifying and monitoring stalking incidents; assessing the potential danger posed by a suspected stalker; and assisting stalking victims.”
 Furthermore, these training programmes should be tabled in Parliament within a set time frame e.g. one year from the Bill’s promulgation (similar to section 66 of the 2007 Sexual Offences Act 2007). 
· In order to give due recognition to cyber harassment, we proposes that the Department of Communication also be involved in such training. Further, we note that currently very few, if any, cyber inspectors are in existence. We recommend that the Justice Portfolio Committee liaise with the Communications Portfolio Committee, as well as the Department of Communication, to investigate how the process of appointment could be speeded up.
· Furthermore, as suggested by the Law Reform Commission Report, the Department of Social Development should compile risk assessment guidelines. This should be done with a view to identifying immediate safety concerns, which include threats of violence, threats of suicide or a history of mental illness of the alleged stalker.

· We propose that the Department of Justice and Constitutional Development, on an annual basis, table a report in parliament detailing the number of protection orders applied for, granted and made final in terms of both this Bill as well as the DVA. This would enable some assessment of the use of both protection orders. 
· Finally, traditional “reactive” policing approaches are ill-suited to preventing harassment.  Stalking by its nature calls for early intervention, preventive action, and proactive problem-solving. Effective responses to its manifestation require specialised knowledge. One such example is the Threat Management Unit created by the Los Angeles Police Department in 1989. This Unit has the task of assessing the threat posed by individual stalkers and taking what steps might be possible to stop the harassment before it escalates into more serious violence. Intervention by the Unit is designed to ensure that, at the very least, the stalker is aware of police awareness of and concern about the behaviour. The Unit also aims to help the victim decide what action he or she can take about the threat. They advise about security, assist with obtaining a restraining order and encourage the victim of stalking to ‘manage the threat’.
 It is possible that the mandate of South Africa’s Family Violence Child Protection and Sexual Offences (FCS) Units be expanded to take on some of these functions. Similarly, these protection orders could also be dealt with by the Family Courts. 
4. Conclusion
Tshwaranang thanks the Portfolio Committee for the opportunity to make these written representations and looks forward to discussing these issues further. We are also willing to assist the Committee further in any way we can to enhance the provisions of the Harassment Bill. 
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� Section 3(3)(a) provides that “Upon the issuing of an interim protection order the court must direct that the interim protection order be served on the respondent in the prescribed manner by the clerk of the court, sheriff or peace officer identified by the court.”
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(1) a statement by the complainant that the information in the take-down notification is to his or her knowledge true and correct; and
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