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SUMMARY OF SUBMISSIONS: THE PROTECTION OF PERSONAL INFORMATION BILL [B9-2009]
[Please note that this is a summary of comments/recommendations contained in submissions to the Committee. It documents, in part, the public’s view of the Bill. The document does not provide a list of issues identified by Members of the Committee during the process so far. This is done in a separate document.]
Part 1 contains comments that are more general in nature, while Part 2 is a summary by clause.

PART 1: general comments
	General
	Commentator
	Comment

	Consent / Code of good practice
	COSATU [PPI16]
	Raises general concern about the abuse of biometric data, infringing the privacy rights of workers. Can be used for purposes other than those given when the information is collected. For example, using biometric data to clock in can later be used for disciplinary proceedings. Raises the need to ensure explicit consent, together with consultation with trade unions.
Recommend that insert a clause making the development of a code of good practice for the protection of personal information mandatory in every workplace. Code to be developed consultatively, and should be tabled for negotiation through NEDLAC.

	Common law
	Mostert Opperman & SABS Committees [PPI15]
	Will the Common Law still apply to the protection of personal information once this legislation is passed? If so, will an aggrieved party have two causes of action: (1) under the Common Law and (2) in terms of the legislation? Must the courts develop the Common Law to give effect to the provisions of the legislation? Should this not then be expressly stated in the Bill?

	Civil remedies
	See comments under 94

	Wide ambit definitions of personal information and processing
	e.tv; Public Service Accountability Monitor (PSAM) PPI11]; M-Net , Multichoice [PPI09]
	The definitions of ‘personal information’ and ‘processing’ are too wide, with unintended/stifling/absurd consequences for the media; archives; scientists; public and private bodies holding public office bearers to account. In some circumstances personal information can be innocuous, but in others not.

	Direct Marketing 
	Direct Marketing SA [PPI24]
	Direct Marketing SA should be included in the regulatory framework of the proposed legislation as it is well positioned to co-regulate the (direct marketing) industry with the relevant authority. 

	
	The Unlimited [PPI32]
	There is a need for direct marketing. Also creates jobs. Argues that the Bill treats all personal information the same. A person’s contact details are treated the same as his/her sexual orientation or medical treatment.

Also, in terms of the Consumer Protection Act, the public can already opt out of having their contact details made available. 

Fears that the Bill will affect 700/800 people it employs.

	Electronic Communications and Transactions Act, 2002
	FirstRand Banking Group [PPI20]
	The definitions of “personal information”, “data” subject” and “data controller” in the ECT Act have become redundant due to the repeal of sections 50 and 51 and should be removed.

	Enforcement
	
	See comments under PAIA and Regulator, as well as civil remedies under clause 94 (strict liability, aggravated damages)

	Exemptions
	South African National Editors’ Forum (SANEF) [PPI02]
	The Bill doesn’t have general application as it exempts an enormous range of people/institutions/officials/businesses, undermining the Bill’s purpose.

	Exemption for historical and scientific purposes
	Nelson Mandela Foundation and & SA History Archive (NMF & SAHA) [PPI19]
	Argue that there should be an exemption for historical, statistical and research purposes (under clause 32). 

	Existing information
	Eskom [PPI10]
	Unclear what is to happen with existing personal information already in the possession of a Responsible Party when Bill commences. Both private and public bodies should be given 6-12 ?? to allow them to align personal information already in their possession with Principles 2-8.

	General
	Mark Heyink [PPI04]
	Enactment of legislation in other countries has impacted positively in curbing abuses that are part and parcel of the information age; creating greater awareness; and encouraging a culture of safeguarding personal information.

	General 
	ODAC [PPI5]
	Protection of personal information is integral to ensuring open democracy. Facilitates access to information, as greater clarity about the distinction between public and private information allows for increased confidence when making public information accessible.

	General
	National Association of Broadcasters [PPI14]
	Argues that the Bill’s approach to the regulation of the protection of personal information is very heavy handed. The Bill ought to regulate no more than is necessary to protect privacy, imposing the fewest possible burdens on the private sector – administrative burdens, compliance and enforcement costs should be kept to a minimum. 

	General
	Centre for Constitutional Rights [PPI18]
	Bill does not address the issue of disclosure of victim’s name in sexual assault cases. The Criminal Procedure Act protects the identity of persons in a criminal matter, but there is no such protection for victims who wish to bring a civil case against the offender. In civil matters, the court files are public records.

	General
	FirstRand Banking Group [PPI20]
	Care should be taken to ensure that the Bill does not conflict or unnecessarily overlap with other legislation: National Credit Act and Consumer Protection Act. All of this legislation places a heavy compliance burden on business as a result of their wide scope.

	General
	FirstRand Banking Group [PPI20]
	The Bill states the need to comply with minimum standards, but far exceeds international minimum standards by including juristic persons and excessive liability provisions. 

	General
	Woolworths [PPI23]


	There is a need to balance competing rights. A law that seeks to protect one right may not limit other rights in an irrational or disproportionate manner.

	Implementation

See comment under clause 103 & 104
	ASISA [PPI17]
	Asks for more moderate pace of implementation to balance risks and costs associated with the new regime. The shorter the implementation period the more costly it will be. A shorter implementation phase will make it necessary to divert the energies of workforce. This will also have a negative impact on the ability of business to do its work, and will affect the consumer. Annexes a proposed implementation table.

	
	SAIA [PPI01[
	The transitional provisions giving a year to comply with processing requirements are unrealistic. Need more that one year to be able to comply (The time is inadequate even with the possibility of extending the period for compliance to three years). Supports the principles contained in the Bill, but analyses what compliance with these principles will entail for the insurance industry (especially principles 2,3, 5, & 7): Various projects will need to be initiated to ensure compliance. Until these are completed it will not be able to comply with the legislative provisions. Also, current IT architecture will need to be ‘drastically restructured’ to ensure compliance. It will be costly (One bank estimates it will take three years and cost R 200 million for system development. This cost excludes the cost of and time taken to train personnel).

	
	BUSA [PPI21]
	The Bill will be very costly to implement. Not done a full assessment but anecdotal evidence suggests costs in excess of R2 billion across the economy. Important that costs are spread out through a longer period to assist business, especially during the present economic crisis.

	Journalists - definition of personal information and processing (See comment under clause 4, especially 4(d))
	Avusa [PPI25]
	The ambit of “personal information” and “processing” are so wide that they include the publication by the media of articles, whether in new stories or commentary. The data protection principles in relation to the media are oppressive, impractical and disproportionate and will curtail media freedom and the public’s right to receive information. 



	Journalists  - Freedom of expression 
(See comment under clause 4, especially 4(d))
	
	There is a need to strike a balance between competing rights. Crucial question is whether in the circumstances under consideration, one has a legitimate or reasonable expectation of privacy. Right to privacy not absolute and can be limited as provided in the Constitution. Journalists should be protected by an unqualified exemption from the onerous provisions of the Bill.

	
	South African National Editors’ Forum (SANEF) [PPI02]
	The Bill impacts on the right of freedom of expression. In attempting to balance the right of privacy with that access to information, the Bill neglects the right of freedom of expression. See Bill’s Memorandum of Objects. 

An (unintended} consequence of the Bill is censorship. This is seen in the Regulator’s functions, which include the regulation of information across borders. Other terms that suggest censorship are ‘processing limitation’; purpose specification’; openness processing of special personal information; exemption from information protection principles; information protection officer; trans-border information flows; and ‘retention of information any longer than necessary’

	Juristic persons (see also comment under clause 1, definition of personal information / juristic persons)
	Credit Bureau Association (PPI06]
	Argues against application to Juristic Persons. Not common international practice. EU Directive acknowledges that the data protection interests of juristic persons differ significantly to those of natural persons.

SA can meet the EU’s adequacy requirements without extending application to juristic persons or could give limited protection to juristic persons. Also, the Constitution does not require that juristic persons are automatically afforded the right to personal information privacy. 

Distinguishes between the broad right to privacy and the more specific right of personal information privacy. Refers to Financial Mail and Janit cases in support of view. 

Recommends that any factual information identifying and describing a juristic person, including information about a juristic person’s financial and legal standing; and information about natural persons, in their official capacities within the juristic, who exercise management and control of the juristic person should not be regarded as personal information.

Argues that the unrestricted flow of commercial information is desirable for economic reasons, to ensure sound business transactions and to promote the growth of smmes’ and BEE companies in SA: Juristic persons should be treated differently from natural person. The “business to business” transaction environment is very different from the “business to consumer” transaction environment. Trade may be hindered if restrictions are imposed on the flows of commercial data in the following areas: the granting of credit to businesses, procurement, and the utilisation of marketing information in the business environment. 

Recommends that juristic persons are excluded altogether from the ambit of the Bill; 

OR that there is partial application of the principles of information protection to juristic persons: Only the principles of accountability, specific, purpose, information quality, security, notification to Regulator and data subject’s right of participation should apply to juristic persons. There should be specific exceptions for juristic persons for minimality, consent, collection directly from the data subject and notification to the data subject.

Only data about a juristic person capable of being linked back to a specific individual/natural person should be regarded as personal data to which the Bill should partially apply as referred to above, but not data about a juristic person that is incapable of being linked back to an individual or natural person.

	
	Mostert Opperman & SABS Committees [PPI15]
	Suggest a compromise on the issue of application to juristic persons. The Bill should apply initially to natural persons. The Minister should be empowered by notice in the Gazette to specify whether certain or all parts of the Bill protect the personal information of (all) juristics, or juristics with an annual turnover of less than a certain amount. The Notice can take effect on the date of proclamation/or on a stipulated date. Juristics would still be able to rely on the Common Law to protect their personal information.

	
	Massmart [PP13]
	If the Bill is to apply to juristic persons, same limitations found in Consumer Protection Act and National Credit Act should apply, excluding juristic persons with a turnover higher than a predetermined amount. Argues the inclusion of juristic persons is also a barrier to trade.

	Notification
	See comments under 17, 50-56

	PAIA
	ODAC [PPI05]
	Supports establishment of an Information Protection Regulator to allow for ‘quick, cheap access to dispute resolution re access to information and privacy issues.  (Unhappy about the name –internationally such structures called Information and Data Protection Commissioners, as structure deals with both access to information and protection of personal information legislation.)
Regulator’s Powers: While Regulator’s powers relating to privacy are well spelt out/extensive, its powers re access to information are limited to the promotion and monitoring activities that the SAHRC carries out at present, Creates a lopsided structure. Propose add powers. Refers to Ontario legislation, as well as a detailed Code of Practice.
Dual function of promotion and adjudication: Canvassed this with bodies who have dual function, and found that not a concern. To the contrary, view that balancing the right to privacy with that of information, and keeping institutions on the cutting edge of technology, is facilitated by having one body.
Location of the Regulator (in the SAHRC?): Supports the need for a separate structure, but would prefer that the Regulator is established with both access to information and personal protection of information laws clearly in focus. 
Both advantages and disadvantages to locating the Regulator in the SAHRC either permanently or temporarily. Refers to Canadian Human Rights Commission, which does not deal with access and data protection directly, but implements access and privacy rules within the agencies. At Federal level, Canada has 2 agencies – Information Commission and the Privacy Commission. The Treasury Board (PSC and DPSA) deal with promotion of the legislation within government at a policy level. Submits that the SAHRC’s role as champion is important, and would like for it to be retained. But acknowledges that the SAHRC has not been able to support adequate performance in the public sector. 

Budget and resources are another consideration. Could explore option that the cost of processing and deciding cases is borne by the agency (government department??) against whom the complaint/appeal is brought. (See SIU and Auditor General). Also, provisions re the budget process should be more detailed, and the Regulator should have an opportunity to make submissions directly to Treasury.
National archives.  Record keeping and information management key to access to information. Records must be created, maintained, and preserved in such a way that government can be held accountable. Not keeping records properly creates risk. The National Archives doesn’t appear to be managing this to the extent that this fall within their mandate, and suggest that the Committee looks at this more closely.

	PAIA
	Prof Iain Currie (Wits Law University) [PPI08]
	There is a serious imbalance between PAIA and the Bill. In the Bill, the Regulator’s powers to enforce PAIA inadequate. Provision is made for a procedure and the Regulator is given powers of dispute resolution, but only in relation to requests for access to personal information by a data subject in terms of s 22 of the Bill. But complaints about refusals of access to information cannot be brought to the Regulator. Relief has to be sought in the courts. Complaints about refusals of access to one’s own information are however governed by clause 22 of the Bill and by the Bill’s dispute‐resolution provisions, but this does not cover the remaining provisions of PAIA. The current recommendations for the amendment of PAIA in the Schedule to the Bill are insufficient. They simply provide for the substitution of ‘Information Protection Regulator’ for ‘Human Rights Commission’ in the enforcement provisions of PAIA. 

	PAIA
	SAHRC [PPI31]
	Recommend 3 possible options as way forward regarding the institutional arrangement for PAIA:

1. The Bill is passed in its present form and PAIA duties no longer remain with the Commission.

2. The Commission houses the Regulator, significantly expanding the scope of its work.

3.  Commission houses PAIA, or houses PAIA for an interim period until challenges identified have been addressed.

Commission willing to retain its PAIA mandate until reforms recommended for dispute resolution and the Regulator’s powers, duties and role relating to dispute resolution are comprehensively mapped out for PAIA. May well be practical for PAIA to remain with the Commission until the Regulator is established, allowing time for the necessary amendments to PAIA.
· Has specific concerns re annual section 32 reports by public bodies. This is a weak provision, as there are no sanctions penalising non-compliance. The Commission has seen an increase in compliance, which it attributes to intensive training and strategic interventions. It has carefully cultivated and nurtured an identity with public officials at all levels of government about section 32 PAIA reporting. This is a key factor in driving compliance. The Commission is concerned that the gains secured in monitoring compliance will be lost, and that the body of empirical data currently being developed will suffer. The Regulator appears to be a central authority, without capacity to reach local and provincial bodies with sufficient intensity to carry out the necessary awareness training.

· Section 51 Public sector manuals. The Bill materially changes section 51 PAIA in so far as clause 17(4) exempts compliance with the openness principle (Principle 6). Also, clause 51 considerably expands PAIA’s section 14 and 51 manuals. These additions are primarily to the inclusion of data subjects and categories and changes warranting notification must be done within a year. Likely that notification will need to be done at least annually. This timeframe is inconsistent with the time frames in PAIA, and with the general intent of the Bill. Weaken the accountability and openness objectives of the Bill. Other inconsistencies as well: See 14(2) PAIA which allows public bodies to retain manuals for any length of time, unless the manual needs updating. This need happen only when necessary. The Bill requires more frequent updating.

Implementers will resist the expansion of PAIA manuals to include notice information. The addition of information relating to data processing will exacerbate existing challenges considerably, negatively impacting on PAIA. 

Unclear to what extent PAIA relates to small businesses. A moratorium of their producing section 51 manuals has been declared until 2011. Need to examine the exemption of small businesses from compliance with notification carefully as size not accurate indicator of volumes and nature of personal information a business may engage with. 

Sanctions for non-compliance with PAIA’s section 14. Unclear which sanction would apply for non-compliance in terms of section 14  PAIA – PAIA or the Bill.
Resources: Believes that a budget of R17 million is too small. For the Asmal Committee, the Commission conservatively estimated an operating cost of R15 million for an information commissioner operating within the SAHRC with an exclusive focus on PAIA. 

Expertise. The Commission has had some results in gaining popularity/credibility among public officials re training and awareness and support to Deputy Information Officers. Seen as an expert resource. Attributable to the SAHRC’s expertise in training and providing advice (including legal advice). 
Accessibility. Queries whether a fledgling Regulator would be able to implement PAIA’s mandate in the provinces and in rural areas. 

Dual mandate: Privacy v Access to Information. Raises the potential for conflict between these two rights. Concerned about dual mandate, especially re resource allocations, independence, and impartiality. Refers to Canada where, at provincial level, functions are housed in one body. But bodies have no order-making/ enforcement powers and there is always a right of recourse to the Information Commissioner. In the Bill, the Regulator has considerable enforcement powers. Placing PAIA in the Regulator also raises issues of impartiality and independence for dispute resolution. Argues that the potential for conflict is high and recourse to courts likely to be frequent.

Enforcement/ ADR: May also weaken PAIA gains. The Commission has had to rely on its powers in terms of its enabling legislation, not PAIA, to mediate PAIA disputes. The Regulator has no any alternative dispute resolution or enforcement powers with regard to PAIA. There is need for quick, cheap, simple and effective resolution to resolve PAIA disputes. Concerned that transferring PAIA to the Regulator will end this positive development. 

Unhappy about the name of the Regulator– implies that information should be protected not shared. Same for renaming of Deputy Information Officers as Information Protection Officers. Suggest use PAIA or ‘information coordinators’.

	PAIA
	Cape Bar Council
	Argue that assigning PAIA’s function to Regulator downgrades the right of access to information. The SAHRC is a Chapter 9 institution, while the Regulator is a statutory body. It gives out the wrong signal to public bodies.

PAIA section 11(2) – the word ‘includes’ is replaced by ‘excludes’. Amendment is unworkable and undermines the right to access to information. Argues not constitutional. Also the deletion of ‘other than a personal requester from ss 22 and 54 appears to be a consequential amendment – argue that not constitutional.

The proposed amendment of section 1 of PAIA by the substitution of the Regulator for the HRC would lead to a nonsensical definition of the Regulator as meaning ‘the South African Human Rights Commission referred to in section 181(1)(b) of the Constitution’.

	Public records
	ODAC [PPI05]; 
	What about to access to information contained in the Deeds Office and Companies and Intellectual Property Registration Office (CIPRO) databases?

	
	MIH Internet Africa [PPI12]
	Argues that certain Principles not be applicable where information being processed is already available in the public domain (Principle 2: Processing limitation; Principle 4: Further Processing Limitation; Principle 6: Openness; Principle 8: Data Subject Participation), as well as processing of Special Personal Information regarding children – again where it is in the public domain, or accessible by the public on request, provided that the data processing is not contrary to the legitimate interests of the data subject. Referring specifically to the databases held by the Deeds Office, CIPRO and Surveyor General’s Office,

	
	Avusa [PPI25]
	Recommends an additional exemption that excludes public bodies legally required to maintain public records from the Bill’s ambit:

	Public participation
	COSATU [PPI16]
	Insufficient time to consult with the result that their submission focused on a specific issue. Also raised concern that the Bill was not tabled for negotiation at NEDLAC. Requests that the Committee give consideration to this process as it assists greater buy in from stakeholders

	
	Telkom [PPI
	The time period given for making submissions inadequate.

	
	Woolworths [PPI
	The time period given for making submissions inadequate.

	
	Business Unity South Africa (BUSA) [PPI 
	The consultation process prior to the tabling of the Bill in Parliament was problematic: The Bill was not referred to NEDLAC as requested by the Trade and Industry Chamber. BUSA is concerned about the limited progress in implementing the Regulatory Impact Assessment Framework. It would have been useful for the Department to undertake a regulatory impact assessment to ascertain the cost of implementation and compliance for business.

	
	Centre for Constitutional Rights [PPI18]
	Inadequate time to make submissions opens possibility that any legislation passed is open to constitutional challenge (Doctors for Life case). 

	
	
	

	Regulator
	Mark Heyink [PPI04]
	Supports the establishment of an Information Regulator: Research has shown that regulators both regulation and awareness of rights occurs more swiftly than where enforcement of rights can only be made through the courts.

	
	Public Service Accountability Monitor (PSAM) [PPI11]
	Notes role of the Regulator in terms of PAIA. 

Generally, Regulator will require sufficient resources for it to fulfil its many functions.

	
	Eskom [PPI10]
	For greater transparency and independence, there should be a separation of the Regulator’s dispute resolution and investigative functions. The Regulator should not be able to investigate and issue a binding order in a matter where it has been involved in mediating the dispute. Should be investigated and finalised by an alternate Regulator.

	
	FirstRand Banking Group [PPI20
	Bill consigns three roles to the Regulator: Regulatory; investigative; and appeal body. These roles are very different and potentially conflicting. It is inappropriate for Regulator to fulfil a mediating role where it is the investigative authority. Its role as an appeal body is also unsatisfactory as it does not have the necessary impartiality. Should be confined to administrative, regulatory and monitoring functions.


PART 2: summary by clause
	Clause
	Commentator
	Comment

	Preamble
	Centre for Constitutional Rights [PPI18]
	Should also include the following:

‘Recognising that – 

Section 10 of the Constitution of the Republic of South Africa,1996, provides that everyone has a right to have their dignity respected and protected’

	
	FirstRand Banking Group [PPI20]
	The Bill seeks to achieve “harmony with international standards”, but some aspects of the Bill exceed minimum standards in an unacceptable manner.

	Definition: Electronic mail 
	M-Net, MultiChoice [PPI09]
	No definition of ‘electronic communication network’ and ‘electronic communications’ in the Bill. Recommends that use definitions contained in the Electronic Communications Act, 2005 and Electronic Communications and Transactions Act, 2002, respectively. Their absence makes the definition of email in Bill vague/confusing. 

	‘electronic communications network’ and ‘electronic communications service’
	National Association of Broadcasters (NAB) [PPI14]
	Chapter 8 refers to ‘electronic communications network’ and ‘electronic communications service’, but are not defined in the Bill. Recommends that the definitions found in the Electronic Communication Act 36 of 2005 (the EC Act) are incorporated.

	Definition: Personal information (and sensitive personal information)
	M-Net, MultiChoice [PPI09]
	Definitions of ‘personal information’ and ‘sensitive personal information’ (??) too wide, leading to the Bill being ineffective, open to abuse, and not achieving its objectives. For example including gender and marital status in definition can lead to absurd results. Also, for sensitive personal information, information may be sensitive in certain contexts but in others innocuous.

	Definition: Personal information & processing
	e.tv [PPI29]
	Bill defines ‘personal information’ very broadly. Similarly, the Bill defines ‘processing’ to include a wide range of activities. 

	Definition: Personal information/ public interest bodies
	Public Service Accountability Monitor (PSAM) PPI11]
	Definition of ‘personal information’ too broad. May have unintended (and stifling) consequences for public bodies, and certain juristic persons and private bodies that have or render a public function or are paid out of public funds. Sub-clauses (e)(f)(g) and (h) are of particular concern. Gives specific examples: ito (e), the personal opinion/view/preference that an MEC: Education expresses when his/her Department is considering the award of a scholar transport tender would be protected as ‘personal information’, undermining democratic governance and accountability principles; ito (g), an advisor to the DG: Education recalls a conversation with the DG where he/she acknowledges being an avid creationist and states his/her wish to eliminate any reference to ‘evolution’ from the primary school curriculum. This would be protected as personal information, undermining the accountability of public office bearers.

	Definition: Personal information / biometric data
	Banking Association of SA [PPI22]
	The definition of “biometric” should be amended to read “including, but not limited to, fingerprinting, DNA…”

	Definition: Personal information/ juristic persons

Personal information/ juristic persons
	ODAC [PPI05]
	Queries the inclusion of juristic persons in the Bill’s application. The definition applies to juristic persons where applicable. What does this mean? There is little guidance for officials. Courts have recognised rights of companies to some form of privacy. But many qualities possessed by natural persons cannot be ascribed to companies (for e.g. sexual orientation). Have a legitimate interest in their electronic personality, and in making sure that information that exists about them electronically is correct.

	
	Credit Bureau Association (PPI06]
	Recommends that any factual information identifying and describing a juristic person, including information about a juristic person’s financial and legal standing; and information about natural persons, in their official capacities within the juristic, who exercise management and control of the juristic person should not be regarded as personal information.

Recommends that juristic persons are excluded altogether from the ambit of the Bill; 

OR that there is partial application of the Principles to juristic persons. Only the principles of accountability, specific, purpose, information quality, security, notification to Regulator and data subject’s right of participation should apply to juristic persons. There should be specific exceptions for juristic persons for minimality, consent, collection directly from the data subject and notification to the data subject.

Only data about a juristic person capable of being linked back to a specific individual/natural person should be regarded as personal data to which the Bill should partially apply as referred to above. 

	
	Massmart [PPI13]
	Definition of personal information, sub clauses (b), (c), and (e). Most unusual to include juristic persons. Makes it very difficult for companies such as Massmart to collect/hold/process/share information on manufacturers and suppliers across the group. If juristic persons to be included, same limitations found in Consumer Protection Act and National Credit Act should apply to exclude juristic persons with a turnover higher than a predetermined amount. Argues the inclusion of juristic persons is also a barrier to trade.

	
	South African Breweries (SAB) [PPI07]
	Objects to the inclusion of juristic persons in the definition of ‘personal information’, especially subsections (b), (c), and (e). Would make it difficult for SAB group of companies to share information across groups on contact and financial information of its suppliers, in house legal opinions on quality and service levels, as well as information on non-conformers. Also, creates a new technical barrier to trade, especially cross border trade, unless its trading partners or companies in other countries apply similar levels of protection to the personal information of juristic persons. 

	
	Eskom [PPI10]
	‘Personal information’ applies to juristic persons where applicable. Unclear about meaning of ‘where applicable’ or in what circumstances the legislation would apply. Nor does the Bill outline which provisions are applicable to juristic persons. May well be in conflict with PAIA and other legislation protecting confidential commercial information.

	
	Nelson Mandela Foundation & SA History Archive (NMF & SAHA) [PPI19]
	It is not clear what the effect of ‘where it is applicable’ is, given the Bill makes no further reference to juristic persons and only refers to personal information.  It is also not clear why juristic persons should enjoy the same rights of human dignity that lie at the heart of the right of privacy, nor what legitimate interests of juristic persons are not already protected by non-privacy related protection, such as s 36 PAIA and  other laws protecting confidential commercial information.

	
	NMF & SAHA [PPI19]
	The definition of personal information in PAIA should be amended to make it consistent with that in the Protection of Personal Information Bill. 

	
	FirstRand Banking Group [PPI20]
	The inclusion of juristic persons as data subjects will cause concern about the transfer of personal information of juristic persons cross-border because very few countries provide similar protection & infringes clause 69(a)(i) which requires that the receiving country must have provisions that are “substantially similar”. Protective measures already exist for small juristic persons in the National Credit Act

	Definition: Public communications network

& Subscriber
	Telkom [PP27]
	Electronic communications, electronic communications network and electronic communications service”. Not defined in Bill. Could present a challenge when the term “public communications network” is put in issue.

	
	Telkom [PPI27]

	The definitions of “public communications network” and “subscriber” not similar to those contained in the Electronic Communications Act. It is not desirable to have substantial terms defined differently in statutes. 

	Definition: ‘Responsible party’
	Public Service Accountability Monitor (PSAM) PPI11]
	The definition of ‘responsible party’ is too broad. There should be a distinction between organisations that pursue a public interest objective and private sector entities that are profit seeking. 



	
	CGE [PPI28]
	The definition of “responsible party” is ambiguous and should refer to clearly described entities. A responsible party should be a natural or juristic person that is authorised by law or an agreement with the data subject to collect, record or process personal information. It should include entities such as banks, retailers, credit bureaus etc… 

	4
	South African National Editors’ Forum (SANEF) [PPI02]
	Opposes the exemptions given to the police and security forces, whose extensive powers are open to abuse. 

	
	ODAC [PPI05]
	Why is the State exempted when processing personal information where national security, defence, prosecutions, and public safety are involved? Argues that compliance with the Bill’s provisions essential for databases collated by the State.

	
	Public Service Accountability Monitor (PSAM) [PPI11]
	Recommends that the exclusions also cover all public interest organisations and/or individuals acting in pursuit of the public interest.

	
	Avusa [PPI25]
	The clause should have an additional exemption which excludes public bodies that are legally required to maintain public records from the ambit of the bill. Proposes the insertion of a new (h) ‘by public bodies that are required by law to maintain public records’. 

	4(d)
	South African National Editors’ Forum (SANEF) [PPI02]
	Opposes the journalistic exemption. Journalists should be treated in the same way as an ordinary member of the public. The requirement that journalists register is a danger as they can then be threatened with being removed from that register – censorship. It is also unclear what adequate safeguards the applicable code of conduct for journalists should contain.

	
	ODAC [PPI05]
	Is the exemption for journalists sufficient? Will the law undermine freedom of the press? Raises the issue of sources, especially confidential sources. The difficulty for a source is that the personal information is not likely to have been originally collected for this purpose (would need to obtain the data subject’s consent).This creates a problem for whistle blowers.

	
	Avusa [PPI25]
	Offends the constitutional right to freedom of expression and of the media. The exemption given in 4(d) does not solve the problem. 

The clause imposes a condition on the media to adhere to a code of ethics that provides adequate safeguards for the protection of personal information. The Bill does not specify what “adequate safeguards” entail. It is also unclear which codes of ethics will be applicable. A code will contain adequate safeguards only if its provisions mirror the data protection principles. The bill is silent on who and how it will be determined whether a code of ethics suffices for the purposes of the exemption. The exemption is narrow in that it protects only those who are exclusively engaged in journalistic purposes. What about bloggers? 
Recommends that the following replaces 4(d):

‘4. This Act does not apply to the processing of personal information-

a) by any person of any journalistic, literary or artistic material’.

	4(e)
	Public Service Accountability Monitor (PSAM) [PPI11]
	Why are the Executive Council of a province and a municipal council of a municipality exempted? Also, these are not exempted ito PAIA, as well as the consequences. Other legislation permits the processing of personal information relating to parliamentarians, executive members and certain public officials (Executive Members Ethics Act, 1998; Local Government Municipal Systems Act, 2000; Code of Conduct for Members of the National Parliament; various Codes of Conduct adopted by the 9 provincial legislatures; Public Service Regulations, 2001)

	6
	Office of the Premier: Gauteng [PPI30]
	This clause is better placed in clause 3: ‘Application of the Act’.

	7
	South African Insurance Association [PPI01], Woolworths [PPI23]
	Companies will have to review and update information management policies and procedures in order to comply. Training of staff will also be required. The cost implications are huge. The costs of the compliance measures could prove to be prohibitive especially after having spent considerable resources complying with a raft of other legislation over the last few years. 

	
	Office of the Premier: Gauteng [PPI30]
	How will this particular provision be monitored?

	10(1)
	MIH Internet Africa [PPI12]
	Unnecessary to comply with the requirements of section 10(1) if the data processor is merely processing personal information that is already in the public domain, or accessible by the public on request, provided that the data processing is not contrary to the legitimate interests of the data subject.

	10(1)(a)
	COSATU [PPI16]
	Clause 10(1)(a) refers to the Data Subject’s consent. Consent must be defined in a broad sense to ensure that consent is without coercion or duress. Uneven power relationship between employers and employees. Refers to ILO on informed and explicit consent. Explicit consent normally means written consent. There would need to be justification for no written consent (for example illiteracy). Should be consultation with trade unions. Any statement authorising collection/disclosure of information signed by worker should be in plain language, and should be specific regarding the person/institution/ organisation being addressed and the purpose for which the data is being collected and the time period in which the statement will be used.

Before obtaining consent to data collection, employees should be adequately informed of the process, the applicable rules and their rights.

	10(2)
	BUSA [PPI21]

	Clause 10(2) in its current form could hinder business operations and is open to abuse. Business often retains historical information to assess payment history and other information pertinent to its commercial interests. A proviso should be added to the clause: “in the event the operator cannot demonstrate reasonable grounds for retaining such personal information…” 

	
	M-Net, Multichoice [PPI09]
	Recommends that a Responsible Party should have recourse if the Data Subject’s objection is frivolous, unjustified or unreasonable.

	
	Office of the Premier: Gauteng [PPI30]
	There is need for further clarity on who determines ‘reasonable grounds’ for the purposes of 10(2).

	10(2) & (3)
	MIH Internet Africa [PPI12]
	Where the exemption applies, no data subject may exercise his or her rights in terms of section 10(2) and (3), as the Data Subject’s privacy right is not being infringed.

	11(1)
	M-Net Multichoice [PPI09]
	Exceptions should also allow for information to be collected by an entity in the same group of companies (or other entities) as the RP. Similarly, an entity ought to be allowed to share information with entities in the same group.

	11(2)(a)
	CGE [PPI28]
	Clause 11(2) (a) is too broad. The word “deliberately should be replaced by “intentionally” and “consent” should be replaced by “informed consent”. This will keep the clause in line with sections 10 and 14 of the Constitution. 

	
	MIH Internet Africa [PPI12]
	Clause 11(2)(a) provides a list of circumstances in which data processors will be exempt from the requirement in clause 11(1) to obtain personal information directly from the data subject. Recommend that the exemption is spelt out: Paragraph (a) should be amended to read ‘the information is contained in, or derived from, a public record ....’ 

	11(2)(d)(vi)
	CGE [PPI28]
	The wording ‘legitimate interests’ is too wide. 11(2)(d)(vi) should be deleted because it could lead to abuse where people will be able to claim legitimate interest where personal information is misused.

	12
	SAIA [PPI01]
	The data subject will have to be informed of the purpose of the collection of personal information. Product terms and conditions will have to be reviewed to ensure those data subjects are aware of the purpose of the collection of personal information. 

	14(1)
	CGE [PPI28]
	Clause 14(1) is ambiguous and is in conflict with paragraphs (a) to (e). 14(1) should be amended to read: ‘must not be retained any longer than what is permitted by any law for achieving the purpose  ..’ 

	
	Office of the Premier: Gauteng [PPI30]
	Recommends that a time-frame is given to monitor non-compliance with the section.

	
	COSATU [PPI16]
	The retention of records, its use and purpose should be done subject to consultation with the relevant bargaining structures.

	14(1)(b)
	Mostert Opperman & SABS Committees [PPI15]
	Proactive retention of records for evidentiary purposes. Argues that there is no provision for the normal proactive retention of records for evidentiary purposes. The exceptions in (a) to (d) do not cover this. 
Recommends that the following is inserted in 14(1)(b): 

‘(b) the responsible party requires the record for lawful purposes related to its functions or activities or for the protection of its legal rights’.

	14(4) & (5)
	Mostert Opperman & SABS Committees [PPI15]
	Destruction/deletion of records. Documents often backed up on unstructured sequential media (magnetic tapes) that are not search or edit friendly. Used for disaster recovery purposes to restore systems – not normal record repositories. Easy to delete/destroy personal records from a structured operational systems, but not so for backup media. Recommend that the retention of information for disaster recovery purposes is excluded from 14(4) and (5). The Responsible Party would then need to safeguard the material in terms of clause 18.

	15
	COSATU [PPI16]
	The processing of any personal information, including further dissemination, should be done subject to consultation with the relevant trade union and through collective bargaining processes.

	
	CGE [PPI28]

	Further processing should be clearly defined in clause 1. Further processing could mean that personal information is disguised and held for longer periods than lawfully permitted. 

	15(1)
	Office of the Premier: Gauteng [PPI30]
	Unclear how it will be determined whether personal information was used for the purpose it was collected for. The meaning of “further processing” is unclear. Also, it is not clear how the passing of information to third parties is regulated in the Bill.

	15(3)
	Avusa [PPI25]
	Clause 15(3)(e) will prevent journalists from retaining personal information purposes of future reporting, for use in claims that might be brought against them and to maintain an effective archive. 

	15(3)(b)
	MIH Internet Africa [PPI12]
	Recommend a consequential amendment to clause 15(3)(b) amending paragraph (a) to read ‘the information is contained in, or derived from, a public record ....’.

	15(3)(c)(ii)
	Banking Association of South Africa [PPI22]
	Clause 15(3)(c)(ii) is too broad, and should be limited to maintenance matters, COIDA, UIF, RAF and similar claims. 

Compliance with the law should not be conditional on a ‘pecuniary penalty’. Recommends that the words ‘imposing pecuniary penalty’ are deleted from 15(3)(c)(ii).  

	16
	South African National Editors’ Forum (SANEF) [PPI02]
	The updating of archival information in terms of clause 16 is an enormous task – and possibly not feasible.

	
	Eskom [PPI10]
	Too onerous for employers to ensure that information captured/provided by employees is correct, complete and accurate. Recommends that the Data Subject is required to ensure that information given to Responsible Party is updated.

	
	Massmart [PPI13]
	Too onerous on the Responsible Party. Consumer should also have a duty to report changes of information.

	16 – New (3)
	CGE [PPI28]
	A new sub-clause (3) should be added: “the data subject must be informed annually of the personal information held by the responsible parties who are transacting same for monetary gain or where the information has an adverse impact on the data subject”

	17(2)
	CGE [PPI28]
	Clause 17(2) the onus on the responsible party should be raised to ensure that meaningful and proper steps are taken to ensure awareness of the data subject. The word “reasonably” should be replaced by “necessary.” 

	17(1) & 17(2) 

See also Chapter 6 (clauses 50-54) and 56(1)
	M-Net Mutlichoice [PPI09]
	Supports clause 17(2), but opposes the Notification requirements in Chapter 6:

· Internationally notification and investigation requirements have been criticised. Refers to EU and UK. 

· Requirements impose are excessively onerous for the data controller. Impose immense administrative and financial burden.

· Internationally have proven ineffective, failing to achieve data protection objectives.

· Argues that the costs far outweigh any benefits. 

Recommends that clause 17(1), and clauses 50-56 are deleted. 

But Clause 17(2) should be retained.

Alternatively, if the notification requirements are retained, then they should not apply if information processing takes place under a Code of Conduct: 

Clause 56(1) to be amended to read: ‘Information processing under a code of conduct as contemplated in section 53(3) need not be notified as such by the responsible party to the Regulator’.

	17 & 50
	Eskom [PPI10]
	Clauses 17 and 50. Notification to the Data Subject and Regulator. Argues that compliance is too onerous for employers, who process personal information for human resources purposes. Would require Eskom to notify the Regulator before any recruitment exercise takes place. Time consuming, impractical, too onerous. Recommends that the collection of personal information for human resource purposes should be exempted. OR notifications made to the Regulator periodically (once every 6 month after processing has commenced). 

	17(6)
	MIH Internet Africa [PPI12]
	Recommends further clarification in clause 17(6) providing that it is not necessary to comply with the requirements of section 17(2) if the data processor is merely collecting personal information that is already in the public domain, or accessible by the public on request, provided that the data processing is not contrary to the legitimate interests of the data subject.

	17(6)(a)
	Office of the Premier: Gauteng [PPI30]
	Clause 17(6) (a) is unnecessary. The Bill seeks to protect the rights of the Data Subject and the provision is contrary to this.

	17 – New (7)
	CGE [PPI28]
	Recommend addition of 17(7): ‘where a responsible party has collected data prior to the promulgation of this Act and where the requirements of section 17(2) were not fulfilled then steps must be taken within a period of twelve (12) months after promulgation of this Act, by the responsible party concerned to ensure such compliance in order to continue to hold, utilise or process any personal information that falls in this category’.

	18
	Mostert Opperman & SABS Committees [PPI15]
	Records management and preservation of integrity of information. Argue that generally accepted standards with regard to record management are recognised. See for example the standards contained in SANS15489, 15801 prepared by the SABS Technical Committee Subcommittee 46D and SABS Technical Subcommittee 171 respectively. Also relevant to clause 14.

	
	COSATU [PPI16]
	Should stipulate that there is appropriate confidentiality training of security personnel and those processing personal information

	18(3)
	Mostert Opperman & SABS Committees [PPI15]
	Clause 18(3) needs to be clarified re the meaning of generally accepted practices and procedures. The words ‘which may apply to it generally’ in 18(3) are a problem as it is not clear whether this envisages practices that are generally accepted for the sector or type of organisation or whether there need be some other mandatory connection (a requirement in law for example). If the requirement is due regard to a mandatory practice, 18(3) is unnecessary.

	20(1)
	Office of the Premier: Gauteng [PPI30]
	It is not clear how the Department (Responsible Party??) will control or monitor whether the operator (?? the submission refers to responsible party) is adhering to the security measures referred to in clause 18.

	20(3))
	Centre for Constitutional Rights [PPI18]
	To ensure that an operator not domiciled in SA complies with security measures required in SA, need additional provision in Bill stating that the contract governing the processing make our laws applicable.

	
	Office of the Premier: Gauteng [PPI30]
	Does the Department (??Responsible Party) have jurisdiction over operators not domiciled in the country?

	21
	CGE [PPI28]
	This clause should also cover the utilisation of personal information as it is more harmful than access and acquisition. 

	21(1)(b)
	COSATU [PPI16]
	Argue that wording confusing. Makes no sense to take information from a DS who is unknown to the employer. 

	21(2)
	Office of the Premier: Gauteng [PPI30]
	Should have a specified time period and not simply refer to ‘as soon as reasonably possible’.  

	21(4)
	COSATU [PPI16]
	Communication should take various forms and languages. Should be communicated to trade unions.

	21(6)
	Banking Association of South Africa [PPI22]
	Clause 21(6) should be amended to empower the Regulator to ‘direct a responsible party to publicise, in any reasonable manner specified…” to ensure that the media, costs and coverage of such required publication are relevant and reasonable. 

	22-24

	Eskom [PPI10]
	Recommends that the fee charged is prescribed to prevent a debate about what is excessive. The applicable forms (found in PAIA) may be relevant to clause 22, but may need to be adapted for clause 23. Recommends that the Regulator prescribe the adaption of the relevant form.

	22(1)
	MIH Internet Africa [PPI12]
	Compliance with clause 22(1) is not practical. An exemption should be provided from having to comply with clause 22 if the data processor is merely processing personal information that is already in the public domain, or accessible by the public on request, provided that the data processing is not contrary to the legitimate interests of the data subject.

	22(1)(a)
	CGE [PPI28]
	The responsible party should be required to cooperate with the data subject. Clause 22(1)(a) should be framed in positive terms: “require a responsible party to confirm’.

	22(1)(b)(ii)
	Banking Association of South Africa [PPI22]
	How can a fee prescribed by the Regulator be excessive?

	22(1)(b)(ii)
	Office of the Premier: Gauteng [PPI30]
	The words ‘not excessive’ are unnecessary. The prescription of a fee renders the expression redundant. The Minister will consider issues of cost efficiencies when determining the fee.

	22(3)(a)
	Banking Association of South Africa [PPI22]
	The written estimate of fees referred to in 22(3)(a) must be given “if so requested by the applicant.”

	23
	Avusa
	Clause 23 grants data subjects what amounts to editorial power over stories published about them in the media or at least the ability to materially affect editorial integrity of the media. The effect is to undermine freedom of expression.

	23(2)
	Banking Association of South Africa
	Clause 23(2) must be made subject to paragraph (d):

‘On receipt of a request in terms of subsection (1) a responsible party must, subject to subsection (d)’

	25
	Banking association of South Africa [PPI22]
	See comments on clause 32.

	25(a)
	MIH Internet Africa [PPI12]
	Clause 25 (a) provides that a responsible party may not process personal information concerning a child, who is subject to parental control in terms of the law. Should be exempted from complying with clause 25(a), if the data processor is merely processing personal information that is already in the public domain, or accessible by the public on request, provided that the data processing is not contrary to the legitimate interests of the data subject.

	25(a) (& 32(a))
	Centre for Constitutional Rights [PPI18]
	Clause 25(a) and 32(a). The right of children under the age of 18 to consent in certain circumstances is recognised in international treaties and conventions, and is recognised in our law. For example, the Sexual Offences Act and the Children’s Act. The Bill does not recognise that children in certain circumstances can consent.

	25(b)
	COSATU [PPI16]
	Clause 25 (b) Prohibition on processing of special personal information. Should include ‘medical illness or history o anything to which the DS objects to’. 

	
	Centre for Constitutional Rights [PPI18]
	Bill protects information about a person’s criminal behaviour as special personal information. Section 42 of the Sexual Offences Act establishes a national register for sexual offenders against children and mentally disabled persons. Believes that the public interest in the information outweighs the right to privacy. Obviously there should be a distinction between a convicted criminal and suspected criminals

	32 
	NMF & SAHA [PPI19]
	The Bill prohibits the processing of special personal information. Although there is a general exemption where processing necessary for ‘obligations in law’ (this may cover the obligations of public archives), the special needs of private archival institutions (like the NMF and SAHA) are not provided for. The effect is that archival institutions would not be able to process special personal information without consent or a specific exemption from the Regulator. Recommend that the ‘historical, statistical or research purposes’ exemption that was in the 2005 draft bill be restored.

	32(a) (and see 25(a))
	Centre for Constitutional Rights [PPI18]
	See comment under 25(a) regarding children’s consent.

	32(b)
	Public Service Accountability Monitor (PSAM) PPI11]
	Clause 32(b) that sets out general exemptions relating to special personal information provisions, is insufficient and too restrictive in recognising the right to access and hold personal information about public and private duty-bearers, especially private service providers sub-contracted to provide public services, to assist in managing public resources. 



	Clause 32 – 

New (f) & (g)
	Banking Association of South Africa [PPI22]
	Proposes addition of two paragraphs: 
‘(f) processing is required to combat money laundering or the financing of terrorism.

(g) processing is required to establish union representation as provided for in labour law.’

	34
	Massmart [PPI13]
	‘Transactional data’, which includes which goods were purchased, date of purchase, etc, should be exempted, provided not used for direct marketing.

	
	COSATU [PPI16]
	Recommend that Regulator may only authorise processing after application made to court (High Court).

	
	ASISA [PPI17]
	Clause 34 should allow the Regulator, on application, to provide temporary exemptions in respect of one or more provisions of the Act under circumstances where a particular industry or body cannot reasonably be expected to achieve timely compliance

	
	South African National Editors’ Forum (SANEF) [PPI02]
	Public interest is defined in terms of security interests rather than a broad interpretation of the term.

	34(1)(a)
	CGE [PPI28]
	Clause 34(1)(a) is too broad. The use of the word “any” is problematic because it suggests that all personal information can be processed if the public interest warrants such an action. (HIV status). The clause should be rephrased to be in line with the limitation clause.

	34(2) – New (f)
	Public Service Accountability Monitor (PSAM) PPI11]
	Regulator may authorise processing of personal information: May curtail constitutional rights. Introduces hurdle as Regulator will act as gatekeeper. 
Recommends that clause 34(2) is amended by adding a further example of what ‘public interest’ includes:

(f) those organizations (non-profit) pursuing a public interest objective, which may involve accessing and processing personal information in the furtherance of constitutional rights and public interest objectives, and specifically those organizations which have a specific interest in holding public duty-bearers and private duty-bearers to account for their actions and/or decisions and/or performance in the course of resources,  particularly public resources’.

	34(3)
	South African National Editors’ Forum (SANEF) [PPI02]
	The Regulator can impose reasonable conditions on the processing in addition to asking for information about an individual being processed suggests censorship by the Regulator.

	34(10(b)
	Office of the Premier: Gauteng [PPI30]
	Clause 34(10(b) may prejudice the data subject. The processing should occur if the data subject consents that the processing is beneficial. What may be construed as beneficial by the responsible party may not be construed as beneficial by the data subject.

	35
	South African National Editors’ Forum (SANEF) [PPI02]
	Raises concern about the appointment of the members of the Regulator. The possibility of a political appointment/deployment is unsatisfactory.

	36
	BUSA [PPI21]
	The proposed structure of the Regulator should be revised. It should have an executive head and not a non-executive chairman. 

	36(1)(c)
	Banking Association of South Africa [PPI22]

	Clause 36(1) (c) provides for a full-time executive “chairman of the Regulator”. The concept of an executive chairman goes against current corporate governance principles. The position should be called “Registrar of Information” and provision should be made for an appointment of an independent chairman of the governance structure.  

	36(1)(f)
	Office of the Premier: Gauteng [PPI30]
	Clause 36(1)(f) should be a separate clause dealing with the disqualification of members. 



	36(7)
	Office of the Premier: Gauteng [PPI30
	The principles of Promotion of Administrative Justice Act should be complied with when removing members in terms of paragraph (7)

	38
	Banking Association of South Africa[PPI22]
	Sub-clause (2) will introduce long time delays in the execution of functions by the Regulator and should be deleted.  

	39
	BUSA [PPI21]
	Sub-clause (5) should be amended to allow for the Minister to be informed of the decision to dissolve a committee. 

	43
	FirstRand Banking Group [PPI20]
	The Bill casts the Regulator into three different and conflicting roles which will lead to untenable situations. The role of the Regulator should be limited to those administrative, regulatory and monitoring riles which should be the core functions of that office.

	
	BUSA [PPI21]
	BUSA is concerned about the extensive powers given to the Regulator, particularly in light of the proposed structure. It is important that the Regulator is structured in a way that minimises the potential for conflict of interests. Also, appropriate resources should be made available to allow the Regulator to perform its duties. 

	43(1)(a) & (b)
	Banking Association of South Africa [PPI22]


	The Bill establishes a regulator with wide and potentially conflicting roles. Parliament should ensure that the Regulator is adequately funded to discharge duties in terms of (1)(a) and (b). 

	43(1)(e)
	
	It will be difficult for the Regulator to comply with clause 43(1)(e) given the confidential nature of most of the commercial developments referred therein. 

	43(1)(g)
	
	Any statutory duties imposed on the Regulator on the basis of a single data subject or complaint imposes impossible burdens on the Regulator, given the demands that such persons may make. The clause should be amended by deleting the words “of a data subject” where they appear twice

	43(1)(h)
	
	The resource implications of the audit on request by a public or private body are not clear.  Who will bear the costs of the audit? 

	43(1)(i) & (l)
	
	Clause 43(1)(i) and (l) refer to a data subject. These clauses should be amended by the deletion of the words “of a data subject” where they appear and replacing them with “data subjects”.


	43(1)(n)
	
	This clause should be deleted as it imposes an inappropriate duty for the Regulator. 



	43(1)(o)
	
	The danger exists that regulatory arbitrage will develop, as different institutions will have different confidential guidance or rulings from the Regulator. If necessary, the Regulator should issue regulations or guidelines for all parties or public guidance notes and not confidential advice to individual entities. 



	43(1)(x)

(See cl 61 & 71)
	
	Clauses 61 and 71 might expand the ambit of this clause to an appeal function

	43(3)
	Prof Ian Currie [PPI08]
	Clause 43(3) of the Bill provides that ‘The powers and duties of the Regulator in terms of the Promotion of Access to Information Act are set out in Part 5 of that Act’. The effect of this would be to give the Regulator the powers currently possessed by the Human Rights Commission. The Human Rights Commission only has promotional and monitoring duties under PAIA. It does not have the power to resolve disputes over access to information. Proposes amendments to this clause and to the Schedule to address this.
Recommends the following wording:

43(1)(z)(bb): ‘(bb) to exercise the powers conferred upon the Regulator by this Act in matters relating to the access of to information as provided for by the Promotion of Access to Information Act.

43(3) The powers and duties of the Regulator in terms of the Promotion of Access to

Information Act are set out in Part 5 of that Act. 

	44(2)(b)
	South African National Editors’ Forum (SANEF) [PPI02]
	Objects to the words ‘… recognition of the legitimate interests of government and business in achieving their objectives in a reasonable way’. Undoes the protection of an individual’s privacy.

	
	Public Service Accountability Monitor (PSAM) PPI11]
	Clause 44(2)(b) is amended as follows: ‘Have due regard for the protection of all human rights and social interests that compete with privacy, including the general desirability of a free flow of information and the recognition of the legitimate interests of government [, civil society] and business in achieving their objectives in an efficient way;’.

	46(1)
	Banking Association of South Africa [PPI22]
	Paragraph (1) is sufficiently covered under paragraph (2) and should be deleted. Paragraph (1) would require the Regulator to report even trivial matters. 

	47
	Office of the Premier: Gauteng [PPI30]
	The Regulators must be subjected to security clearance due to the confidential nature of their duties.

	48-49
	Cape Bar Council [PPI33]
	Definition of information protection officer includes, in relation to a private body, the head of that body. Clause 48 sets out the Information Protection Officer’s responsibilities. Clause 49 provides for deputy information officers. Argue that not sensible to designate heads of private bodies as information protection officers. Makes every self employed person into an information protection officer. As a matter of principle legislation should not be diluted by including in it ineffectual/meaningless provisions. It also elides public and private bodies, serving to undermine the clear distinction in section 32 between the right to access information held by the State and by other persons.

	50 & 17
	Eskom [PPI10]
	Clauses 17 and 50. Notification to the DS and Regulator. Argues that compliance is too onerous for employers, who process personal information for human resources purposes. Would require Eskom to notify the Regulator before any recruitment exercise takes place. Time consuming, impractical, too onerous. Recommends that this collection of personal information for human resource purposes should be exempted. OR notifications made to the Regulator periodically (once every 6 month after processing has commenced). 

	50
	Banking Association of South Africa [PPI22]
	Consideration should be given to defining the concepts “fully or partly automated processing of personal information” and “a single purpose or different related purposes.”

	50(1)(b)
	Banking Association of South Africa [PPI22]
	It is unclear what clause 50(1) (b) means, especially “must be notified if this is subject to a prior investigation” in the context of the whole sentence. 

	50-56 (Chapter 6}
	National Association of Broadcasters (NAB) [PPI14]
	Argues that the notification and investigation requirements (in Chapter 6) are excessive, onerous, and ineffective. Recommends that the notification and investigation requirements (to and by the Regulator) are removed. Specifically, it should not be necessary to notify the Regulator, or for the Regulator to conduct an investigation, if the information processing is done in terms of an industry code of conduct in terms of Chapter 7 of the Bill.

	55
	South African National Editors’ Forum (SANEF) [PPI02]
	Exemption illustrates the bias towards authorities exercising their powers without having to comply with the safeguards contained in the Bill.

	
	Banking Association of South Africa [PPI22]
	Sub-clause 55(3) exempts certain sectors from having to comply with “Part B of Chapter 6” under certain circumstances. However, sub-clause 56(1) requires such exempted parties to comply with the sub-clause. Sub-clause 55(3) should be made subject to clause 56. 

	
	Centre for Constitutional Rights [PPI18]
	Highlights the need for the Regulator to be properly resourced.

	55(2)
	Banking Association of South Africa [PPI22]
	Presumably the reference in sub-clause 55(2) should be to 55(1). This also takes care of comment on clause 55.

	56(1) (see also 17(1), 50-56)
	M-Net, MultiChoice [PPI09]
	Supports clause 17(2), which requires that a RP notify the DS when it collects information about the DS, but opposes Chapter 6 Notification to and Investigation by the Regulator:

Internationally notification and investigation requires have been criticised. Refers to EU and UK. 

Requirements impose are excessively onerous for the data controller. Impose immense administrative and financial burden.

Internationally have proven ineffective, failing to achieve data protection objectives.

Argues that the costs far outweigh any benefits. 

Recommends that clause 17(1), and clauses 50-56 are deleted. 
Clause 17(2) retained.

Alternatively, if the notification requirements are retained, then they should not apply if information processing takes place under a Code of Conduct: - 

Clause 56(1) to be amended to read: ‘Information processing under a code of conduct as contemplated in section 53(3) need not be notified as such by the responsible party to the Regulator’.

	56(7) (56(6)??)
	Banking Association of South Africa [PPI22]
	Clause 56(7) (56(6)??) should be amended to read “…in terms of subsection (5) may be issued as an enforcement notice in terms of section 90 of this Act where necessary” to restrict the issuing of enforcement notices to those actions requiring change. 

	57-65 (Chapter 7: Codes of Conduct).

	National Association of Broadcasters (NAB) [PPI14]
	Recommends that instead of imposing on the Regulator the task of drafting sector specific codes of conduct, this must be vested with the respective Regulatory Authorities or industry bodies, who should submit it to the Regulator for consideration.

	
	SAHRC [PPI31]
	Welcomes provision for consultation with stakeholders in developing codes. There is, however, no provision for challenging Regulator initiated codes. There should be a process for objection before a code is passed.

	58(2)
	M-Net, MultiChoice [PPI09]
	To make it clear that an industry body may develop and summit a Code of Conduct to the Regulator, clause 58(2) should be amended to read: ’Without limiting subsection (1), but subject to subsection (3), any person may apply in the prescribed form, for the consideration and issuing of a code of conduct developed and submitted by the applicant’

	61
	Banking Association of South Africa [PPI22]
	It is unclear how the independent adjudicator will be able to report “on the operation of the code during they financial year”, as required by clause 61(2) (d). This should be amended to refer to “the operation of the independent adjudicator under the code…”, as there are many other facets to a code of conduct that purely those that impact the adjudicator. 



	61(3)
	Banking Association of South Africa [PPI22]
	The words “may lodge a complaint with the Regulator” should be amended to “may lodge an objection with the Regulator. This is because the true function of the Regulator is a “review” one and not an “appeal” one. Any complainant aggrieved on the merits of a determination should appeal to the courts.

	64(2)(b)
	Banking Association of South Africa [PPI22]
	It is unclear how the powers granted to the Regulator in terms of 64(2)(b) will impact on the independence of the independent adjudicator. 

	66-68
	National Association of Broadcasters (NAB) [PPI14]
	Chapter 8 refers to ‘electronic communications network’ and ‘electronic communications service’, but neither are defined in the Bill. Recommends that the definitions found in the Electronic Communication Act 36 of 2005 are incorporated.

	66
	Mostert Opperman & SABS Committees [PPI15]
	Clause 66.The removal of section 45 of the ECT welcomed.

There seems to be overlap with the National Credit Act (Chapter 4, Part C) and Consumer Protection Act (Chapter 2, Part B). Argues that the CPA more appropriate legislation to regulate unsolicited electronic communications (is technology neutral). But if remove 66, large corporate entities would not qualify for protection under the CPA (doesn’t apply to juristics with an annual turnover on excess of a prescribed amount). Recommends amend the CPA (Chapter 2, Part B):

By giving protection to all juristics irrespective of annual turnover or threshold notice by Minister in terms of the CPA can exclude the provisions of Chapter 2, Part B from the threshold).

	
	Direct Marketing Association SA [PPI24]
	The Bill does not achieve the right balance between consumer protection and the national economic imperatives to increase sustainable growth and create employment. 

The Bill should adopt an opt out platform in line with Consumer Protection Act for sms and email campaigns, provided that all sms and email campaigns are de-duplicated against the DMA National Do Not Contact Register. 

But certain items should be opt in, specifically sequential diallers. Sms and e-mail should be allowed in the opt out regime with the proviso that 

The Bill should contain a clause that recognises data suppliers currently in the market, provided they are accredited and have been audited by the Direct Marketing Association of Southern Africa.

	
	Credit Bureau Association [PPI06]
	Recommends that communications from businesses to businesses be excluded.

	
	Office of the Premier: Gauteng [PPI30]
	The consequences of non-compliance with the clause are not clear. 

	68
	Mostert Opperman & SABS Committees [PPI15]
	Clause 68 should be removed. Clause deals with procession of personal information for the purposes of making a commercial decision. Protects consumer interests, not personal information. Consumer protection should be dealt with under the CPA, if at all.

	68(1) & (3)
	Banking Association of South Africa [PPI22]
	Paragraph (1) might be interpreted in a way preventing current and future bank risk management “automated decision making” from being applied to bank customers. Further discussion is needed on this. 
It would be impossible for bank officials to comply with paragraph (3). 

	69
	Banking Association of South Africa [PPI22]
	Paragraph (a) should be clearly ring fenced to “a data subject excluding a juristic person or private body…” This clause could cause significant unintended consequences since most foreign jurisdictions do not include juristic persons in the personal information/data privacy legislation. 

	
	BUSA [PPI21]
	Guidance is needed on a standard data protection clause that should be inserted in all agreements in respect of which data would be exported to other countries, particularly those that do not have adequate data protections laws.

	71
	Banking Association of South Africa [PPI22]
	Paragraph (b) is covered by the proposed amendment to clause 61 (3) and should therefore be deleted. 

	72
	Banking Association of South Africa [PPI22]
	It is unclear why paragraph (1) makes provision for oral complaints when paragraph (2) requires such oral complaints to be reduced to writing. 

	73
	Banking Association of South Africa [PPI22]
	Paragraph (1) should allow the Regulator to first decide on the merits of the complainant before investigator. It should not be mandatory [word “must”]. 

	75(1)(e)
	SAHRC [PPI31]
	Clause 75(1)(e) delete the word ‘sufficient’ as is vague.

	77(b)(1)(ii)
	SAHRC [PPI31]
	Clause 77(b)(1)(ii). The term ‘reasonable period is vague. Should give a specific time period

	78(b)
	SAHRC [PPI31]
	Clause 78(b). The term ‘satisfactory assurance’ is vague. Regulations could possibly give more detail.



	81(1)(a)
	Office of the Premier: Gauteng [PPI30]
	It is not clear why a notice of 7 days is required in sub-clause (1)(a). 

	83
	Office of the Gauteng: Premier [PPI30]
	The clause suggests that any decision made by the Regulator cannot be challenged if taken to court. If the decision amounts to administrative decision this goes against the review principles of PAJA.

	84
	Law Society of South Africa [PPI26]
	The protection contained in the clause does not necessarily include the issuing of documents and information affected by confidentiality agreements, which have a wider scope than pure legal professional privilege. Such agreements also deserve protection. 

	84(1)(b)
	Banking Association of South Africa [PPI22]
	All court related communications between an attorney and client should remain confidential as provided in (1) (a). Paragraph (1)(b) should be deleted.

	87
	FirstRand Banking Group
	Clause 87(1) places a heavy burden on the Regulator. It should be amended so that it is discretionary. Replace “must” with “may”. 

	88(6)(b)
	Banking Association of South Africa [PPI22]
	Clause 88(6) (b) breaches the normal attorney-client privilege and should be deleted. 

	92
	ODAC [PPI05]
	Recommends that 30 day period tolodge an appeal be extended to 180 days as per Brummer.

	
	Centre for Constitutional Rights [PPI18]
	The 30 day period to lodge an appeal should be amended to 180 days as per the CC’s finding in the Brummer case (PAIA).

	
	FirstRand Banking Group [PPI20]
	The 30 days for appeals to the High Court against the enforcement notice should be increased to 180 days. Refers to the Brummer case (CC), which extended the 30 day notice period found in section 78(2) PAIA (for an aggrieved party whose request for access to information has been declined to lodge a court application) to 180 days. Should also be able to condone late filing for good reason (similar to section 96 Customs and Excise Act,1964).

	
	Banking Association of South Africa [PPI22]
	The period for noting an appeal should be increased to 90 days. Consideration should be given to including a clause allowing the courts to condone note submission, if necessary. 

	
	SAHRC [PPI31]
	Refers to Brummer case (CC). 30 day timeframe in which to approach High Court for relief hampers the right of parties to access justice where imbalances between ordinary individuals and resources parties exist. Suggests that 30 day time period in the Bill poses similar access to justice constraints on parties and recommends a minimum of 90 days or 180 days (as per Brummer).

	93 (??92)
	Telkom [PPI10]
	No provision for appeal of the Regulator’s decision not to investigate a matter in terms of clause 75(1).

	93(1)(b)
	Banking Association of South Africa [PPI22]
	93(1)(b) might be seen as amounting to interference with the independence of the courts. The word “must” should be replaced with “may”. 

	94
	FirstRand Banking Group [PPI20]
	The civil remedies provide are excessive and depart from the common law in a too radical manner. The notion of strict liability is an even more drastic departure from our law. The term “aggravated damages” is foreign to our law and goes against the fundamental principles of law of delict which is compensatory and not penal in nature. 

	
	Avusa [PPI25]

	Clause 94(1) might result in the media being sued twice by the same data subject in relation to the same act of processing personal information (sued for breaching principles of the Bill and in terms of common law for breach of the right to privacy). 

	
	e.tv [PPI29]
	As the Bill is of wide application, governing the use, dissemination and retention of a variety of data, the standard of strict liability imposed by the Bill is inappropriate. Damages should only be available where a responsible party has acted intentionally or negligently. 

Strict liability could possibly be imposed in certain contexts to prevent particularly egregious and irremediable harm. Argues, however, that strict liability is not an appropriate standard for breaches of the Bill, as:

· It automatically prefers the right to privacy over that of the right to freedom of expression.

· It is likely to discourage responsible parties from processing information – even where the processing is lawful/justified under the Act. Errors do sometimes happen despite systems in place to prevent this from happening, A responsible party who has acted reasonably and without negligence or intention should not be unduly penalized for oversight.

Recommends that civil damages should be awarded only where intention or negligence on the part of the Responsible Party can be established.

	94(1))
	Banking Association of South Africa [PPI22]
	Clause 94(1) imposes strict liability and is against the current jurisprudence of the country. The cause for civil remedies should remain on the existing law of delict.

	
	Massmart [PPI13]
	Clause 94(1) introduces strict liability which is unduly onerous on employers. Unreasonable to hold Massmart liable where the intention is to comply or where there is no negligence. 

	94(2)
	Massmart [PPI13]
	94(2) – objects to use of term ‘vis maior’. Should use plain language. 

Also the defences should specifically include IT system failures, and the action of employees against the clear/direct instructions of their employer. 

	94(2)(a)
	Banking Association of South Africa [PPI22]
	Paragraph (2) (a) should be expressed in plain language. 

	94(2)(a)-(e)
	Banking Association of South Africa [PPI22]
	Data subjects (and not the Regulator on behalf of a subject) should pursue their own remedies in courts. The defences listed in clause 94(2) (a)-(e) may result in untenable actions or accusations against the Regulator as plaintiff.

	94(3)(b)
	Massmart [PPI13]
	Clause 94(3)(b) introduces the concept of aggravated damages. This is unknown to SA law – probably encompasses punitive damages, which is foreign to SA law. Suggests that punitive measures more properly found in clause 99 (penal sanctions and fines).

	94(3)(b)
	Banking Association of South Africa [PPI22]
	Clause 94(3) (b) should be deleted. The concept of “aggravated damages” is foreign to our law

	94(4)(c)
	Office of the Premier: Gauteng [PPI30]
	Clarity is sought on what the purpose of instituting the civil remedy would be if the data subject does not benefit anything at all. (Clause 94 4)(c) the concern is around the use of  the words “if any”)

	94(5)
	Office of the Premier: Gauteng [PPI30]
	Clause 94(5) Under what circumstances is money not to be distributed? All the money should be distributed, and only if it is the fault of the data subject can accrue to the Regulator.

	94(7)
	Banking Association of South Africa [PPI22]
	Clause 94(7) might be seen to be interfering with the discretion of the courts. The word “must” should be amended to “may”. The same concern applies to paragraph (9).

	94(9)
	Banking Association of South Africa [PPI22]
	Clause 94(9) might be seen to be interfering with the discretion of the courts. The word “must” should be amended to “may”. 

	102
	SAHRC [PPI31]
	When fees are determined there should be exemption of those whose income is less than a certain amount.

	103
	Banking Association of South Africa [PPI22]
	The time period for implementation of the Act should be phased to allow for an implementation framework to be put in place. Implementation is only possible once regulations and codes have been finalised. 

	
	BUSA [PPI21]
	The transitional period should be extended up to five years to allow for the development of the codes and independent adjudicators

	
	FirstRand Banking Group [PPI20]
	The time limit of one year (including possible extension) is short judged by past experience and problems encountered with the introduction of the Financial Intelligence Centre Act. Recommends that the time period should be 3 years from the outset (not a year). To deal with the problem of airline passenger information ahead of 2010, suggests that the Bill is phased in over time to apply only to those responsible parties designated by notice in the Gazette. Parties responsible for processing personal information of international airline passengers could be made subject to the Bill before the World Cup, while giving other Responsible parties (not dealing with passenger information) enough time to prepare for implementation. The implementation period should also consider the fact that the establishment of self regulator ombudsman scheme is a complex process, requiring significant time and resources.

	
	Massmart [PPI13]
	The time periods for compliance are too short. Recommend 3 years instead of a year, and that the Minister can extend it to five 5 years.

	
	SAIA [PPI01]
	The transitional provisions giving a year to comply with processing requirements are unrealistic. Need more that one year to be able to comply (The time is inadequate even with the possibility of extending the period for compliance to three years).Time limits contained in the transitional arrangements should take into account these practical considerations.

	
	Eskom [PPI10]
	Unclear what is to happen with existing personal information already in the possession of a Responsible Party when Bill commences. Recommends that both private and public bodies are given 6-12 ?? to allow them to align personal information already in their possession with Principles 2-8.

	103(1))
	South African Breweries (SAB) [PPI07]
	The time period for compliance contained in clause 103(1) ‘Transitional Arrangements’ is unrealistic and recommends that it is extended to three years.

	
	ASISA [PPI17]
	Clause 103(1): The 1 year time period is extended in accordance with the proposed implementation table. The period by which section 103(1) transitional relief may be extended should not be limited to three years.

	103(2)
	ASISA [PPI17]
	The Regulator, in addition to the Minister, be provided with the power to allow further extensions of time in terms of sub-section 103(2).

	103(3)
	Credit Bureau Association [PPI06]
	Clause 103(3): ‘Section 56(2) does not apply to processing referred to in section 55, which is taking place on the date of commencement of this Act, if legislation, regulations or codes of conduct apply to such processing’

	104(1)
	ASISA [PPI17]
	Recommends that clause 104 (1) is amended, by the following addition at the end of the sentence: ‘.. which date shall be at least 12 months after the date upon which he signs this Act’.


	Schedule

	Schedule - PAIA
	Prof Iain Currie [PPI08]
	The current items 1, 2, 3, 4, 5 and 8 of the part of the Schedule amending the PAIA should be retained. The current items 6 and 7 of the Schedule should be deleted

LAWS REPEALED OR AMENDED BY SECTION 101

Extent of repeal or amendment

Act 2 of 2000 Promotion of Access to Information Act:

1. The amendment of s 10 by the substitution for subparagraphs (f) and (g) of subsection (2) of the following subparagraphs:

“ (f) the assistance available from the Human Rights Commission Regulator in terms of this Act;

(g) all remedies in law available regarding an act or failure to act in respect of a right or duty conferred or imposed by this Act, including the manner of lodging‐
(i) an internal appeal; and

(ii) a complaint to the Regulator

(iii) an application with appeal to a court

against a decision by the Regulator, by the information officer of a public body, a decision on internal appeal or a decision of the head of a private body;”

2. The amendment of s 10 by the substitution for subsection (3) of the following subsection:

“ (3) The Human Rights Commission Regulator must , if necessary, update and publish an updated version of the guide within two years after the commencement of the Protection of Personal Information Act, Act X of 2009 and thereafter, if necessary, update and publish the guide at intervals of not more than two years.”

3. The amendment of s 32 by the deletion

wherever they occur of the words ‘Human Rights Commission” and the substitution of the word “Regulator”.

4. The deletion of the title of Part 4 and the substitution of the following title:

“PART 4 APPEALS AGAINST DECISIONS AND COMPLAINTS TO REGULATOR (s 74—82)”

5. The insertion after s 77 of a new Chapter 1A:

“CHAPTER 1A

COMPLAINTS TO REGULATOR

Complaints

77A. (1) A requester or a third party referred to in section 74 may only submit a complaint to the Regulator in terms of this section after that requester or third party has exhausted the internal appeal procedure against a decision of the information officer of a public body provided for in section 74.

(2) A requester‐
(a) aggrieved by a decision in an internal appeal to the relevant authority of a public body;

(b) aggrieved by a decision of the relevant authority of a public body to disallow the late lodging of an internal appeal in terms of section 75 (2);

(c) aggrieved by a decision of the information officer of a public body referred to in paragraph (b) of the definition of 'public body' in section 1‐
(i) to refuse a request for access; or

(ii) taken in terms of section 22, 26(1) or 29 (3); or

(d) aggrieved by a decision of the head of a private body‐
(i) to refuse a request for access; or

(ii) taken in terms of section 54, 57(1) or 60,

may, within six months1 of the decision, submit a complaint to the Regulator in the prescribed manner and form alleging that the decision does not comply with this Act.

(3) A third party‐
1 The reference to six months follows the Constitutional Court decision in Brümmer v Minister for Social Development [2009] ZACC 21 (13 August 2009).

(a) aggrieved by a decision in an internal

appeal to the relevant authority of a public body;

(b) aggrieved by a decision of the information officer of a public body referred to in paragraph (b) of the definition of 'public body' in section 1 to grant a request for access; or

(c) aggrieved by a decision of the head of a private body in relation to a request for access to a record of that body, may, within six months of the decision, submit a complaint to the Regulator in the prescribed manner and form alleging that the decision does not comply with this Act.

Mode of complaints to Regulator

77B. Section 72 of the Protection of Personal Information Act applies to complaints made in terms of this Chapter.

Investigation by Regulator

77C. The Regulator, after receipt of a complaint made in terms of section 77A must –

(a) investigate, in the prescribed manner, any alleged failure to comply with this Act;

(b) act, where appropriate, as a conciliator in relations to any such failure; and

(c) take such further action as is contemplated in this Chapter.

Regulator may decide to take no action on complaint

77D.(1) The Regulator, after investigating a complaint made in terms of section 77A, may decide to take no action in respect of the  complaint if, in the Regulator’s opinion –

(a) the complaint has not been submitted within the six month period referred to in section 77A(2) and there are no reasonable grounds to condone the late submission;

(b) the complaint is frivolous or vexatious or is not made in good faith; or

(c) it appears to the Regulator, having regard to all the circumstances of the case, any further action is unnecessary or inappropriate.

(2) In any case where the Regulator decides to take no action on a complaint, the Regulator must inform the complainant of that decision and the reasons for it.

Pre investigation proceedings of Regulator

77E. Before investigating any matter in terms of this Chapter, the Regulator must, in the prescribed manner, inform –

(a) the complainant of the Regulator’s intention to conduct the investigation; and

(b) the relevant authority, the information officer or the head of the private body to whom the complaint relates of the –

(i) details of the complaint and

(ii) the right of the relevant authority, the information officer or the head of the private body to submit to the Regulator, within a reasonable time, a written response in relation to the complaint.

Settlement of complaints

77F. If it appears from a complaint or any written response made in relation to a complaint under section 77E(b)(ii) that it may be possible to secure a settlement between the parties concerned, the Regulator may, without investigating the complaint or, as the case may be, investigating the complaint further, in the prescribed manner, use its best endeavours to secure such a settlement.

Investigation powers and proceedings of Regulator

77G.(1) For the purposes of the investigation of a complaint, the Regulator has the powers of the High Court in terms of section 80 relating to disclosure of records to it and non‐disclosure of records by it;

(2) Sections 79 to 86 of the Protection of Personal Information Act apply to the investigation of complaints in terms of this Chapter.

Decision on complaint

77H. (1) The Regulator, after investigating a complaint, may make an order ‐‐
(a) confirming, amending or setting aside the decision which is the subject of the complaint;

(b) requiring the information officer or relevant authority of a public body or the head of a private body to take such action or to refrain from taking such action as the regulator considers necessary within a period mentioned in the order; or 

(c) granting interim relief or a declaratory order.

(2) An order in terms of subsection (1) must be accompanied by reasons for the order and particulars of the right to make an application to court conferred by Chapter 2 of this Part.’.

6. The amendment of s 78 by the substitution of the following title of the section: *

“78 Applications regarding decisions of

information officers or relevant authorities of public bodies or heads of private bodies or the Regulator”

7. The amendment of s 78 by the substitution for subsection (2) of the following subsection:

“ (2) A requester‐
(a) that has been unsuccessful in an internal appeal to the relevant authority of a public body;

(b) aggrieved by a decision of the relevant authority of a public body to disallow the late lodging of an internal appeal in terms of section 75 (2);

(c) aggrieved by a decision of the information officer of a public body referred to in paragraph (b) of the definition of 'public body' in section 1‐
(i) to refuse a request for access; or

(ii) taken in terms of section 22, 26 (1) or

29(3); or

(d) aggrieved by a decision of the head of a

private body‐
(i) to refuse a request for access; or

(ii) taken in terms of section 54, 57 (1) or 60; or,
(e) aggrieved by a decision of the Regulator in relation to a complaint made in terms of section 77D or 77H;

may, by way of an application, within 30 days apply to a court for appropriate relief in terms of section 82.

(3) A third party‐
(a) that has been unsuccessful in an internal appeal to the relevant authority of a public body;

(b) aggrieved by a decision of the information officer of a public body referred to in paragraph (b) of the definition of 'public body' in section 1 to grant a request for access; or

(c) aggrieved by a decision of the head of a private body in relation to a request for access to a record of that body; or

(e) aggrieved by a decision of the Regulator made in terms of section 77D or 77H, may, by way of an application, within 30 days apply to a court for appropriate relief in terms of section 82.”

8. The amendment of s 78 by the substitution for subsection (3) of the following subsection:

(3) A third party‐
(a) that has been unsuccessful in an internal appeal to the relevant authority of a public body;

(b) aggrieved by a decision of the information officer of a public body referred to in paragraph (b) of the definition of 'public body' in section 1 to grant a request for access; or

(c) aggrieved by a decision of the head of a private body in relation to a request for access to a record

of that body; or

(e) aggrieved by a decision of the Regulator made in terms of section 77D or 77H, may, by way of an

application, within 30 days apply to a court for appropriate relief in terms of section 82.”

9. The amendment of s 78 by the addition of the following subsection:

“(4) An information officer, or relevant authority or head of a private body aggrieved by a decision of the Regulator made in terms of section 77H may, by way of an application, within 30 days apply to a court for appropriate relief in terms of section 82.”

10. The deletion of the title of Part 5 and the substitution of the following title:

“PART 5 HUMAN RIGHTS COMMISSION INFORMATION PROTECTION REGULATOR (ss 83‐85)”

11. The amendment of s 83 by the substitution of

the following title of the section:

“83 Additional fFunctions of the Regulator Human Rights Commission”

12. The amendment of s 83 by the substitution for subsection (1) of the following subsection:

“(1) The Human Rights Commission Regulator must‐
(a) compile and make available publish a guide on how to use this Act as contemplated in section 10;

and

(b) submit reports to the National Assembly as contemplated in section 84.”

13. The amendment of s 83 by the deletion in subsections (2) to (5) of the words ‘Human Rights Commission’ wherever they occur and the substitution of the word ‘Regulator’.

14. The deletion of s 84 and the substitution of the following section:

“84 Report to National Assembly by Human Rights Commission Regulator
The Human Rights Commission(??? Regulator) must include in its annual report to the National Assembly Minister

for Justice and Constitutional Development referred to in section 46(2) 181 (5) of the

Constitution Protection of Personal Information Act ‐
(a) any recommendation in terms of section 83 (3)(a) ; and

(b) in relation to each public body, particulars of‐
(i) the number of requests for access received;

(ii) the number of requests for access granted in full;

(iii) the number of requests for access granted in terms of section 46;

(iv) the number of requests for access refused in full and refused partially and the number of times each provision of this Act was relied on to refuse access in full or partially;

(v) the number of cases in which the periods stipulated in section 25 (1) were extended in terms of section 26 (1);

(vi) the number of internal appeals lodged with the relevant authority and the number of cases in which, as a result of an internal appeal, access was given to a record or a part thereof;

(vii) the number of internal appeals which were lodged on the ground that a request for access was regarded as having been refused in terms of section 27;

(viii) the number of applications made to every court and the outcome thereof and the number of decisions of every court appealed against and the outcome thereof;

(ix) the number of applications to every court which were lodged on the ground that an internal appeal was regarded as having been dismissed in terms of section 77 (7);

(x) the number of complaints lodged with the Public Protector in respect of a right conferred or duty imposed by this Act and the nature and outcome thereof; and

(xi) such other matters as may be prescribed.”

15.The deletion of s 85.

	PAIA, 2000
	Cape Bar Council [PPI33]
	The proposed amendment of section 1 of PAIA by the substitution of the Regulator for the HRC would lead to a nonsensical definition of the Regulator as meaning ‘the South African Human Rights Commission referred to in section 181(1)(b) of the Constitution’.

	PAIA, 2000
	Cape Bar Council [PPI33]
	PAIA section 11(2) – the word ‘includes’ is replaced by ‘excludes’. Amendment is unworkable and undermines the right to access to information. Argues not constitutional. Also the deletion of ‘other than a personal requester from ss 22 and 54 appears to be a consequential amendment – argue that not constitutional.

	Schedule - Electronic Communications and Transactions Act, 2002
	Mostert Opperman & SABS Committees [PPI15]
	Electronic Communications and Transactions Act (ECT Act). The removal of sections 50 and 52 of the ECT Act welcomed. 

The amendment of personal information in the ECT Act in the Schedule is unnecessary and should be removed. 

Once ss 50 and 51 in the ECT Act are removed, then the definition is only found in 43(1)(p) (of the ECT Act??), and does not justify a separate definition. Similarly, the definitions of data subject and data controller in section 1 of the ECT Act should be removed, as they only appear in ss 50 and 51. If 50 and 52 are removed then no longer necessary.
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