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Annexure “A”

PROTECTION OF PERSONAL INFORMATION BILL: EXCLUSION FOR EXCLUSIVELY JOURNALISTIC PURPOSES 
1.
Introduction
1.1 Clause 4 of the Protection of Personal Information Bill [B9─09] (the Bill), aims to provide that the Act will not apply to the processing of personal information under certain circumstances.  Paragraph (d) provides for the exclusion of journalists from the Bill and reads as follows:

(d)
for exclusively journalistic purposes by responsible parties who are subject to, by virtue of office, employment or profession, a code of ethics that provides adequate safeguards for the protection of personal information;

1.2 During public hearings submissions with regard to this section were made to the Portfolio Committee by three stakeholders, to wit, Mr Dario Miller, Webber, Wentzel Bowens Attorneys (on behalf of AVUSA), Mr Raymond Louw (on behalf of SANEF) and Ms Alison Tilley (on behalf of ODAC).  Written submissions were also received from Rosin, Wright Rosengarten Attorneys (on behalf of e-tv), MNet and Multichoice and the National Association of Broadcasters (NAB):
1.2.1 AVUSA submitted as follows:
a) They support the Bill in so far as the general business activities of newspapers are concerned. However, the Bill offends the constitutional right to freedom of expression and the media.  The data protection principles it contains are oppressive, impractical and disproportionate and will curtail media freedom and the public’s right to receive information.

b) The current exclusion is not enough since the Bill does not specify what the “adequate safeguards” in the prescribed code of ethics must entail.  It can therefore only mean that the provisions of the code would have to mirror the data protection principles. 
c) The Bill should contain an unqualified exemption reading as follows:  


4.
This Act does not apply to the processing of personal information by any person of any journalistic, literary or artistic material.
1.2.2 SANEF submitted as follows:
a)
They oppose the journalistic exemption. Journalists should be treated in the same way as an ordinary member of the public. It is also unclear what adequate safeguards the applicable code of conduct for journalists should contain.
b)
However, at the same time, they do not want to fall under the Bill since the consequence of the Bill would amount to censorship as can be seen from the Regulator’s functions and the fact that journalists would have to register. 
c)
They are not in favour of introducing any protection of privacy legislation in South Africa.
1.2.3    E-TV indicated that since they are subject to clause 38 of the Broadcasting Code administered by the Broadcasting Complaints Commission of South Africa which provides adequate safeguards for the protection of personal information, the provisions of the Bill will not apply to e-tv’s broadcasting activities.

1.2.4
ODAC indicated their support for the legislation but argued that the Bill may create a problem for whistleblowers and other confidential sources.   

1.2.5 MNet and Multichoice indicated their support for the protection of personal information and appropriate data protection policies and did not refer to the exclusion for journalistic activites. They only dealt with business related issues in so far as it pertains to a subscription television broadcasting service.
1.2.6 The NAB noted that the Bill is the end product of a lengthy and thorough consultation process undertaken by the SALRC and that it draws extensively on international best practice, especially in the EU. It submits that the Bill will impose an additional heavy regulatory and compliance burden on broadcasters over and above existing regulatory and compliance requirements and in this regard refers specifically to the fact that notification to, and investigation by the Regulator, will be particularly burdensome and ineffective.  No mention is made of the exclusion in clause 4(d).  
1.3     From the outset it is clear that one should distinguish between the ordinary business and administrative activities of institutions engaging in journalistic activities on the one hand and the professional work done by journalists for these institutions, on the other. It is the latter part that is dealt with in the exclusion. It should, however, be noted that a number of the abovementioned respondents did not feel the need to deal with the professional component (or felt comfortable with it) and restricted themselves to the former only.  It is also clear that the different media organisations that did comment on clause 4(d) have widely differing views.
1.4  In responding to the various arguments the following issues will be discussed in this document:

a) The right to freedom of expression vs the right to privacy;

b) The nature of principle-based legislation;

c) The Information Protection Principles;

d) Self-regulation;

e) Adequate safeguards

f) The EU adequacy requirements;

g) International examples; and
h) Whistleblowers.

2. The right to freedom of expression vs the right to privacy

2.1 The right to freedom of expression is an important right protected by the Constitution. So is the right to privacy. Neither of the rights are absolute rights. There are also other rights protected in the Constitution that impacts on the processing of a person’s personal information. It is for this reason that the Bill aims to introduce a balance between the protection of the personal information of data subjects on the one hand while, at the same time, promoting the free flow of information on the other. Since the balancing of the different Constitutional rights is an objective of the Bill it can at the outset be agreed that both the right to privacy and the right to freedom of expression warrants equal protection. Clause 4(d) therefore aims to give effect to this position.  
2.2 It should also be noted that privacy legislation is found in almost all the democratic, first-world countries in the world without it having had the effect that freedom of expression has been impaired. Exemptions of different kinds for the processing for the purpose of journalistic activities are found in some of these countries (others do not have exemptions at all, see discussion below). The way in which a country phrases its exemption (if at all) depends on the context of the particular piece of legislation in which it is found and the extent to which derogations (exceptions) have been included already in the Principles found in each Act.    
3. The nature of principle-based legislation

3.1 Privacy legislation is worldwide regarded as being principle-based or outcomes-based. The reason is that a generic Act needs to be flexible enough to be applied to many different sectors and situations. The Bill is therefore outcomes-based rather than rules-based. 

3.2 In ordinary legislation the outcome envisaged would be set out in the objects clause or long-title and the remaining provisions thereof will contain rules which are intended to achieve the desired outcome. 

3.3 Principle-based legislation sets out the outcomes desired in a particular area in a stated set of Principles and the remaining provisions thereof are all aimed at providing further meaning to the intended outcome. It is then the responsibility of the entity regulated in terms of the legislation (the “responsible party” in terms of the Bill) to set up the structures and rules that will give effect to the prescribed outcome. 

3.4 As an example one can look at Principle 7 of the Bill which deals with data security.  The same provision will be applicable to all responsible parties and therefore applies to a wide range of persons and institutions including, for example, both primary school teachers and banking institutions.  Compliance for the purposes of Principle 7 may mean that the teacher will keep the personal information of learners in a manual register and put it away in an unlocked cupboard whereas the banking industry, on the other hand may decide that there is a need to encrypt all their laptop computers. 

3.5 In terms of clause 4(d) it will be the responsibility of the journalist fraternity to ensure that their code of ethics reflects the outcomes envisaged in the Bill.
4. The Information Protection Principles

4.1 The Bill makes provision for exclusions, exemptions and exceptions. A statutory exclusion will have the effect that the Bill will not be applicable to the excluded entity at all (as provide for in clause 4). The Regulator may furthermore grant an exemption to a responsible party of one or more of the Principles (clause 34).  The exceptions are built into the Principles themselves and should be regarded as qualifications which determine the scope of the Principles. 

4.2 It is the third category, the exceptions, that is important for this part of the discussion.

.
4.3 The arguments stating that the Information Protection Principles will curtail media freedom and unjustifiably infringe on the freedom of expression have been based, simply, on an incorrect reading of the Bill.  The existence of these exceptions has been ignored in the arguments that are aimed at objecting to the provisions of clause 4(d) of the Bill.
4.4
AVUSA, among others, claimed that the principles would have the effect that the consent of data subjects would be necessary before publication of newspaper articles; alternatively that an exemption would have to be obtained from the Regulator in each case before an article could be published.    
4.5
However, a correct reading of the Principles, incorporating the exceptions in each instance, would be as follows:

Principle 1: The responsible party (the journalist) must ensure that the principles are complied with (clause 7 of the Bill).

Principle 2: Personal information must be processed lawfully and in a reasonable manner (clause 8 of the Bill). Consent is not the only requirement reflected in clause 10 of the Bill, but is  merely one of six possible options prescribed for processing in clause 10(1)(a) to (f). Option 6, for example, provides that personal information may also be processed without consent, where
processing is necessary for pursuing the legitimate interests of the responsible party or of a third party to whom the information is supplied (clause 10(1)(f)).  
Journalism is certainly a legitimate interest and press freedom is protected in the Constitution.  This broad provision is only subject to one qualification that is reflected in clause 10(2), namely that a data subject may object to the processing, if the objection is on reasonable grounds, and in the prescribed manner. This is in accordance with the current position where any person, who is the subject of a newspaper article may approach the Press Ombudsman, or even take the newspaper to court if offended.  
Principle 3: 

Clause 12 of the Bill provides that personal information must be collected for a specific lawful purpose related to the activity of the responsible party, in this case journalism.  As a general rule the data subject must be made aware of the purpose of the collection (clause 13).  However, this is not necessary where compliance with clause 13 would prejudice a lawful purpose of the collection (clause 17(6)(d)) or would not be reasonably practicable in the circumstances of the particular case (clause 17(6)(e)) or where the information will be used for historical, statistical or research purposes (clause 17(6)(f)). The aforementioned provisions of clause 17 are self-explanatory and it is unfortunate that the interested parties (for example AVUSA) did not take the trouble to discuss the impact thereof in their submission.
Clause 14 of the Bill provides that personal information must also not be retained for any longer than is required for achieving the purpose for which it was collected. In so far as journalists are concerned one may argue that personal information may be kept indefinitely (as is the case with archives) for research purposes.   

Principle 4:

Further processing of personal information must be compatible with the purpose for which it was collected in terms of Principle 3 as reflected in clause 15. The journalist may only use the information collected for purposes compatible with journalistic purposes.

Principle 5:

The responsible party (the journalist) must take reasonably practicable steps to ensure that the information kept is accurate complete, not misleading and updated where necessary (clause 16(1)), and in determining compliance one should take into account the purpose (journalism) for which it has been collected (clause 16(2)). 

Principle 6: 

A responsible party must notify the Regulator of its intention to process personal information (clause 17). Notification is given once only (clause 51(2)), except in instances where the information that has been provided have changed to the extent that they are more than of incidental importance (clause 51(3)).  Notification exemptions granted in terms of the promotion of Access to Information Act, 2000, will also apply as an exemption to notification in terms of the Bill (clause 52(4)). The notification requirement will be complied with where the newspaper for eg publicly subscribes to a code of ethics.  
As a general rule the responsible party must take reasonably practicable steps to inform the data subject that information is being collected. However, once again notification to the data subject is not necessary where compliance would prejudice a lawful purpose of the collection (clause 17(6)(d)) or compliance is not reasonably practicable in the circumstances of the particular case (clause 17(6)(e)).  The aforementioned exceptions are also self-explanatory. 

Principle 7:

 The responsible party must secure the integrity of the personal information in its possession by taking appropriate, reasonable, technical and organisational measures to prevent loss, damage or unlawful access to the information (clause 18(1)). Due regard must be taken of generally accepted information security practices and procedures that may apply or be required in terms of specific industry or professional rules and regulations (clause 18(3)). 
Principle 8:

The data subject has the right to access (clause 22) and correction (clause 23) of his or her own personal information. These rights, as well as the grounds for refusal of access to records (clause 22(4)) mirror the existing provisions of the Promotion of Access to Information Act, 2000, which have been in force for the past nine years.   

Special personal information

Clauses 25 to 32 of the Bill aim to provide for restricted processing of special personal information.  Special personal information is defined in clause 25 as personal information regarding a—


(a)
child who is subject to parental control in terms of the law; or

(b)
data subject’s religious or philosophical beliefs, race or ethnic origin, trade union membership, political opinions, health, sexual life or criminal behaviour.

Apart from specific exemptions (clauses 26 to 31), the Bill also provides for a general exemption indicating that the restriction does not apply where processing is necessary for the establishment, exercise or defence of a right or obligation in law (clause32(b)). Since the right to freedom of expression and press freedom is protected in the Constitution, it is submitted that this exemption will apply.  

4.6 It should be noted that where a responsible party identifies the need to request an exemption by the Regulator of one or more of the Principles in terms of clause 34 on account of the fact that it would be in the public interest for that responsible party not to comply, taking account of its activities, this exemption is provided once only. It has already been shown that the newspapers should be able to function comfortably within the ambits of the Principles. However, should there be any unforeseen circumstances for which they need to apply to the Regulator for an exemption, this will only be necessary once. The exemption is therefore of a general nature. The position as sketched by AVUSA where a newspaper has to request permission to publish every time it wants to publish an article appears to be without any merit. 
4.7
Finally, it is extremely important to note that the discussion so far has not taken account of the fact that the Bill provides for a form of self-regulation for journalistic activities. The position set out above would be where an exclusion is in place.  

5. Self-regulation

5.1 The definition of ”processing” in the Bill is wide enough to include all activities of journalists and without an exclusion the Bill would therefore apply.
5.2 In the first published draft of the Bill the SALRC did not make provision for any specific exclusion for journalistic purposes. The reason was that the exceptions contained in the Principles were regarded as being extensive enough to enable normal, lawful journalist activities. In the final report the current exclusion was included in order to make provision for a form of self-regulation. This was done in order to emphasise the importance of the right to freedom of expression and press freedom.  The inclusion followed heated debates since not all stakeholders were convinced that the press needed special treatment.
5.3
The effect of self-regulation for journalistic activities as distinguished from all other activities covered by the Bill would be as follows: 

a) . Where the responsible party (journalist) is subject to a code of ethics providing adequate safeguards as required in terms of clause 4(d) of the Bill:

· The Act will not be applicable at all; 

· The drafting of the Code will be an internal matter and does not have to be “signed off” or approved by the Regulator;
· The Regulator will have no jurisdiction over the professional lives of journalists.  Should the Regulator receive a complaint from a data subject the Regulator can only determine whether the code contains adequate safeguards. If this is the case, the data subject will be referred back to the sector adjudicator.  
b) This position should be distinguished from the ordinary position in the Bill where industry specific codes of conduct will exist.  In this case:

· The Act will still be applicable;

· The drafting of codes are regulated through a prescribed process and approved codes can be withdrawn or re-evaluated by the Regulator;  
· A sector specific adjudicator can deal with complaints. However, the data subject would, in the normal course, have the right of appeal to the Regulator who will have the ultimate say. 

5.4 It should be noted that the fact that the Bill is based on a regulatory model was canvassed with and supported by the majority of stakeholders. No other responsible party in the private sector has received self-regulatory or co-regulatory status. It was therefore regarded as the broadest and most unrestricted possible exemption that could be provided (see also the discussion on EU adequacy and international examples below).
6 “Adequate safeguards”
6.1 It has already been noted that principle/outcomes based legislation requires that the entity being regulated should take the responsibility to ensure that the desired outcomes set out in the legislation should be realised.

6.2 This feature of the Bill has in fact been welcomed widely by responsible parties in the private sector who see the codes of conduct as an opportunity to ensure sector involvement in the drafting of the provisions that will be applied in a specific sector. 
6.3 The exclusion for journalistic activity in the Bill was based on a similar provision in the Australian Privacy Act.  A copy of the Privacy Adequacy Standards of the Australian Press Council drafted in response to the Australian exclusion is attached as Annexure B.   

6.4 It should be noted that the Australian Law Reform Commission is at present reviewing the Australian Privacy Act.  In its presentation to the ALRC the Press Council indicated that the exclusion provision was working well and that they did not recommend that it be changed.

6.5 It is true that the Bill does not provide criteria for determining what “adequate standards” would entail.   The Bill envisages that these standards will be developed within the journalistic sector without intervention by the Regulator unless they are challenged. 

6.6 The reasons why this seemed to be a viable option is because of the fact that there are already various oversight bodies, working in terms of codes of ethics, in place. The codes of ethics also already embody the spirit of the Bill although they do not specifically refer to any of the data protection principles. The common law and case law have also been well developed in this area. Taking into account all these guidelines it is difficult to understand why it should be regarded as an insurmountable problem to determine what “adequate safeguards” would mean in the context of journalistic activity.
6.7 However, since this issue has been raised as a problem, consideration may be given to amending clause 4(d) so as to circumscribe the term.  Possibilities in this regard could be to require that a code of ethics should be drafted in consultation with the Regulator or that the code of ethics should be subject to “sign-off” or a form of certification by the Regulator or by stipulating that the safeguards contained in the envisaged code of ethics should comply with specific Principles in order for it to be adequate.   

6.8 It should, however, be noted that this will restrict the exclusion. Respondents who criticised clause 4(d) envisaged this problem and that is why they either requested a blanket exclusion or no legislation at all. See, however, the discussion on the EU adequacy requirements below.  
7 EU adequacy status

7.1 It is important for South Africa to obtain EU adequacy status. The EU Directive does not provide for a blanket exemption for journalists.

7.2 The EU Directive provides as follows in Article 9:

Member States shall provide for exemptions or derogations for the purpose of artistic or literary expression only if they are necessary to reconcile the right to privacy with the rules governing freedom of expression.

7.3 Recital 37 of the EU Directive furthermore explains that no derogations from the rules on security (Principle 7) shall be possible and the supervisory authorities responsible for the sector should, at least, be provided with certain ex-post facto powers such as the power to publish regular reports or to refer matters to the judicial authorities.

7.4 The EU Art 29 Working Party in its Recommendation 1/97 “Data Protection and the Media” recommended that the Directive should be interpreted as follows:

a) Data protection law does in principle apply to the media. Derogations and exemptions may be granted only in relation to Chapter II on the general measures on legitimacy of data processing, Chapter IV on data transfers to third countries and Chapter VI on the powers of supervisory authorities. No derogation or exemption from the provisions on security may be granted. Supervisory authorities responsible for this sector must in all case retain certain ex-post facto powers.

b)
Derogations and exemptions under Article 9 must follow the principle of proportionality. Derogations and exceptions must be granted only in relation to the provisions likely to jeopardise freedom of expression and only in so far as necessary for the effective exercise of that right while maintaining a balance with the right to privacy of the data subject.

c)
Derogations and exemptions under Article 9 might not be necessary where the flexibility of various provisions of the Directive or the derogations allowed under other specific provisions (which of course must also be interpreted narrowly) already allow a satisfactory balance between privacy and freedom of expression to be struck. Eg; in assessing whether exemptions from Art. 11 are to be granted one has to consider that the obligation to inform the data subjects does not apply when this would involve a disproportionate effort.

d)
Article 9 of the Directive respects the right of individuals to freedom of expression. Derogations and exemptions under Article 9 cannot be granted to the media or to journalists as such, but only to anybody processing data for journalistic purposes.

e)
Derogations and exemptions may cover only data processing for journalistic (editorial) purposes including electronic publishing. Any other form of data processing by journalists or the media is subject to the ordinary rules of the Directive. This distinction is particularly relevant in relation to electronic publishing. Processing of subscribers data for billing purposes or processing for Direct Marketing purposes (including processing of data on media use for profiling purposes) fall under the ordinary data protection regime.

f)
The Directive requires a balance to be struck between two fundamental freedoms. In order to evaluate whether limitations of the rights and obligations flowing from the Directive are proportionate to the aim of protecting freedom of expression, particular attention should be paid to the specific guarantees enjoyed by the individuals in relation to the Media. Limits to the right of access and rectification prior to publication could be proportionate only in so far as individuals enjoy the right to reply or obtain rectification of false information after publication.

g)
Individuals are in any case entitled to adequate forms or redress in case of violation of their rights.

h)
In evaluating whether exemptions or derogations are proportionate, attention must be paid to the existing ethic and professional obligations of journalists as well as to the self regulatory forms of supervision provided by the profession.

i)
No derogation or exemption from Chapter III of the directive is possible.

7.5 The Bill has given effect to the EU Directive prescripts through the exceptions (derogations) to the various Principles (see discussion above), the self-regulatory supervision provided for journalists in clause 4(d) of the Bill as well as the authority provided to the Regulator to provide exemptions on a public interest basis and to determine the “adequate standards” provision should it be challenged.
8.
International examples

8.1 
Most countries provide for exemptions for journalistic purposes. However, there are no blanket exemptions in legislation that has received EU adequacy status.   

8.2
Europe, Belgium, Spain and Portugal have no express exemption for the media. In Sweden, Germany, France, The Netherlands, United Kingdom, Austria and Finland the media are exempted from the application of some or several provisions of data protection legislation. No blanket exemptions exist. 
8.3 In so far as OECD countries are concerned it should be noted that their legislation is based on the OECD Guidelines which only provides for exceptions to the privacy principles to be “limited to those necessary in a democratic society”. It also often predates the EU Directive. 
8.4
It has already been mentioned that the Bill follows the Australian example which seems to be working well in practice. The Australian example has, however, been criticised as being too broad. The Australian Law Reform Commission  recommended in 2009 that the exclusion be amended to make provision for the development and publication of criteria for adequate media privacy standards and a template for media privacy standards that may be adopted by media organisations. The criteria must be developed by the Office of the Privacy Commissioner, in consultation with the Australian Communications and Media Authority and peak media representative bodies.
8.4 In Canada the Personal Information Protection and Electronic Documents Act 2000 (PIPEDA) of Canada contains a wide exemption. However, since the Act only applies to private sector organisations that collect, use or discloses personal information in the course of commercial activities, the professional component of the work of institutions processing information for journalistic purposes were excluded from that Act.  Opinion 2/2001 on the adequacy of the Canadian Personal Information and Electronic Documents Act adopted on 26th January 2001 also recommended that any adequacy finding for the Personal Information and Electronic Documents Act should reflect the limitations in scope and implementation.  It should further be noted that the Canadian legislation does not contain the derogations (exceptions) to the Principles that is contained in the South African Bill.
8.5 See Annexure C for examples of International legislation.
8. Position regarding whistle-blowers

8.1 The position of whistle-blowers and other confidential informants fall within the scope of the Bill, but not within the ambit of this discussion. The purpose for which journalists collect information is journalism and they may not use the information for any other purpose.  
8.2
The position regarding whistle-blowers is regulated from their perspective and not from the perspective of the journalist. Given that the purpose of the reporting system for whistle-blowers is to ensure proper corporate governance, the data collected and processed through a reporting scheme should be limited to facts related to this purpose. Companies setting up these systems should clearly define the type of information to be disclosed through the system. The personal data processed within the scheme should be limited to the data strictly and objectively necessary to verify the allegations made. In addition, complaint reports should be kept separate from other personal data.

9. Conclusion
9.1 The following possibilities for dealing with the processing of personal information for exclusively journalistic purposes  have been identified:

a) A completely unqualified exclusion;

b) An exclusion for journalists to the extent that they are subject to codes of conduct (this would amount to no additional exclusion being necessary);
c) An exemption from certain of the data protection principles;

d)  An exclusion amounting to self-regulation as suggested in the Bill, but subject to the development of criteria to determine the ambit of the “safeguards” provided for in the exclusion.

9.2 A blanket exclusion would be contrary to the provisions of the EU Directive and would complicate South Africa’s adequacy status. It is not in accordance with international best practice.  There also seems to be no reason why journalists should not be subject to obligations to keep information safe, not to sell it for direct marketing purposes, to attempt to ensure the quality of the information etc.  These principles should not be negotiable.  
9.3 Making journalists subject to the ordinary provisions of the Bill regarding codes of conduct may send a message that freedom of expression has not been adequately considered in drafting the Bill.   
9.4 An exemption from certain data protection principles will be in accordance with the position in most countries.  It will, however, be a much stricter provision than the current provision since the Act will still be applicable in all respects except for those provisions that have specifically been excluded and the Regulator will still have jurisdiction.  Should this be the option chosen it would require a tailored partial exemption only from the collection, use and disclosure, as well as access and correction principles.  In this regard, it appears that there is no reason why the media should not be subject to the same obligations as other businesses in relation to data quality and security, overall transparency and overseas transfer.  The exemption should also only apply to the genuine news and current affairs role of the media.
9.5 The final option addresses the only really valid concern that was raised namely that it is not clear what the criteria would be for determining “adequate safeguards”.   In terms of this option the exclusion will stay as is but a subclause could be included in clause (4) to indicate that criteria must be developed by the Information Protection Regulator, in consultation with the peak media representative bodies  and the public to determine what  safeguards would be regarded as being adequate.  Once this question has been settled, the media organisations would be left to self-regulate and the Act will not be applicable anymore. 
Annexure “B”

	
	Privacy Standards
The Privacy (Private Sector) Amendment Act came into effect in December 2001. It exempts from its ambit acts by media organisations in the course of journalism when the organisation is publicly committed to observing a set of privacy standards. The Australian Press Council has, in conjunction with its Constituent Members, developed such a set of standards. These procedures apply to those media organisations listed in the Schedule. Complaints arising from them can be made on the Council's on-line complaints form.

Background
Underlying Principles

Principle 3 of the Press Council's Statement of Principles states, with respect to privacy:

Readers of publications are entitled to have news and comment presented to them honestly and fairly, and with respect for the privacy and sensibilities of individuals. However, the right to privacy should not prevent publication of matters of public record or obvious or significant public interest. 

The need to balance respect for privacy with standards that recognise freedom of speech and of the press is recognised by the Privacy Act 1988. The Privacy Act provides an exemption for acts done or practices engaged in by a media organisation in the course of journalism, if the media organisation is publicly committed to observing standards that deal with privacy in the context of the activities of a media organisation, and those standards have been published in writing either by the organisation or a body representing a class of media organisations.

These Standards deal with privacy in the context of the activities of media organisations. They elaborate on the Press Council's Statement of Principles, and are published by the Press Council for the purposes of the Privacy Act exemption.

Application of these Standards.
These Standards apply to 'personal information', which is information or an opinion (including forming part of a database) whether true or not, and whether recorded in a material form or not, about an individual whose identity is apparent or can reasonably be ascertained from the information.

These Standards also recognise, as does the Privacy Act, that the media have a duty to inform the public on matters of significant public interest. For the purposes of these Standards, 'public interest' is defined as involving a matter capable of affecting the people at large so they might be legitimately interested in, or concerned about, what is going on, or what may happen to them or to others.

The media organisations, and the relevant publications, which are committed to these Standards are listed in the Schedule.

1. Collection of personal information

In gathering news, journalists should seek personal information only in the public interest.

In doing so, journalists should not unduly intrude on the privacy of individuals and should show respect for the dignity and sensitivity of people encountered in the course of gathering news.

In accordance with Principle 4 of the Council's Statement of Principles, news obtained by unfair or dishonest means should not be published unless there is an overriding public interest. Generally, journalists should identify themselves as such. However, journalists and photographers may at times need to operate surreptitiously to expose crime, significantly anti-social conduct, public deception or some other matter in the public interest. 

Public figures necessarily sacrifice their right to privacy, where public scrutiny is in the public interest. However, public figures do not forfeit their right to privacy altogether. Intrusion into their right to privacy must be related to their public duties or activities.

2. Use and disclosure of personal information

Personal information gathered by journalists and photographers should only be used for the purpose for which it was intended. 

A person who supplies personal information should have a reasonable expectation that it will be used for the purpose for which it was collected.

Some personal information, such as addresses or other identifying details, may enable others to intrude on the privacy and safety of individuals who are the subject of news coverage, and their families. To the extent lawful and practicable, a media organisation should only disclose sufficient personal information to identify the persons being reported in the news, so that these risks can be reasonably avoided.

3. Quality of personal information

A media organisation should take reasonable steps to ensure that the personal information it collects is accurate, complete and up-to-date.

4. Security of personal information

A media organisation should take reasonable steps to ensure that the personal information it holds is protected from misuse, loss, or unauthorised access.

5. Anonymity of sources

All persons who provide information to media organisations are entitled to seek anonymity. The identity of confidential sources should not be revealed, and where it is lawful and practicable, a media organisation should ensure that any personal information which it maintains derived from such sources does not identify the source. 

6. Correction, fairness and balance

In accordance with Principle 8 of the Council's Statement of Principles, where individuals are singled out for criticism, the publication should ensure fairness and balance in the original article. Failing that, the media organisation should provide a reasonable and swift opportunity for a balancing response in the appropriate section of the publication.

A media organisation should make amends for publishing any personal information that is found to be harmfully inaccurate, in accordance with Principle 2 of the Council's Statement of Principles. The media organisation should also take steps to correct any of its records containing that personal information, so as to avoid a harmful inaccuracy being repeated.

7. Sensitive personal information

In accordance with Principle 7 of the Council's Statement of Principles, media organisations should not place any gratuitous emphasis on the categories of sensitive personal information listed in Principle 7, except where it is relevant and in the public interest to report and express opinions in these areas.

Members of the public caught up in newsworthy events should not be exploited. A victim or bereaved person has the right to refuse or terminate an interview or photographic session at any time.

Unless otherwise restricted by law or court order, open court hearings are matters of public record and can be reported by the press. Such reports need to be fair and balanced. They should not identify relatives or friends of people accused or convicted of crime unless the reference to them is necessary for the full, fair and accurate reporting of the crime or subsequent legal proceedings.

8. Complaints

The Council will receive and deal with complaints (see on-line complaint form) from person or persons affected about possible breaches of these Standards in the same way as it receives and deals with complaints about possible breaches of its Statement of Principles. Where the Council issues an adjudication in relation to these Standards, the publication concerned must prominently print the adjudication.

These procedures apply to those media organisations listed in the Schedule


Annexure “C”
	Canadian Personal Information Protection and Electronic Documents Act, 2000 
	Limit

(2) This Part does not apply to

 (c) any organization in respect of personal information that the organization collects, uses or discloses for journalistic, artistic or literary purposes and does not collect, use or disclose for any other purpose.



	Australia Privacy Act 1988
	Journalism

(4) An act done, or practice engaged in, by a media organisation is exempt for the purposes of paragraph 7(1)(ee) if the act is done, or the practice is engaged in:

(a)  by the organisation in the course of journalism; and

(b)  at a time when the organisation is publicly committed to observe standards that:

(i)  deal with privacy in the context of the activities of a media organisation (whether or not the standards also deal with other matters); and

(ii)  have been published in writing by the organisation or a person or body representing a class of media organisations.



	UK Data Protection Act 1998
	 SEQ CHAPTER \h \r 1Journalism, literature and art.

 32. - (1) Personal data which are processed only for the special purposes are exempt from any provision to which this subsection relates if- 

(a) the processing is undertaken with a view to the publication by any person of any journalistic, literary or artistic material,

(b) the data controller reasonably believes that, having regard in particular to the special importance of the public interest in freedom of expression, publication would be in the public interest, and

(c) the data controller reasonably believes that, in all the circumstances, compliance with that provision is incompatible with the special purposes.

(2) Subsection (1) relates to the provisions of- 

(a) the data protection principles except the seventh data protection principle,

(b) section 7,

(c) section 10,

(d) section 12, and

(e) section 14(1) to (3).

(3) In considering for the purposes of subsection (1)(b) whether the belief of a data controller that publication would be in the public interest was or is a reasonable one, regard may be had to his compliance with any code of practice which- 

(a) is relevant to the publication in question, and

(b) is designated by the Secretary of State by order for the purposes of this subsection.



	Dutch Personal Data Protection Act, 2000  
	 SEQ CHAPTER \h \r 1Article 3 of the reads as follows:

1. This Act does not apply to the processing of personal data for exclusively journalistic, artistic or literary purposes, except where otherwise provided in this Chapter and in Articles 6 to 11, 13, 15, 25 and 49.

2.  The prohibition on processing personal data referred to in Article 16 does not apply where this is necessary for the purposes referred to under (1).


(Section 16 deals with the processing of special personal data.) 

(only Article 12, 14and 16-24 has been excluded)




