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ANNEXURE D  
DIRECT MARKETING AND UNSOILICITED ELECTRONIC COMMUNICATIONS

1. Direct marketing involves the promotion and sale of goods and services directly to consumers. It entails the communication, by whatever means (including mail, fax, telephone, on-line services etc), of any advertising or marketing material by the direct marketer itself, or on its behalf, and which is directed to particular individuals.  It accounts for the lion’s share of commercial communications and has overtaken traditional advertising.
2. However, with the rise of the Internet and electronic commerce, there is a growing concern over the unlimited harvesting and uncontrolled trading of personal information, in the creation of vast information bases of personal profiles, aggressive advertising, increasing use of unfair practices and serious breach of privacy.
3. Worldwide, a distinction is therefore made between the general practice of direct marketing and the more specific practice of unsolicited electronic communication, generally referred to as “spam”. “Spam” can be defined as the mailing of unsolicited e-mail or other electronic messages, usually of a commercial nature, to individuals with whom the mailer has had no previous contact. 
4. This distinction is also evident in the provisions of the proposed Protection of Personal Information Bill. The Information Protection Principles in Chapter 3 of the Bill will therefore regulate direct marketing to the extent that more specific provision is made in Chapter 8 of the Bill for a particular aspect or type of direct marketing ie unsolicited electronic communications or spam.
5. The term “unsolicited electronic communications” broadly refers to cold/first-time contacts (“unsolicited”) through the electronic media (where there is no living person involved in the electronic marketing - ordinary telephone calls made by a human being are therefore excluded even if you use a system enabling faster connections etc). 
6. The PPI Bill is in general an opt-out Bill and consent is only one of the possible options for the lawful processing of personal data (see clause 10). Direct marketing practices are, in general, therefore also conducted within an opt-out system. 
7. This position changes to opt-in when the marketing amounts to “unsolicited electronic communications”.  See clause 66. It is one of two exceptions to the opt-out rule, the other being processing of sensitive, personal information. 
8. In both instances (opt-in and opt-out) the responsible party is allowed to make contact with the data subject.   
9. The difference between the two positions is that with the– 

(a)
opt-out position the responsible party can continue to send the communications (each time providing the recipient with the option to opt-out) until it receives an indication from the recipient (data subject) to stop. The responsibility is therefore on the recipient (data subject)  to stop the marketing process.
(b)
opt-in position the responsible party will, in its first communication,  be introducing its product and requesting the recipient’s (data subject’s) permission to continue the marketing process.  If the recipient (data subject) does not reply, the responsible party will not be able to send out any further communications.
10. The reason for the difference is that a data subject who has no connection to  the responsible party’s company and has not given  any indication that he or she would be interested to receive electronic marketing communications from  the responsible party should not be continuously badgered by  SMS’s, e-mails etc.  The responsible party has one chance to get the data subject interested.
11. It should further be noted that a data subject’s personal information is protected throughout the information cycle (collection, use, distribution, destruction) and the collection of the information by “list distributors” also has to be done in terms of the Bill.   The collection of the information will be done in terms of the ordinary rules set out in the Bill in Chapter 3.  Note the content of the Principles and the exceptions to each Principle. The Principles should be used as a tick list and all the principles have to be complied with. Consent is generally not a requirement, but is only one of the options for lawful processing.  
12. Where more than one “responsible party” takes part in a particular information cycle (direct marketing activity), they will all be responsible together for protecting the information. It will not be possible to shift the blame from one responsible party to the other. For a responsible party A  to use the lists of responsible party B (list broker) legally,  B will have to provide A with the assurance that the lists have been collected legally.  A will be able to use the lists in accordance with the way in which it was collected: consent of the data subject is always the best option. However, it is not a prerequisite and where consent was not obtained (although the list was still legally compiled for instance by using the opt-out provisions) and A’s marketing amounts to the use of unsolicited electronic communications, A will have to operate in terms of clause 66, as stated above, and obtain the consent of the data subject when A contact the data subject for the first time by way of an unsolicited electronic communication.

This position in the PPI Bill is based on the prescripts set out in various EU Directives as implemented in comparative jurisdictions. It is set out in clause 66 of the Bill.  It is also discussed in  depth in Chapter 5 (para 5.1)  in the Commission’s report (Project 124: Privacy and Data Protection).  The report is available on the Commission’s web site www.doj.gov.za/salrc/index
