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Submission to the Parliamentary Portfolio Committee on Justice and Constitutional Affairs.

Introduction

We welcome the opportunity to make submissions to this Committee on this extremely important piece of legislation. The Open Democracy legislation envisaged by the first democratic government in South Africa looked at four key laws, legislating the right to an open and democratic society. The first two, the Promotion of Access to Information Act, and the Protected Disclosures Act, were enacted in 2000, and brought into operation a year later. The privacy legislation became an orphan of the open democracy bill process, and we are very pleased to see the legislation being tabled now. The fourth law, the Open Meetings Bill, seems to have gone missing altogether, but we may even see that back one day. 

The idea that this is part of the Open Democracy legislation may seem a bit odd for some observers. Is this not about the control of information? We want to emphasise that the protection of private information is the other side of the coin to making sure public information is made accessible. You cannot confidently make information accessible, unless you are confident that the information that needs to kept private will be. 

 The other reason main reason we welcome this legislation is because it creates the Information Protection Regulator.  This body is oddly named, in that internationally such structures are usually called the Information Commissioner, and will deal with both the Protection of Personal Information and the Access to Information Acts. However, a rose by any other name would smell as sweet, and we are not too concerned about its name. We are fully in support of the creation of a structure that will allow quick, cheap access to dispute resolution around access to information. 

 We are however very concerned about the powers of the Regulator, in relation to access information.  We propose that this is dealt with by adding powers in this regard.

One of the greatest obstacles in South Africa to the right of access to information is the problem of “mute refusals,” the monitoring term for requests for information that do not receive a positive or negative response during the appropriate time frame. In a survey published in 2006
, 62% or nearly two thirds of requests submitted received no response, with occasional responses after the prescribed period of 30 days. It should be noted that the period of 30 days is considerably longer than the average response period allowed by most access to information legislation internationally.

We have recently expressed particular concern about the responsiveness of district municipalities. This continues to be a source of major concern, with only 15% responding in the annual ODAC/SAHRC Golden Key award survey. As the Public Service Commission noted in their 2008 report: “Some citizens have found alternative ways to draw attention to the need for public participation through service delivery protests and rising activism. This development should come as a signal to government that effective communication and public participation must remain a fundamental priority”.

The requirement to appoint DIO’s will go some way to ensuring that there is capacity to respond to requests for information. However, this capacity is a necessary but not sufficient condition for real transparency. The lack of a rapid, inexpensive, authoritative and effective dispute resolution mechanism has prevented the development of good practice around interpretation of the Act. This in turn has hindered the establishment of good practice and higher standards of responsiveness.

  Other concerns we have which we will deal with in our submission include:

- 
the incorporation of  juristic persons in the legislation, which we question;

-
The State is entitled in terms of this law to process personal information where national security, defence, prosecutions, and public safety are involved, without obeying the safeguards in the Act. They can only do this if they have legislation which specifically creates safeguards for privacy which relate to the information they are processing.  Shouldn’t all data bases be treated in the same way? 

-
Is the exemption of journalists who process information broad enough? Will the law shut down access to information that journalists have now?

-
Are existing databases protected?

1. The powers of the Regulator, in relation to access information.  We propose that this is dealt with by adding powers to those of the Regulator as outlined currently in the legislation in this regard. 

The Regulator’s powers in relation to privacy, are well spelled out. They include the issuing of notices, the failure to comply with which is a criminal offence.

However, the powers of the regulator in relation to access to information are limited to promotional and monitoring activities that are currently undertaken by the SAHRC. The powers and duties of the regulator are, according to section 43(3) set out in relation to access to information in Part Five of the PAIA.  These consequential amendments have yet to be drafted.  

Thus the structure is very lopsided at this point, in that the promotional aspect of both rights are set out for the regulator in detail, in the two Acts, but the powers of the Regulator are only set out in relation to the one Act. 

PAIA has reached a crucial phase in its history. It is clear from the comparative experience, that most Freedom of Information/Access to Information Acts have to contend with  intense challenges during the implementation phase – a phase which can last many years. With the wave of new laws that have been passed throughout the world in the past ten years (around 35 in fact), a new body of experience has emerged, especially from developing and middle income countries (prior to 1990, the only countries with a developed information regime were high income nations, such as the US, Sweden, Australia and Canada). Common implementation challenges are evident: 

· The difficulty of adjusting “old”, secretive “mindsets” amidst the bureaucracy/holders of information; 

· A lack of commitment to compliance from the bureaucracy/holders of information; and a tendency to ignore difficult requests for information and generally to breach time-limits; 

· A lack of capacity in relation to record-keeping and insecurities in relation to older records; 

· Insufficient funding for implementation – both in terms of human resources and procedural infrastructure; 

· Inadequate staffing, in terms of training, specialisation and seniority

· The absence of “champions” within the bureaucracy/holders of information

· The lack of an enforcement mechanism providing accessible, speedy and affordable review against refusals or non-responses to requests for information under the law.

Many of these characteristics feature in the current South African situation. The need for stronger promotion and enforcement, in order to drive compliance by the holders of information, is now clear. The Committee may not have another opportunity to address these issues in the near future. 
2. The location of the IPR

ODAC has considered the suggestion of the SAHRC that the IPR be located within the SAHRC, on an interim or permanent basis. We believe there are arguments for and against the location of the IPR in the Commission.  

What is the envisaged role of the Commission in this legislation as it stands? The role of the Commission would replicate the role of the Canadian Commission. In the Canadian example, the Human Rights Commission does not deal with complaints on access to information and data protection directly. They however have to implement privacy and access to information rules within the agency. The Canadian agencies that deal with complaints, are the Information Commission, and the Privacy Commission. Promotion of the legislation within the government is dealt with at a policy level, is the Treasury Board. Our equivalents would be the PSC, and the DPSA.

The problem with the SAHRC having no role to play is simply that ODAC regards the ideas of champions as very important. The idea that lies behind this is that for access to information law to succeed, it needs individuals within the bureaucracy to personally “believe” in the law and to actively promote the objectives of the law to less enthusiastic colleagues - in other words, help spread the word about the spirit as well as the letter of the law. Clearly, this coheres with the general duty to promote the rights contained in the constitution and the specific responsibilities with which the SAHRC has been charged with in relation to PAIA. The SAHRC has been a “champion”, promoting and advocating for the realisation of the right of access to information. We would like to see the Commission to keep a role promoting access to information and privacy, as rights that are part of the constitution.

The question of resources is always an important issue. As with the other new institutions created since 1994, the issue of how a budget is determined and allocated is likely to arise. One model that should be explored, we suggest, is that the cost of processing and deciding cases be borne by the agency against whom the appeal or complaint is brought. This will have the effect of dispersing the cost across government agencies and, second, provide an obvious incentive towards the public policy goal that PAIA embodies: greater openness. 

There is a need to determine more closely the budget process, including provision for the IPR to make submissions directly to Treasury in the budget.
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