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Date: 7 October 2009
To: The Portfolio Committee on Justice and Constitutional Development
Attention: Committee Secretary: Mr. V. Ramaano

E: Mail: vramaano@parliament.gov.za
Dear Sir,

Re: CBA Submission The Protection of Personal Information Bill [B9 - 2009] (hereinafter referred to as the Bill)
Introduction:

The CBA is appreciative of being afforded an opportunity to give comment on the Bill. 

 A) Application of the Bill to juristic persons: 

The CBA respectfully requests that the committee review the full application of the Bill to legal /juristic persons for reasons provided hereinbelow.  

1) The International Imperative to enact data privacy legislation does not require that information pertaining to juristic/legal persons be protected:

The international Imperative:

It is common cause, having regard to the Discussion Paper on the Bill, that one of the reasons for the enactment of the Bill is the international imperative to encourage the enactment of data privacy legislation across the world. More particularly in 1995, the European Union enacted the Data Protection Directive ( hereinafter referred to as the EU Directive), the purpose of which is to harmonise member state laws in providing consistent levels of protection for citizens and ensuring the free flow of information. In addition it imposed its own standard of protection on any country within which personal data of European citizens might be processed. Articles 25 and 26 of the Directive stipulate that personal data may only flow outside the EU to countries that can guarantee an adequate level of protection. Consequently, in order to ensure participation in the international information market a number of countries have enacted data protection legislation to provide adequate information protection to meet international standards.
Hence, having regard to the EU Directive, there is an international imperative not only to regulate the processing of personal information but also to harmonize laws regulating the processing of personal information globally.

It should however, be noted that the EU directive, a significant international harmonization instrument does not provide protection for data belonging to legal or juristic persons, that is, it only applies to personal data belonging to a living individual or natural person. In fact internationally only a few countries provide privacy protection for juristic persons. From the omission on the part of the EU to expressly protect data belonging to legal/juristic persons two reasonable assumptions may be made:

· the EU Directive acknowledges that the data protection interests of juristic persons differ from those of individuals or natural persons; and 
· the South African Bill can meet the EU’s adequacy requirements without extending full application to juristic persons, that is, the South African Bill could exclude juristic persons or provide for limited application to juristic persons and still meet the EU’s adequacy requirements.  
2) The South African constitutional regime does not require that Juristic/Legal Persons be afforded the right to personal information privacy automatically:
The Constitution:  

Section 14 of the Constitution provides that everyone has the right to privacy which includes the right not to have:

· their person or home searched;

· their property searched;

· their possessions seized;

· the privacy of their communications infringed

In addition section 8(4) of the constitution states that a juristic person is entitled to the rights provided in the Bill of rights to the extent required by the nature of the right, and the nature of the juristic person.  This means that in determining whether a juristic person is entitled to a right provided for in the bill of rights one would have to enquire into the nature of the right with a view to determining whether the nature of the right is such that entitlement by juristic persons is envisaged and whether the right makes provision for a type of protection required by a juristic person.

It is submitted that the nature of the broad right to privacy which includes the specific right to personal information privacy; must be distinguished from the nature of the specific right to personal information privacy.

Whilst it may be understood why a juristic person should be entitled to the broad right to privacy which would include not having its property searched, or its possessions seized. It is difficult to understand why a juristic person, many of which are public entities, separate and independent from natural persons who may be exercising management and control of the juristic person, should be entitled to the right to personal information privacy.  
If one draws a distinction between the broad right to privacy and the specific right to personal information privacy then it could be argued that in both the following cases cited in the commission’s discussion paper, namely Financial Mail (Pty) Ltd v Sage Holdings Limited (Supra);

 and Janit v Motor Industry Fund Administrators (Pty) Ltd 1995(4) SA 293 AD, the views expressed by the courts suggest that juristic persons should be entitled to the broad right to privacy not necessarily the specific right to personal information privacy. Even in the Janit case referred to above oral /written communications by directors /employees within the course and scope of the business of a juristic person would not come within the definition of “personal information about an identifiable juristic”; and so if such communications were to be afforded protection, it should be under the broad right to privacy rather than the specific right to personal information privacy which is what this Bill is about. 

Accordingly it is submitted that the constitution cannot be said to require the right to personal information privacy being extended to juristic persons, and therefore any factual information identifying and describing a juristic person, including information about a juristic person’s financial and legal standing; and information about natural persons, in their official capacities within the juristic, who exercise management and control of the juristic person should not be regarded as personal information.
3) The South African economy requires the unrestricted flow of commercial information to ensure sound business transactions and to promote the growth of smmes’ and BEE companies:

From a practical business perspective and within the South African context where there is the need to promote the growth of smmes’ and BEE companies, it is critical that no limitations are placed on the flow of information about smmes’ and BEE companies, as business to business transactions between smmes’ and BEE companies on the one hand, and other businesses on the other, depend on comprehensive reliable information about the smme or BEE company being available. Further, it is imperative that the flow of information on small juristic and micro businesses is unhindered so that these businesses can be seen to form part of the mainstream South African economy, access credit and be known to bigger businesses requiring their services. Where one business is looking to buy(procure) from another business, they want to ensure that they are dealing with a bona fide business; even tender boards of government and para-statals require comprehensive information about businesses to ensure that there is no BEE fronting, and to avoid contracting with businesses that do not exist. Requiring businesses, tender boards of government, and para-statals to obtain consent or provide notification, prior to them investigating a potential customer (business) or supplier will increase the cost of doing business and not promote trade. Also, in relation to unsolicited electronic communication for marketing purposes, if express consent is required, this would present various obstacles to new businesses, smmes’ and BEE companies wishing to market themselves and their services. Further, in this regard it should be noted that whereas consumers (individuals/natural persons) “shop” around for products, companies find out about the goods and services of other companies through marketing information. Therefore the sending of electronic communication for purposes of marketing by businesses to businesses is necessary for the expansion of business interests and the growth of the economy. Perhaps for the reasons referred to above the OECD Guidelines for Consumer Protection in the Context of Electronic Commerce (1999) provides that business to consumer electronic commerce should be conducted in accordance with recognized privacy principles, and not business to business electronic commerce.    

It is recommended that juristic persons be treated differently from natural persons, particularly because the “business to business” transaction environment is very different from the “business to consumer” transaction environment, in fact trade may be hindered, if restrictions are imposed on the flows of commercial data in the following areas: the granting of credit to businesses, procurement, and the utilisation of marketing information in the business environment.
4) Recommendations in Relation to Juristic Persons

It is recommended that for the reasons referred to above under points 1, 2, and 3, that the committee exclude juristic persons from the ambit of the Bill, alternatively, that the committee consider partial application of the principles of information protection to juristic persons, more particularly:

· Only the principles of accountability, specific, purpose, information quality, security, notification to Regulator and data subject’s right of participation should apply to juristics. Minimality, consent, collection directly from the data subject and notification to the data subject should not apply to juristics, that is, there should be specific exceptions for juristics under these respective principles; and
·  Only data about a juristic person capable of being linked back to a specific individual/natural person should be regarded as personal data to which the Bill should partially apply as referred to above, but not data about a juristic person that is incapable of being linked back to an individual or natural person.
In relation to section 66 of the Bill, unsolicited electronic communications, it is submitted that communications from businesses to businesses be excluded.

B) Section 103: Transitional Arrangements:

There appears to be a typographical error in section 103(3), it is understood that the intention of the provision is to ensure that specific types of processing referred to in section 55, that is happening at the time of the enactment of the Bill, need not undergo a prior investigation if that processing is subject to legislation, regulations or a code of conduct, based on this understanding it is suggested that the typographical error be amended as follows:

Section 103(3):
“Section 56(2) does not apply to processing referred to in section 55, which is

taking place on the date of commencement of this Act, if legislation, regulations or codes of conduct apply to such processing”
Prepared By Advocate Ashina Singh

On Behalf of the CBA 
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