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ANNEXURE B
FINGERPRINT AND DNA DATABASES:  LEGISLATIVE AND COMPARATIVE OVERVIEW
1
Introduction

1.1
The Review of the Criminal Justice System has identified as a priority the need to strengthen the forensic investigative powers and capacity of the South African Police Service (SAPS).  The aim of this paper is to identify legislative and, where applicable, other means to strengthen the forensic intelligence gathering capacity of the SAPS.  The focus in this regard is to look at strengthening both our fingerprint criminal intelligence capabilities, as well as building on our DNA evidence gathering capabilities, as two powerful tools to solve crimes.
   
1.2
This paper is divided into three parts.  The first part of the paper focuses on identifying the current “as is” situation with regard to the taking, use and destruction of fingerprint and DNA samples.  This is done through an analysis of legislation and regulations, which currently regulate the taking of fingerprint and blood samples not only in the criminal justice system, but across Government Departments.  In the second part of the paper, the focus is on identifying best practice examples from other jurisdictions, through a comparative overview of the approaches followed in creating a powerful forensic crime fighting capacity.  Thirdly, the paper outlines legislative options that could be adopted as a result of the aforementioned analysis.  
1.3
The value of “real evidence” in securing a conviction is well documented in sources on the South African Law of Evidence.  “Real evidence” is the term used to cover the production of material objects for inspection by court, and include fingerprints and DNA profiles.  Evidence that fingerprints were found at the scene of the crime or on a particular object is, according to Schwikkard et al., “often of strong probative value in linking the accused with the commission of the crime”.
  With regards to DNA profiling, Schwikkard et al, explains that “the chance of error is very remote and a properly conducted test is said to be proof of identity beyond any doubt”.
  Apart from the evidentiary value of securing real evidence in a criminal case, the advantages to strengthened fingerprint and DNA databases can be summarized as follows:

· A DNA database (and the same can be said of an expanded fingerprint database) is an important intelligence tool, particularly in crimes where detection is generally low, such as property crimes
 and can lead to a significant increase in DNA suspect-to-crime-scene matches.

· DNA scene-to-scene matches help identify patterns of criminal behaviour that may help solve past, existing and future crimes.

· Plea bargains increase when suspects are confronted with real evidence.

· It should also always be borne in mind that fingerprints and DNA samples are used not only to prove guilt, but also to prove innocence.  
2
Legislation regulating the taking, use and destruction of fingerprints, blood samples and other bodily substances
Although this paper looks at the strengthening of both the SAPS’s powers to collect and retain fingerprints and the powers of the SAPS to collect and retain DNA samples, it must be mentioned at the outset that South Africa does not have any specific legislation regulating the taking of fingerprints and the establishment of a DNA database.  To clarify this statement:  Firstly, there is legislation which broadly regulates the taking, use and destruction of fingerprints for use in criminal cases and there is legislation that broadly regulates the taking and use of fingerprints for the purposes of identification, but there is no singular piece of legislation solely regulating this area for the purposes of criminal investigations.  Secondly, although the taking of blood samples in criminal cases and the ascertainment of other bodily features is broadly regulated by the Criminal Procedure Act, 1977 (Act No. 51 of 1977) (CPA), there is no legislation in South Africa which specifically provide for the establishment of a DNA database containing samples taken from accused and convicted persons, against which samples collected at a crime scene can be run, in an effort to establish the identity of a perpetrator.   

2.1
Criminal Procedure Act, 1977
2.1.1
The ascertainment of bodily features of the accused is regulated by Chapter 3 of the Criminal Procedure Act, 1977 (Act No. 51 of 1977) (CPA), which grants powers, under section 37, in respect of the taking of fingerprints, palm-prints, foot-prints, the drawing of blood samples, attendance at an identity parade and the taking of photographs.  Section 37 should be read together with section 212(6) and (8) (proof of fingerprints and dispatch thereof, by means of affidavit); section 225 (admissibility of prints or bodily features as proof); and section 272 (proof of previous convictions with the aid of fingerprints).  Each of these sections are discussed here in turn together with relevant case law, where applicable, in order to set out the current legislative framework regulating the taking of fingerprints and blood samples in criminal cases.  
2.1.2
Section 37 of the CPA reads as follows:

Powers in respect of prints and bodily appearance of accused


(1) Any police official may-



(a)
take the finger-prints, palm-prints or foot-prints or may cause any such prints to be taken-




(i)
of any person arrested upon any charge;


(ii)
of any such person released on bail or on warning under section 72;


(iii)
of any person arrested in respect of any matter referred to in paragraph (n), (o) or (p) of section 40 (1);


(iv)
of any person upon whom a summons has been served in respect of any offence referred to in Schedule 1 or any offence with reference to which the suspension, cancellation or endorsement of any licence or permit or the disqualification in respect of any licence or permit is permissible or prescribed; or


(v)
of any person convicted by a court or deemed under section 57 (6) to have been convicted in respect of any offence which the Minister has by notice in the Gazette declared to be an offence for the purposes of this subparagraph;



(b)
make a person referred to in paragraph (a) (i) or (ii) available or cause such person to be made available for identification in such condition, position or apparel as the police official may determine;



(c)
take such steps as he may deem necessary in order to ascertain whether the body of any person referred to in paragraph (a) (i) or (ii) has any mark, characteristic or distinguishing feature or shows any condition or appearance; Provided that no police official shall take any blood sample of the person concerned nor shall a police official make any examination of the body of the person concerned where that person is a female and the police official concerned is not a female.



(d)
take a photograph or may cause a photograph to be taken of a person referred to in paragraph (a) (i) or (ii).


(2) (a) Any medical officer of any prison or any district surgeon or, if requested thereto by any police official, any registered medical practitioner or registered nurse may take such steps, including the taking of a blood sample, as may be deemed necessary in order to ascertain whether the body of any person referred to in paragraph (a) (i) or (ii) of subsection (1) has any mark, characteristic or distinguishing feature or shows any condition or appearance.


(b) If any registered medical practitioner attached to any hospital is on reasonable grounds of the opinion that the contents of the blood of any person admitted to such hospital for medical attention or treatment may be relevant at any later criminal proceedings, such medical practitioner may take a blood sample of such person or cause such sample to be taken.


(3) Any court before which criminal proceedings are pending may-



(a)
in any case in which a police official is not empowered under subsection (1) to take finger-prints, palm-prints or foot-prints or to take steps in order to ascertain whether the body of any person has any mark, characteristic or distinguishing feature or shows any condition or appearance, order that such prints be taken of any accused at such proceedings or that the steps, including the taking of a blood sample, be taken which such court may deem necessary in order to ascertain whether the body of any accused at such proceedings has any mark, characteristic or distinguishing feature or shows any condition or appearance;



(b)
order that the steps, including the taking of a blood sample, be taken which such court may deem necessary in order to ascertain the state of health of any accused at such proceedings.


(4) Any court which has convicted any person of any offence or which has concluded a preparatory examination against any person on any charge, or any magistrate, may order that the finger-prints, palm-prints or foot-prints, or a photograph, of the person concerned be taken.


(5) Finger-prints, palm-prints or foot-prints, photographs and the record of steps taken under this section shall be destroyed if the person concerned is found not guilty at his trial or if his conviction is set aside by a superior court or if he is discharged at a preparatory examination or if no criminal proceedings with reference to which such prints or photographs were taken or such record was made are instituted against the person concerned in any court or if the prosecution declines to prosecute such person.

(A)
THE TAKING OF FINGERPRINTS, PALM-PRINTS AND FOOTPRINTS UNDER SECTION 37
2.1.3
In terms of section 37, any police official may take the finger-, palm- or footprints of the persons listed in paragraphs (i) to (v) of subsection (1)(a), before the conviction of the persons in question.  Such prints can be taken before or during the trial of an accused.  Police officials may also take the prints, or cause the prints to be taken, of a person who has been convicted by a court or who is in terms of section 57(6) deemed to have been convicted of an offence the Minister has by notice in the Government Gazette declared an offence for purposes of subsection (1)(a)(v) (no such notice by the Minister has appeared yet).
2.1.4
The following should be noted in regard to the powers of police officials in relation to the taking of prints under section 37:
a)
Firstly, it is apparent that the taking of finger-, palm- or footprints is not compulsory regardless of whether the prints could be taken before or after conviction. 
b)
Secondly, sub clause (5) clearly provides that “Finger-prints, palm-prints or foot-prints, photographs and the record of steps taken under this section shall be destroyed if the person concerned is found not guilty at his trial or if his conviction is set aside by a superior court or if he is discharged at a preparatory examination or if no criminal proceedings with reference to which such prints or photographs were taken or such record was made are instituted against the person concerned in any court or if the prosecution declines to prosecute such person”.
c)
Thirdly, since the Minister has not as yet issued a notice under sub paragraph (v) of sub section (1)(a), it in effect means that no prints may be taken under this category of convicted persons unless a court so directs under sub section (4), which again is in the discretion of a court and not a given in every case.

d)
From a mere reading of section 37, without any regard to what actually happens in practice, it would seem that this section does not ensure that the fingerprints of each and every person arrested upon any charge or released upon bail or a warning is taken by the police.  Even where such fingerprints are taken and the accused is not found guilty, or any of the other conditions in sub section (5) applies, such prints and the record of the steps taken under section 37 will be destroyed.  In addition, since even the taking of prints from convicted persons is not compulsory under section 37, it would seem that at least on a mere reading of the section, without any regard to what happens in practice, the taking of prints could be severely limited by the wide discretion given to the police under this section.  
Question: Do the police have a Directive to clarify from whom to take fingerprints and is it compulsory for certain categories of arrestees or for all?  In other words, who do the police currently take fingerprints from?

Response from SAPS:  In accordance with paragraphs 3.1.3, 3.1.7 and 4.4.1 of the SAPS 60 manual it seems that fingerprints must be taken from all arrested persons.
  [Comment:  This response should be read in light of the discussion following below in relation to the DCS Order on the taking of fingerprints, where the SAPS stated that fingerprints are not always taken upon arrest and forwarded to the CRC and that administrative issues further also impacts negatively on the availability of fingerprints (lost documentation etc.).  Therefore, it can be concluded that in practice it cannot at the moment be said that fingerprints are taken from each and every arrested person.]
2.1.5
Section 37(3) also gives the court before whom the criminal proceedings are pending the power to have prints taken when a police official does not have such power.  Such orders can also be given before the criminal proceedings have commenced and do not necessarily have to be given by the same judicial officer as the one who will be conducting the trial.  In addition, sub section (4) provides that any court that has convicted any person of an offence or concluded a preparatory examination on any charge, or any magistrate, even if that magistrate did not preside in the trial, can order that the finger-, palm- or footprints or photograph of the accused be taken.  Again these are discretionary powers given to a court during trial and upon conviction and again sub section (5) will apply and the prints and photographs will be destroyed if the accused is found not guilty. 
(B)
THE TAKING OF PHOTOGRAPHS UNDER SECTION 37
2.1.6
Section 37(1)(d) provides that a police official may take a photograph or may cause a photograph to be taken, but only of persons referred to in paragraph (a)(i) or (ii).  In other words, the police have the discretion to take photographs or to cause photographs to be taken of any person arrested upon any charge or of any person released on bail or on a warning.  Although the police may take prints from persons convicted by a court, provision is not made for the police to take photographs of such persons.  In terms of subsection (4), a court which has convicted any person of any offence or which has concluded a preparatory examination against any person on any charge, or any magistrate, may order that a photograph of the person concerned be taken.  In terms of subsection (5), photographs of a person taken in accordance with this section must be destroyed if found not guilty.    
(C)
THE TAKING OF BLOOD SAMPLES UNDER SECTION 37
2.1.7
In terms of section 37(1)(c), a police official may not take a blood sample from an accused, but a police official may take such steps as he may deem necessary in order to ascertain whether the body or any person referred to in paragraph (a)(i) or (ii) has any mark, characteristic or distinguishing feature or shows any condition or appearance.  Blood samples may be taken, in terms of section 37(2), on own authority by a medical officer of a prison or a district surgeon or if a police official requests it, another registered medical practitioner or a registered nurse may also take such sample.  Any registered medical practitioner attached to any hospital who on reasonable grounds is of the opinion that the contents of the blood of any person admitted to such hospital for medical attention or treatment may be relevant in later criminal proceedings, may in terms of subsection (2)(b) take a blood sample from such person.  In terms of subsection (3), a court before which criminal proceedings are pending may in any case in which a police official is not empowered under subsection (1) to take steps in order to ascertain whether the body of any person has any mark, characteristic or distinguishing feature or shows any condition or appearance, order that such steps, including the taking of a blood sample, be taken.  Although not as clearly worded as in reference to the destruction of all prints taken under section 37, the wording “record of steps taken under this section”, as it appears in subsection (5), has been interpreted as requiring the destruction of the result of the bodily examination in all cases where the accused was found not guilty.  
2.1.8
Section 37 , if read together with section 225(2), allows blood samples to be taken against the will of the person and such evidence is admissible in court, even if obtained in a manner not in accordance with section 37.

2.1.9
In S v Orrie and Another 2004 (1) SACR 162 (C), the state applied, by way of a notice of motion and founding affidavit for an order in terms of section 37(1)(c) of the CPA read with subsections (2)(a) and (b), that the investigating officer is authorized, in conjunction with a medical officer or a district surgeon, to take a blood sample of each of the accused “in order to ascertain whether such sample(s) has any mark, characteristic or distinguishing feature by means of DNA analysis”.
  
The state brought this application after the accused’s refusal to furnish blood samples in response to an informal request therefore.  The accused opposed the application and argued that being subjected to such blood tests for the purpose of compiling a DNA profile will infringe the accuseds’ fundamental rights to dignity, to freedom and security of the person, the right to bodily integrity, the right to privacy and the right to be presumed innocent and not to have to assist the prosecution in proving its case (sections 10; 12(1); 12(2); 14(a); 35(3)(h) and 35(3)(j) of the Constitution.  
The Court held as follows in this regard (own emphasis added):

“There can be little doubt that the involuntary taking of a blood sample for the purposes of DNA profiling is both an invasion of the subject’s right to privacy and an infringement, albeit slight, of the right to bodily security and integrity.  To the extent, however, that the involuntary taking of a blood sample from an accused for the purposes of compiling a DNA profile for use in criminal proceedings infringes his or her right to privacy, dignity and bodily integrity, I am of the view that the limitation clause of the Constitution (s 36 of Act 108 of 1996) permits the limitation of these rights, through the medium of s 37 of the Criminal Procedure Act.  I consider that, taking into account the factors set out in s 36(1)(a)-(e), such a limitation is necessary and justifiable in an open and democratic society based on human dignity, equality and freedom.  Put differently, the taking of blood samples for DNA testing for the purposes of a criminal investigation is a reasonable and necessary step to ensure that justice is done and is reasonable and necessary in balancing the interests of justice against those of individual dignity”.  
2.1.10
From a reading of the above, it is clear that the CPA is silent on the taking of bodily samples for the purpose of DNA analysis.  It currently only provides for the taking of a blood sample for DNA testing in specific instances and directly related to a specific case.  Therefore, the legislation does not support DNA matches between different cases and the use of DNA profiles of suspects and convicted offenders on a DNA database.  At the moment the Criminal Record and Forensic Science Service (CRFSS) of the SAPS have a database of crime samples (samples collected at a crime scene) and a very limited database containing the DNA profiles of suspects.
(D)
CONSTITUTIONAL RIGHTS:  RIGHT TO SILENCE (or what is colloquially known as ‘THE PRIVILEGE AGAINST SELF-INCRIMINATION)
2.1.10
In Levack and Others v Regional Magistrate, Wynberg, and Another 2004 (5) SA 573 (SCA), the application of section 37 of the CPA was broadened to include voice recognition.  The Court held that although the section does not expressly mention the voice it does form part of the innumerable bodily features that the wording of the section expressly contemplates.  In deciding the case, Cameron JA again confirmed that “autoptic evidence”, evidence derived from the accused’s own bodily features, does not infringe the right to silence or the right to be compelled to give evidence.  (at paragraph 19)  Cameron JA held in this regard as follows:  “Differently put, it is wrong to suppose that requiring the appellants to submit voice samples infringes their right either to remain silent in the court proceedings against them or not to give self-incriminating evidence” (at paragraph 17).   In doing so, Cameron JA reaffirmed the findings of courts in the cases of S v Huma and Another 1996 (1) SA 232 (W) and S v  Maphumulo 1996 (2) SACR 84 (N) (footnote 23).  Cameron JA relied heavily on the findings of the court in Ex parte Minister of Justice:  In re R v Matemba 1941 AD 75, where Watermeyer JA held as follows in reference to the non-voluntary taking of an accused’s palm-print:
“Now, where a palm print is being taken from an accused person he is, as pointed by out Innes CJ in R v Camane 1925 AD at 575, entirely passive.  He is not being compelled to give evidence or to confess, any more than he is being compelled to give evidence or confess when his photograph is being taken or when he is put upon an identification parade or when he is made to show a scar in Court.  In my judgment, therefore, neither the maxim nemo tenetur se ipsum prodere nor the confession rules make inadmissible palm prints compulsorily taken”.  
2.1.11
In S v Maphumulo, Combrink J held as follows:

“I have concluded, accordingly, that the taking of the accuseds’ fingerprints, whether it be voluntarily given by them, or taken under compulsion in terms of the empowerment thereto provided in section 37(1), would not constitute evidence given by the accused in the form of testimony emanating from them, and as such would not violate their rights as contained in section 25(2)(c), or 25(3)(d) of the [Interim] Constitution.  Nor does it appear to be a violation of the accused’s rights as contained in section 10 of the [Interim] Constitution, which reads:  “Every person shall have the right to respect for and protection of his or her dignity”.”
2.1.12
In S v Huma and Another (2) SACR 411 (W), the accused objected to having his fingerprints taken on two grounds.  The first is that the taking of fingerprints impairs the dignity of a person and is therefore a contravention of the constitutional right to dignity contained in sections 10 and 11 of the Interim Constitution.  The second ground of objection was based on the constitutional right to remain silent as contained in section 25(3)(c) and (d) of the Interim Constitution.  In colloquial terms this is called the privilege against self-incrimination.  Claassen J held as follows in regard to the question as to whether or not the taking of fingerprints constitutes inhuman or degrading treatment (page 416) (own emphasis added):
“In my judgment it does not constitute inhuman or degrading treatment for the following reasons:

1.
The taking of fingerprints is accepted worldwide as a proper form of individual identification.  It is throughout the world used for the issuing of identity documents and passports.  The same holds true for South Africa.  The act of making one's fingerprints available for purposes of issuing an identity document or a passport can never be regarded as inhuman or degrading treatment.

2.
The taking of fingerprints per se in private and not in Court or a  public place (see S v Mkize 1962 (2) SA 457 (N) at 460) can in no way lower a person's self-esteem or bring him into dishonour or contempt, or lower his character or debase him.  The definition of 'inhuman' or 'degrading' as referred to above in the judgment of Mahomed AJA therefore cannot, in my view, apply to the mere act of taking one's fingerprints.

 3.
The process of taking one's fingerprints does not, in my view, constitute an intrusion into a person's physical integrity.  No physical pain of any kind accompanies this process.  By comparison, the taking of a blood sample constitutes more of an intrusion into a person's physical integrity than the mere taking of one's fingerprints.  When a blood sample is taken the skin is ruptured and it is accompanied by a small element of pain.  Pain and violation of a person's physical integrity are also associated with corporal punishment and other forms of punishment.  By comparison, in my judgment, the taking of fingerprints is on par with the mere taking of a photograph, which does not, in my view, violate the physical integrity of a person.

4.
When fingerprints are taken pursuant to the provisions of s 37 it has to be borne in mind that those fingerprints will be destroyed in the event of the accused being found not guilty.  There is therefore an additional safeguard built into the application of the provisions of this section.

5.
The taking of fingerprints can potentially be a helpful procedure to the benefit of the accused in proving his innocence.  If, after the fingerprints have been taken, a comparative chart is made and it is found that the necessary requirements for purposes of comparison are lacking, then the whole process of taking fingerprints would actually have redounded to the accused's benefit.

 For the above reasons I have come to the conclusion that the value judgment which I have to make is such that the taking of fingerprints does not constitute a contravention of a person's dignity, protected and enshrined in ss 10 and 11(2) of the Constitution. However, even if I am wrong in this finding, I am of the view that s 33(1) allows a limitation to a person's constitutional right to dignity which is reasonable and necessary in a democratic society in respect of fingerprint-taking for purposes of compiling a comparative chart in criminal proceedings.  This limitation is reasonable and necessary to enable the administration of justice to run its proper course.  In my view, the fact that fingerprints are to be taken for purposes of a criminal investigation is a reasonable and necessary step in a democratic society to ensure that justice is done and is reasonable and necessary to balance the interests of justice against the interest of individual dignity”.

2.1.13
 With regard to the privilege against self-incrimination, Claassen J held that the “privilege against self-incrimination does not apply to procedures relating to the ascertainment of bodily features such as the procedures involved in identification parades, the taking of finger- and footprints, blood samples and the showing of bodily scars … [t]hese procedures relate to the furnishing of what has been termed “real” evidence, as opposed to the furnishing of oral or testimonial evidence by the accused” (at page 417).  
(E)
SECTION 225 OF THE CPA:  EVIDENCE OBTAINED NOT IN ACCORDANCE WITH SECTION 37 OR AGAINST THE WILL OF THE ACCUSED 
2.1.14 
Section 225 of the CPA reads as follows:

“(1) Whenever it is relevant at criminal proceedings to ascertain whether any finger-print, palm-print or foot-print of an accused at such proceedings corresponds to any other finger-print, palm-print or foot-print, or whether the body of such an accused has or had any mark, characteristic or distinguishing feature or shows or showed any condition or appearance, evidence of the finger-prints, palm-prints or foot-prints of the accused or that the body of the accused has or had any mark, characteristic or distinguishing feature or shows or showed any condition or appearance, including evidence of the result of any blood test of the accused, shall be admissible at such proceedings.


(2) Such evidence shall not be inadmissible by reason only thereof that the finger-print, palm-print or foot-print in question was not taken or that the mark, characteristic, feature, condition or appearance in question was not ascertained in accordance with the provisions of section 37, or that it was taken or ascertained against the wish or the will of the accused concerned”.
2.1.15
In terms of subsection (2), evidence concerning bodily features is admissible even if the presence of those features was determined against the will of the accused.  (Refer in this regard to the Maphumulo judgment above).
2.1.16
Although not relevant for the purpose of this paper it should be noted that section 212 of the CPA deals with proof of certain facts by affidavit or certificate.  The manner in which the finding, lifting, dispatch and examination of prints can be proved is provided for in section 212(4)(a), (6) and (8).  In addition, section 272 of the CPA provides that a record, photograph or document (SAP69), which “relates to a fingerprint” is the normal evidential material through which previous convictions are proved.  
2.2
Firearms Control Act, 2000 (Act No. 60 of 2000)

2.2.1
In terms of section 6 of the Firearms Control Act, the Registrar may issue any competency certificate, licence, permit or authorization contemplated in the Act, upon receipt of an application completed in the prescribed form, including a full set of fingerprints from the applicant.  Section 123 of the Act provides that the National Commissioner is the Registrar of Firearms.  
2.2.2
Two questions arise from a reading of section 6:

· Where are these fingerprints kept?

Response from SAPS: Fingerprints are currently kept by the registrar. He requested the CRC to file the fingerprint forms in future. Instruction was issued by the Head: CRC to file the fingerprint forms (SAPS91(a)) at the CRC.

· Is the database upon which such fingerprints are kept used by the police during the course of a criminal investigation?
Response from SAPS:  Fingerprints are not electronically kept and are therefore not used during criminal investigations.  This is a major shortcoming.

2.2.3
Apart form section 6 of the Firearms Control Act, the collection of fingerprints and bodily samples is also regulated by section 113 of the Act.  Section 37 of the CPA limits the taking of prints by police officials to persons arrested or convicted in the circumstances stipulated in section 37(1)(a).  Section 113 of the Firearms Control Act in turn provides the police with the power to take prints and bodily samples from a person or a group of persons where such person or one or more persons in a group of persons are suspected of having committed an offence punishable with imprisonment for a period of five years or longer.  
2.2.4
Section 113 reads as follows:


(1)
Any police official may without warrant take fingerprints, palmprints, footprints and bodily samples of a person or a group of persons or may cause any such prints or samples to be taken, if -



(a)
there are reasonable grounds to suspect that that person or that one or more of the persons in that group has committed an offence punishable with imprisonment for a period of five years or longer; and



(b)
there are reasonable grounds to believe that the prints or samples or the results of an examination thereof, will be of value in the investigation by excluding or including one or more of the persons as a possible perpetrator of the offence.


(2)
The person who has control over prints or samples taken in terms of this section –



(a)
may examine them for purposes of the investigation of the relevant offence or cause them to be so examined; and



(b)
must immediately destroy them when it is clear that they will not be of value as evidence.


(3)
Bodily samples to be taken from the body of a person, may only be taken by a registered medical practitioner or a registered nurse.


(4)
A police official may do such tests, or cause such tests to be done, as may be necessary to determine whether a person suspected of having handled or discharged a firearm has indeed handled or discharged a firearm.

2.2.5
The following questions arise from a reading of section 113:

· Why is the taking of fingerprints from suspects limited to those who have committed offences punishable with imprisonment for a period of five years or longer?

Response from SAPS:
  At the point of drafting the legislation it was most likely felt that this should be the criteria. Direct the question to the Registrar: An accused has been entitled to pay an administrative fee in terms of Section 122 of the Firearms Control, for crimes for which that person may be sentenced to a fine or imprisonment not exceeding five (5) years. This process is ruled outside the criminal justice process and therefore fingerprints are not relevant. If the accused does not want to make use of the option to pay an administrative fee to the DFO, such person’s fingerprints must be taken and the criminal case must be finalized in a criminal court.  [Comment:  It would appear that not taking fingerprints from person’s paying admission of guilt fines may be a lacuna that would have to be addressed in the Firearms Control Act.  The taking of fingerprints in relation to the payment of admission of guilt fines is regulated in the CPA, but as mentioned above, the Minister has not as yet issued a notice in the Gazette to identify the offences to which section 37(1)(a)(v) read together with section 57(6) should apply.]
· Why again should the prints or samples be destroyed if it is clear that it will not be of value as evidence?  

2.2.6
Recommendations:

1. Ensure that the fingerprints taken under section (6) of the Act can be linked to the AFIS system to allow prints searches to be run against it.

2. Amend section 113, to broaden the scope of offences for which the police can collects prints and bodily samples from suspects.

3. Amend section 113 by deleting subsection (2)(b) in order to allow fingerprints and bodily samples collected from suspects to be retained.

4. Ensure that prints and samples taken from suspects are linked to the national fingerprint database and the national DNA database.

2.3
Explosives Act, 2003 (Act No. 15 of 2003)

2.3.1
Section 9 of the Explosives Act to a large extent mirrors section 113 of the Firearms Control Act.  Section 9 is repeated below with the wording that distinguishes it from the Firearms Control Act indicated in italics:
“(1)
Any police official may without warrant take fingerprints, palmprints, footprints and bodily samples of a person or a group of persons or may cause any such prints or samples to be taken, if there are reasonable grounds to -



(a)
suspect that the person or that one or more of the persons in that group has committed an offence punishable with imprisonment for a period of five years or longer in terms of this Act; and



(b)
believe that the prints or samples or the results of an examination thereof, will be of value in the investigation by excluding or including one or more of the persons as possible perpetrators of the offence.


(2)
The person who has control over prints or samples taken in terms of this section –



(a)
may examine them for the purposes of the investigation of the relevant offence or cause them to be so examined; and



(b)
must immediately destroy them when it is clear that they will not be of value as evidence.


(3)
Bodily samples to be taken from the body of a person, may only be taken by a registered medical practitioner or a registered nurse.


(4)
A police official may do such tests, or cause such tests to be done, as may be necessary to determine whether a person suspected of having handled or detonated an explosive has indeed handled or detonated an explosive.”
2.3.2
The following questions arise from a reading of section 9:

· Why is the taking of fingerprints from suspects limited to those who have committed offences punishable with imprisonment for a period of five years or longer in terms of the Act?; Why not any offence a person is suspected of having committed under the Act?; 
SAPS response:  At the point of drafting the legislation it was most likely felt that this should be the criteria.  These criteria should be revisited.

· Why again should the prints or samples be destroyed if it is clear that it will not be of value as evidence? Or, alternatively, if it is not destroyed does it mean that the prints and bodily samples are kept indefinitely or merely used in the specific case?
2.3.3
Recommendations:

5. Ensure that the fingerprints taken under section 9 of the Act can be linked to the AFIS system to allow print searches to be run against it.

6. Amend section 9, to broaden the scope of offences stipulated in the Explosives Act, for which the police can collect prints and bodily samples from suspects.

7. Amend section 9 by deleting subsection (2)(b) in order to allow fingerprints and bodily samples collected from suspects to be retained.

8. Ensure that prints and samples taken from suspects are linked to the national fingerprint database and the national DNA database.

Department of Home Affairs:  Fingerprints of citizens, immigrants, asylum seekers, refugees and deportees 

Paragraphs 2.4 to 2.6, deal with the collection of fingerprints by the Department of Home Affairs (DHA).  The DHA administers fingerprint databases on citizens, immigrants, asylum seekers, refugees and deportees.  The possibility of linking these databases with the fingerprint database administered by the SAPS is being investigated.  
2.4
Identification Act, 1997 (Act No. 68 of 1997)
2.4.1
In terms of section 3 of the Identification Act the application of the Act is limited to “all persons who are South African citizens and persons who are lawfully and permanently resident in the Republic”.  Section 8 of the Identification Act outlines the particulars to be included in the population register.  Subparagraph (g) provides that the fingerprints, which include palm prints, of every person mentioned in section 3, who has attained the age of 16 years, are to be included in the register.  In addition, section 10 provides as follows:

“Every person referred to in section 3 who has attained the age of 16 years shall, when he or she applies for an identity card, have his or her fingerprints taken in the prescribed manner so that it may be included in the population register”.    
2.4.2
Regulation 5 of the Identification Act Regulations sets out the manner in which fingerprints, referred to in section 10 of the Act should be taken, and reads as follows:

“(1) The fingerprints referred to in section 10 shall-


(a)
be taken by an official employed at any office of the Department; and


(b)
consist of imprints in printer’s ink or imprints by means of a process approved by the Director-General of each finger of both hands of the person concerned on the form prescribed in Annexure 1.


(2) 
Whenever the Director-General deems it necessary, an imprint in printer’s ink or an imprint by means of a process approved by the Director-General of the palm of each hand shall be taken on the form prescribed in Annexure 1”.

2.5
Refugees Act, 1998 (Act No. 130 of 1998)
2.5.1
Section 21 of the Refugees Act deals with applications for asylum.  Subsection (3) provides that “when making an application for asylum, every applicant must have his or her fingerprints or other prints taken in the prescribed manner and every applicant who is 16 years old or older must furnish two recent photographs or himself or herself of such dimensions as may be prescribed”.  Pending the outcome of an application under section 21, the Refugee Reception Officer must issue the applicant with an asylum seeker permit in accordance with section 22 of the Act.  Such permit must in terms of section 22(4) contain a recent photograph and the fingerprints or other prints of the holder.  Section 30 of the Act deals with the issuing of an identity document to a refugee and stipulates that such document must contain the holder’s fingerprints or other prints.  
2.6
Immigration Act, 2002 (Act No. 13 of 2002):  Regulations
2.6.1
Regulation 37 of the Immigration Regulations deals with the deportation of illegal foreigners and makes provision for the recording of the identity and fingerprints of those who are deported.  Regulation 37 reads as follows:

“(1) Any illegal foreigner to be deported from the Republic as envisaged in section 32(2) of the Act, shall-


(a)
if he or she is the holder of a passport issued by any foreign country or territory be deported to the country or territory of which he or she is a citizen; or


(b)
if he or she is not the holder of such a passport, or is stateless, be deported to the country or territory where he or she has a right of domicile or residence.


(2) The Department shall endeavour to record the identity and fingerprints of those who are deported, provided that when an illegal foreigner arrested in terms of section 34(1) of the Act elects to leave the Republic in terms of regulation 38(17), such illegal foreigner shall not be recorded as having been deported unless he or she was previously deported, dealt with in terms of regulation 38(17), or otherwise violated the Act”.

2.7
Correctional Services Act, 1998 (Act No. 111 of 1998): Regulations
2.7.1  Regulation 17 of the Correctional Services Regulations deals with identification of prisoners and from a reading of this item it is clear that the taking of fingerprints as well as photographs or the recording of distinctive marks of a prisoner is not compulsory.  Regulation 17 reads as follows:
“(1) The name, age, height, mass, full address, distinctive marks of a prisoner and other particulars as may be required must be recorded in the manner prescribed by Order.


(2) If required the fingerprints and photographs of a prisoner must be taken, as prescribed by Order”.

2.7.2
The Order referred to in the above Regulations provides that DCS must take fingerprints in the following cases:

· A prisoner against whom a suspended sentence is brought into full operation.

· Young offenders who are transferred from a reformatory school to a prison.

· Instances where fingerprints should have been taken by SAPS but were not taken.

· Where, upon receipt of the warrant of imprisonment, it appears that a previous conviction which should have appeared has been omitted.

· Where the list of previous convictions is incomplete, or where a prisoner sentenced for two years or longer should have a previous record, but it is not reflected.

· If a prisoner alleges that he or she is not the person serving the sentence or that the sentence is not correct.

· When an additional sentence is imposed on a prisoner for an offence committed whilst in detention.
· Illegal aliens who have been sentenced to imprisonment.

2.7.3 The order further stipulates that the fingerprints of unsentenced prisoners are taken by SAPS before admission to prison and it is only if it was not possible for them to take the prints that DCS will do so upon request.  
2.7.4
From a reading of the Order, the following questions arise:

· Is it guaranteed that fingerprints will be taken from all convicted offenders?  If not, then this will have to be addressed in order to ensure that this is done.

SAPS response:
 It is experienced that fingerprints are not always taken upon arrest and forwarded to the CRC. Administrative issues also impact negatively on the availability of fingerprints (lost documentation etc).  

· Are these fingerprints ever destroyed?

SAPS response:
 In keeping with the current legislative requirements, fingerprints are presently only kept on conviction. For any other enquiry the fingerprints are returned to the component of origin. Eg parole board enquiries.  Note: The purpose of a set of fingerprints is to, after search and identification, to provide either a criminal record report for the purpose of sentencing or a certificate (police clearance certificate) for the purpose of issuing a license / employment /etc.  

2.7.4  Fingerprints taken by DCS under the above mentioned Order must in terms of the Order be forwarded to the Commander, South African Police Service Criminal Record Centre.  The question therefore arises whether the police do not in any case already have access to all the fingerprints collected by DCS and whether it is therefore at all necessary to put additional measures in place to ensure access by SAPS to the fingerprints collected by DCS.  

SAPS response:
  Yes it can be argued as such, but it is open for interpretation and implementation. To provide a proper legislative framework, it may be prudent to include this in amendments to the legislation.  Fingerprints forwarded by DCS are not necessarily kept on AFIS.
2.8
National Road Traffic Act, 1996 (Act No. 93 of 1996):  Regulations 
2.8.1  Regulation 108 of the National Road Traffic Regulations deals with the manner in which driving licences must be issued.  With reference to fingerprints it is however clear that imprints are only taken of the left thumb and the right thumb of an applicant (as opposed to all ten fingers).  The relevant sections of regulation 8 read as follows:
“(c)
except for in the circumstances mentioned in paragraph (d), the examiner for driving licences shall- 



(i)
take an imprint of the left thumb and right thumb of the applicant, and should the applicant not have a left or right thumb, an imprint of such fingers as specified by the image capturing system, the identification of which shall be noted on the image capturing system; 



(ii)
capture the photographic image of the applicant on the image capturing system depicting only the head and shoulders of the applicant and showing the applicant's full face and subject to regulation 103(1)(a)(vii), showing the applicant without headgear; 



(iii)
capture the signature image of the applicant on the image capturing system;….

….

(d)
only in the case where the driving licence testing centre concerned has not been equipped with an image capturing system or in the case where the driving licence testing centre concerned has been equipped with one or more image capturing systems and all or at least two such image capturing systems are not available due to a failure and such failure has been reported according to the call logging procedures or in the case where the MEC has specifically given authority to the driving licence testing centre to use this procedure, the examiner for driving licences shall- 



(i)
ensure that the applicant's vision complies with the requirements referred to in regulation 102; 



(ii)
take an imprint of the left thumb and right thumb of the applicant on the image scanning sheet (form ISS) and the duplicate of it, and should the applicant not have a left or right thumb, an imprint of such fingers as specified on the ISS form, the identification of which shall be noted on the image scanning sheet; 



(iii)
affix one photograph of the applicant to the image scanning sheet (form ISS) and one photograph to its duplicate;”.


3
Comparative overview
3.1
England and Wales 
3.1  The National DNA Database of the United Kingdom (UK) was established in 1995 as an intelligence database, but in the absence of both a national strategy and funding, the build-up of offender profiles on the Database was random.  It became clear to authorities in the late 1990’s that as the Database began to grow, the number of DNA matches reported also began to increase, illustrating the potential intelligence value of the Database.  In 2000, England and Wales made a commitment to expand their National DNA Database in order to provide police with more useful DNA intelligence, particularly in volume crime (such as property crimes), by linking DNA evidence found at crime scenes to offenders’ DNA on the Database.
  As a result of the DNA Expansion Programme, the UK now has the largest DNA database of any country and the largest proportion of its population’s DNA held on a database.  

3.2
FUNDING: 
The DNA Expansion Programme began in April 2000 with the aim of providing specific funding to police forces in England and Wales to enable the taking of a DNA sample from all known offenders in order to accelerate the build-up of offender profiles on the National DNA Database.  It also provided funding to enable the collection of more DNA material left by offenders at crime scenes, particularly volume crime scenes (burglary and vehicle crime) where police clear-up rates were lower and resource limitations in the past had meant that DNA information was less likely to be collected. This was made possible through the dedication of additional funding to the Programme by the Government.  Funding was allocated for additional forensic staff, vehicles and equipment to enable the police to attend to more crime scenes.  The Programme increased the number of forensic staff by 14% and in 2004/05 there was a total of just over 5000 forensic staff in forces in England and Wales.  Forensic staff who attend to crime scenes do not only collect DNA samples, but also collect fingerprints, shoe marks etc. 
3.3
It is important to note that the aim of the National DNA Database is to serve as an intelligence tool to the police.  The Programme developed through a number of stages, which have been accompanied by key legislative changes.  In brief the steps taken in England and Wales can be summarized as follows:

FIRST:
At the outset the main target was to hold a DNA profile for all active offenders on the National DNA Database by March 2004.  The police were empowered to take a DNA sample from any person charged with or reported for a recordable offence.  Recordable offences are offences that have to be recorded on the Police National Computer to form part of a person’s criminal record, and include most offences other than traffic offences.  It was estimated in early 2000 that the target of all active offenders would involve taking samples from between 2.3 million and 2.65 million individuals.  The target was achieved and by April 2004 there were 2.5 million profiles on the Database.  
SECOND:
Before 2001, the law required that if a person was not prosecuted or was acquitted, their DNA sample must be destroyed and their DNA profile removed from the Database.  Over a quarter of a million profiles were removed from the Database prior to 2001 to comply with this.  In May 2001, the law was changed to allow profiles to be retained. (First legislative change)  This followed two cases which demonstrated the potential value of the retention of profiles on the Database.
  Since the legal change that took place in 2001, it is estimated that approximately 198 000 profiles that would previously have been removed have been retained on the Database.
  On 5 April 2004, new powers were introduced under the Criminal Justice Act 2003 enabling police to take fingerprints and DNA samples from individuals who have been arrested on suspicion of committing a recordable offence. (Second legislative change)  This legislative change enables the police to take without consent a non-intimate sample from a person in police detention who has been arrested for a recordable offence, in addition to persons charged or reported for a recordable offence.  Prior to this, the police could take fingerprints and DNA only from persons who had been charged with or reported for a recordable offence.  A non-intimate sample is typically a mouth swab or a hair with the root attached thereto and such samples can be taken by the police without the presence of a medical practitioner.   
3.4
What the above processes enabled the UK to do is four-fold:  

1)  Drastically increase the number of DNA profiles on the Database;  

2)  A 10% increase in crime scene visits over the first four years of the programme;  

3)  A significant increase in potential DNA material retrieved at crime scenes;  

4)  An estimated 75% increase in DNA suspect-to-crime scene matches.

3.5
The achievements recorded by the UK as a result of their DNA Expansion Programme are the following:

· Quadrupled detections through DNA.

· Enhanced capability to detect serious crimes – on average the Database provides the police with around 3000 matches each month.

· Ability to solve serious crimes committed – serious offenders are often detected and caught because they are picked up and DNA sampled by the police at a later date for a relatively minor offence.

· DNA helps eliminating innocent persons from criminal investigations.  In the UK they have a separate Database with the DNA of police investigators who are potentially capable of contaminating the crime scene of material retrieved from the crime scene.  It is a condition of service for personnel to give a DNA sample towards the Police Elimination Database. 
· DNA scene-to-scene matches help identify patters of criminal behaviour that may help solve past, existing and future crimes.  

· Volume crime (burglaries and offences involving vehicles):  Clear-up rates for burglaries and offences involving vehicles were low in the UK.  Analysis shows that the proportion of DNA detections is much higher in respect of these volume crime categories, where police clear-up rates are historically lower and where an inability to change the position was for a long time a cause of public anxiety.  (Where the overall domestic burglary detection rate was 16% the rate where DNA is available rises to 41%).

· Plea bargains increase when suspects are confronted with DNA evidence.

3.6
FINGERPRINTS:  The increased number of crime scene visits also led to an increase in the percentage of fingerprints recovered, but the “attrition” (erosion of potential value) for fingerprints appear to be far greater than for DNA.  In other words, about 20% of scenes that yields DNA result in a DNA detection, whereas only about 10% of scenes that yield fingerprints lead to a fingerprint detection.
  As a result, the UK has undertaken to focus on bringing down the fingerprint attrition rate, because such a move is according to them likely to be more cost effective than further extending the DNA Programme.  The UK Government has decided to build on the success of the DNA Expansion Programme by developing the Forensic Integration Strategy.  The Forensic Integration Strategy 2004-08 is the successor to the DNA Expansion Programme, which ran from 2000-04. It is comprised of a number of work streams, including DNA, forensic medicine and integrated intelligence, the aim being to develop a more co-ordinated approach to the various different elements and activities associated with forensic science in the police. The strategic vision of the Forensic Integration Strategy is: "the optimal use of forensic science and technology to reduce crime, bring more offenders to justice and increase public confidence".
   Fingerprint technology used in the UK is two-folded, firstly use is made of the National Automated Fingerprint Identification System (NAFIS), known as IDENT1 and secondly Livescan technology is used to enable the police to take fingerprints electronically and send them to IDENT1.  Part of the funding of the DNA Expansion Programme went towards the back record conversion of fingermark records.  The exercise enabled the transfer of paper-held fingerprint marks to IDENT1 and the reinstatement of the fingermark records of acquitted persons.  Back record conversion of palm prints has also been completed and IDENT1 now provides the capability to capture palm prints and to store them. Since the deployment of the national PALMS searching capability approximately 12 thousand identifications have been made which would not otherwise have been possible (as at January 2007).
  

3.7
LEGISLATIVE CHANGES UNPACKED:

3.7.1
Prior to 2001, section 64 of the Police and Criminal Evidence Act, 1984 (PACE), specified that if a person was either acquitted of an offence for which they had been prosecuted or the charges were dropped, any DNA sample and data derived from the sample had to be destroyed.  Section 82 of the Criminal Justice and Police Act 2001 (CJPA) amended PACE so as to remove these requirements on the police.  Section 82 reads as follows: 

“Where –

(a) fingerprints or samples are taken from a person in connection with the investigation of an offence, and

(b) subsection (3) below does not require them to be destroyed, the fingerprints or samples may be retained after they have fulfilled the purposes for which they were taken but shall not be used by any person except for purposes related to the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution”.

3.7.2
These measures have since been challenged in the case of R v Chief Constable of South Yorkshire (ex parte S and Marper) where the claimants appealed against the decision to retain their fingerprint and DNA samples after they were cleared of criminal charges.  It was argued by them that this was a breach of Articles 8 and 14 of the European Convention on Human Rights (adopted by the UK Human Rights Act, 1998).  Article 8 reads as follows:

“1.  Everyone has the right to respect for his private and family life, his home and his correspondence.

2.  There shall be no interference by a public authority with the exercise of this right except such as is in accordance with the law and is necessary in a democratic society in the interests of national security, public safety or the economic well-being of the country, for the prevention of disorder or crime, for the protection of health or morals, or for the protection of the rights and freedoms of others”.  

Article 14 deals with the prohibition of discrimination.  In July 2004 the House of Lords dismissed the claimants’ appeal and held that “if article 8(1) is engaged, there is plainly an objective justification under article 8(2)”.  The case has since gone on appeal to the European Court of Human Rights and judgment is expected later in 2008.  The UK Government reasons that any intrusion on personal privacy is proportionate to the benefits that are gained.  
3.7.3
From 5 April 2004, section 10 of the Criminal Justice Act 2003 amended PACE to allow the police to take a DNA sample from all person arrested for a recordable offence and detained at a police station, regardless of the outcome of the case.  

3.7.4
The legislation has also resulted in the following:
· Rooted hair and mouth swabs have been reclassified from ‘intimate’ to ‘non-intimate’ samples.
· Non-intimate samples can be taken, without consent, from any individual arrested for a recordable offence and detained in a police station, irrespective of whether the sample is relevant to the crime being investigated.

· Samples and profiles may only be used for purposes related to preventing and detecting crime, investigating an offence, conducting a prosecution or identifying a deceased person or a body part (for example as a result of death from natural causes or mass disasters).

· Samples taken from volunteers may be loaded onto the Database with written consent, which is irrevocable.  

· DNA profiles are stored anonymously with minimum detail such as the sample number.  A separate register is maintained with the personal records associated with each profile in the database.  

3.2
Scotland
3.2.1
Existing legislation in Scotland allows an individual’s DNA data to be retained without consent in three circumstances, namely:

· Permanently, following a criminal conviction.

· Temporarily, if the person is charged but not convicted of a relevant violent or sexual offence.  Initially, for up to three years, after which an application must be made to a sheriff to retain for a further period. 

· For so long as the person is part of an on-going investigation for which the DNA was taken and in relation to which he may eventually be prosecuted.

3.2.2
Fingerprints, as distinct from DNA data, may be retained only in the first and third of the above mentioned circumstances.  For all young people who are dealt with through a Children’s Hearing, DNA and fingerprint records currently must be destroyed as soon as possible following a decision not to institute criminal proceedings against them, regardless of the type of offence they are found to have committed.  The Scottish Government, in September 2007, agreed to a review of the operation and effectiveness of the legislative regime governing police powers regarding the acquisition, use and destruction of forensic data.  The results of the review have not yet been made public.
  
3.3
Canada
3.3.1
The DNA Identification Act, 1998 provides for the establishment of a DNA databank and amended the Criminal Code of Canada to provide a mechanism for a judge to order persons convicted of designated offences to provide blood, buccal or hair samples from which DNA profiles could be derived.  The DNA Identification Act includes strict guidelines on genetic privacy and stipulates that samples collected from convicted offenders can only be used for law enforcement purposes.  The Canadian DNA database is therefore restricted in its application to convicted offenders and is limited to those convicted of designated offences as defined in the Criminal Code.  The DNA data bank of Canada manages two principal indices, namely:  a)  The Convicted Offender Index; and b) the Crime Scene Index containing DNA profiles obtained from crime scenes.   
3.3.2  The National DNA Data Bank conforms with the requirements of ISO/IEC 17025 and is recognized as an accredited testing laboratory for specific tests listed in the scope of accreditation approved by the Standards Council of Canada.  
3.3.3
Section 9(1) of the DNA Identification Act, provides that information in the convicted offenders index is to be kept indefinitely.  Section 9(2) however provides for the removal of information from the convicted offenders index if the person’s conviction is set aside or if the person is subsequently acquitted of the offence.  If a person’s profile was entered into the convicted offenders’ index and that person is subsequently granted a pardon then the Act stipulates that his or her profile may not be used for forensic DNA analysis (section 9(8) of the Act).  With regard to children, the Act provides that information may be kept on the convicted offenders’ register, but must be removed when the record relating to the same offence is required to be destroyed, sealed or transmitted to the National Archivist of Canada under Part 6 of the Youth Criminal Justice Act.  Samples may only be used for forensic DNA analysis and may only be used for comparing offender profiles with crime scene profiles.  
3.3.4  The Act provides for the retroactive collection of profiles.  In R v Rodgers (2006), the Supreme Court of Canada upheld the legality of the DNA database, including the retroactive collection of profiles.  The Court held that “DNA sampling is no more part of the arsenal of sanctions to which an accused may be liable in respect of a particular offence than the taking of a photograph or fingerprints.  The fact that the DNA order may have a deterrent effect on the offender does not make it a punishment”.   
3.3.5  Fingerprints: The taking of fingerprints upon arrest or conviction for an indictable offence is authorized by section 2 of the Identification of Criminals Act.  The Act provides, inter alia, for the taking of fingerprints from any person who is in lawful custody charged with or convicted of an indictable offence or an offence under the Security of Information Act.  The Act provides for the use of such force as may be necessary to take the fingerprints, if consent is not given.   The Act is silent as to whether the fingerprints can be retained following withdrawal of charges or acquittal.  In Regina V Dore (2002) 96 CRR (2nd) 49, the Ontario Court of Appeal held that retention of fingerprints properly taken under the Act is implicitly authorized by the Act and that there is no constitutional duty on the authorities to advise a person who is not convicted on the charges, that if the person has no other outstanding charges, he or she may apply to have their fingerprints destroyed.  In the Dore-case, the court dismissed an appeal by an appellant who argued that his conviction had to be set aside since the police were led to him through his fingerprints, which were in the system as a result of a previous charge on which he was acquitted.   
3.4
Australia

3.4.1  In Australia, legislation operates on a commonwealth level across all states as well as on a state to state basis.  On the commonwealth level, the Commonwealth Crimes Act of 1914 (as amended up to July 2008) regulates the taking, use and destruction of fingerprints and DNA samples.  

a)
With regard to fingerprints – 
· the Act provides in section 3ZJ that fingerprints can be taken from a person if such person is in lawful custody, either with or without such person’s consent.

· Certain limitations are stipulated with regard to children aged below 10 and children aged 10-18.  
· Section 3ZK of the Act, deals with the destruction of prints and provides that prints taken under the Act must be destroyed if a period of 12 months has elapsed since the prints were taken and proceedings in respect of an offence to which the investigation material relates have not been instituted or have been discontinued or the person was acquitted of such offence.  Provision, is however made for a magistrate, on application by an investigating officer, to extend the period of 12 months.  

b)
With regard to DNA samples – 
· Part ID of the Act deals in detail with forensic procedures and provides for forensic procedures to be carried out on suspects in relation to indictable offences, offenders in relation to prescribed and serious offences and volunteers.  
· An intimate or non-intimate DNA sample can be collected from a suspect with his or her consent.   If consent is not given then a non-intimate sample can be collected from a suspect in custody, by order of a senior constable.  An intimate sample can only be collected without the suspect’s consent by order of a magistrate.  
· The Act makes provision for the taking of intimate and non-intimate samples from offenders convicted of serious (and other stipulated) offences.  
· The Act also provides for the taking of samples from volunteers and provides that if consent is withdrawn, by a volunteer, then the forensic procedure will not continue and the information obtained will be deleted.  A magistrate can in exceptional circumstances order that forensic material obtained from a volunteer who has subsequently withdrawn his consent be retained for a specific period.  
· Samples taken from suspects must be destroyed after a period of 12 months has elapsed since the material was taken, unless a magistrate extends the period, and proceedings have not been instituted against the suspect or the suspect has been acquitted of the relevant offence.

· Any forensic material obtained from a convicted offender must be destroyed, if such offender’s conviction is quashed.

Three states in Australia have adopted legislation to make provision for the retention of forensic samples (DNA and fingerprints), where a person is not convicted of an offence:  South Australia, Western Australia and the Northern Territory.  CrimTrac's DNA National Criminal Investigation DNA database  (NCIDD) allows the nine Australian jurisdictions to match DNA profiles. It operates in accordance with relevant Commonwealth, State and Territory legislation governing the collection and matching of DNA profiles. DNA profiles will be removed from the database in accordance with destruction dates notified by the jurisdictions.

New South Wales (NSW)
3.4.2  The Crimes (Forensic Procedures) Act of 2000 No 59 came into operation in 2001 and regulates DNA sample collection, usage and destruction in NSW. The custodian of the database is CrimeTrac in Canberra.  
3.4.3 
Sample collection and entry criteria:

Forensic procedures may be performed on:

a.
Suspects:  before authorising a non-intimate procedure, the senior police officer must be satisfied that:

(i) 
The suspect is under arrest;

(ii) 
The suspect is not a child or incapable person;

(iii) 
There are reasonable grounds to believe that the suspect has committed an offence;

(iv) 
There are reasonable grounds to believe that the forensic procedure might produce evidence tending to confirm or disprove that the suspect has committed an offence; 

(v) 
Carrying out of such a procedure is justified under the circumstances.

b.  
All convicted serious indictable offenders serving sentences in New South Wales correctional centers, whether convicted before or after the legislation comes into force. A serious indictable offender is defined as a person convicted of an offence carrying a maximum penalty of five or more years of imprisonment.

c.
On a volunteer, other than a child or incapable person, with the volunteer’s informed consent.

d.   
Unknown deceased persons.

e.    
Missing persons.

3.4.4  DNA samples may only be taken after obtaining a court order in the following circumstances:

a.
DNA samples taken from children or incapable persons;

b.
DNA samples taken from a suspect not under arrest who does not consent to a procedure; and 

c.
An intimate forensic procedure or buccal swab on a suspect under arrest who does not consent to such a procedure.

3.4.5
The criteria for a magistrate making a court order are similar to that for a senior police officer’s order. The magistrate must be satisfied that the person is a suspect, there are reasonable grounds to believe that the forensic procedure might produce evidence tending to confirm or disprove that the suspect committed a relevant offence, and that the carrying out of the procedure is justified in all the circumstances. 

3.4.6 Sample retention:  The Act provides for the destruction of forensic material obtained from a person who is acquitted or whose conviction is quashed.  It also ensures that forensic material taken from a suspect is to be destroyed if proceedings against the suspect have not commenced within 12 months of the material being taken, unless a court is satisfied that there are special reasons for extending the 12 month period or where there is an outstanding warrant against the suspect.  By contrast, DNA profiles taken from volunteers for limited purposes may only be matched against the crime scene in respect of which the volunteer has freely provided his or her DNA.

3.4.7
Removal of entries:

· Twelve months from the day that the DNA profile was placed on the system.
· If the DNA profile is derived from forensic material taken from a volunteer, the DNA profile must be removed from the database after the period agreed by the volunteer and the Chief Commissioner of Police.
· The period will be determined by the Chief Commissioner of Police for unknown deceased persons.  

3.4.8   SEQ CHAPTER \h \r 1The database does not contain the identities of persons who have supplied samples for DNA profiling. Identity fields are removed from records before they are transmitted to the national DNA database. Only State and Territory forensic laboratories supplying the DNA profiles will know the identities of the profiles' providers.  The Act sets out the forensic procedures that may be carried out on suspects. There are two types of procedures: (a)  A non-intimate forensic procedure (such as the taking of finger or palm prints, a sample of non-pubic hair or the taking of a sample from under a nail); (b)  An intimate forensic procedure (such as a blood sample or dental impression).

South Australia

3.4.9
The Criminal Law (Forensic Procedures) Act 2007, provides for the carrying out of forensic procedures to obtain evidence relevant to the investigation of criminal offences and makes provision for a DNA database system:  
· The Act distinguishes between procedures to be followed depending on whether the person from whom a sample is to be taken is a volunteer, a suspect or a convicted offender.  
· Volunteers and victims procedures:  Only carried out with the consent of the person involved.  If consent is withdrawn any evidence obtained from the procedures is inadmissible.  Material can be retained, where consent is withdrawn, if a senior police official makes an order authorizing such retention based on the fact that the person is a suspect in a serious offence.  
· Suspect procedures:  May be carried out regardless of whether or not the suspect is in lawful custody, but is limited to the fact that the person is suspected to have committed a serious offence.  Where consent is not given, reasonable force may be used to obtain the samples.
· Offender’s procedures:  The section applies regardless of whether a person was convicted before or after commencement of the Act.
3.5
United States

3.5.1
The Federal Bureau of Investigation’s (FBI) Combined DNA Index System program (CODIS) enables federal, state and local laboratories to store and compare DNA profiles electronically and thereby link serial crimes to each other and identify suspects by matching DNA from crime scenes to convicted offenders or arrestees (where state legislation allows this).  All 50 states and the FBI now collect DNA samples, retain the profiles generated from those samples in the databases, and compare the database entries against DNA profiles of biological evidence.  There are obviously differences amongst the states as to collection criteria, sample retention and removal of entries from the databases.  It is impossible to give a complete overview of the position in each state in this paper and the aim is merely to briefly summarise the contents of the main pieces of legislation and to highlight trends amongst states.
3.5.2
Legislation:  
· The DNA Identification Act, 1994, allows for DNA identification records to be kept of: (a)  SEQ CHAPTER \h \r 1Persons convicted of crimes, this will vary from State to State in accordance with the DNA database laws of each State; (b) DNA samples recovered from crime scenes;  (c) DNA samples recovered from unidentified human remains; and (d) DNA samples voluntarily contributed from relatives of missing persons. (Refer to  SEQ CHAPTER \h \r 1See 42 U.S.C.S. §14132(a).).
· The Justice for All Act, 2004,  SEQ CHAPTER \h \r 1allows for the retention in the National DNA Index System (NDIS) of DNA profiles from persons who have been charged in an indictment, even if the charges are eventually dropped or not pursued.  The Act affects the qualifying offences for entry onto the National DNA database. Previously these were limited to sexual offences and other serious violent crimes, but have been amended to include "any felony".  In terms of the Act, DNA profiles may not be uploaded to the NDIS if:  (a) The arrestee has not been charged; or (b) DNA samples have been submitted voluntarily for the purposes of elimination from a crime sample.
·  SEQ CHAPTER \h \r 1The Violence Against Women Act, 2005, allows for the uploading of an arrestee's DNA profile into the NDIS at the same time that their fingerprints are taken and uploaded onto the national fingerprint database. Previously DNA could not be uploaded until the arrestee was charged or indicted.  The Act removes the burden from the State to remove an arrestee sample from the NDIS if the arrestee was later acquitted or if the charges were dismissed. The burden shifts onto the arrestee, who will be required to file a certified copy of a final court order establishing that all indexable charges have been dismissed, resulted in acquittal or that no charges were filed.  The Act allows the Federal Government to take and retain DNA samples from Federal arrestees and from non-U.S. citizens or permanent residents who are detained under Federal authority. The Act gives the Attorney General the authority to issue regulations requiring the collection of such DNA profiles including requiring other Federal agencies to collect these: e.g. immigration agencies.
3.5.3
Who must provide a sample:

· Twelve states:  Alaska, Arizona, California, Kansas, Louisiana, Minnesota, New Mexico, North Dakota, South Dakota, Tennessee, Texas and Virginia – now have laws authorizing arrestee sampling.

· All 50 states require that convicted sex offenders provide a DNA sample, and states are increasingly expanding these policies to include all felons or many serious felony offenders.  To date (July 2008), 46 states require that all convicted felons provide a DNA sample to the state’s database.

· Eleven states to date specify certain misdemeanors among those who must provide a sample.  
· There are 28 states that include DNA from delinquent juveniles in the database, of these there are 12 states that restrict the scope of qualifying offences with regard to juveniles.  For example, California provides that qualifying offences are the same for adult convicts and juvenile delinquents, but juvenile arrestees, unlike adults, are excluded from the database.

3.5.4
Retention of information and samples:

· Thirty-eight states contain statutes that detail expungement criteria and procedure.  DNA samples and records are expunged upon a change in the disposition of the case in the convict’s favor, provided that the offender has not been convicted of a separate qualifying offence.  The state statutes differ, however, in the extent to which the disposition of the case must change before expungement proceedings begin.  Some states only require that the defendant’s conviction be reversed, whereas others require that the conviction be reversed and the case dismissed.  Of the 38 statutes that detail the expungement procedure, 33 require the offender to initiate the process.  Of these 33 it is only Texas that contains a statutory provision requiring the defendant to be advised after his acquittal of his right to expungement.  
· The criteria for retention vary from immediate removal, if a sample is not used, to retention of a sample for at least 35 years, to permanent retention for certain specified offences.
3.5.5
In general, the statutes authorize use of DNA and the database for law enforcement purposes, and for purposes of maintaining and improving the database.  However, in certain states the creation of population statistical databases, tools which allow for the statistical analysis and interpretation of anonymous DNA profiles collected from convicted offenders, are established.  DNA databases in the US typically authorize certain uses of offender’s genetic information and prohibit unauthorized uses and are therefore usually exempted from genetic privacy laws.  The DNA statutes of the states also differ with regard to the criminal and civil liabilities provided therein for the misuse of the DNA database.  Typically criminal penalties are imposed for: a) tampering with the DNA samples or records; b) improper entry of DNA samples and records into the database; c) improper access to and use of DNA samples and records; and d) improper disclosure of DNA samples and records.  Only seven states provide for a private cause of action for individuals aggrieved by the misuse of the database and four states explicitly provide immunity from civil and / or criminal liability for misuse of the database.    
4
Conclusion and recommendations

4.1
General concluding observations

4.1.1
FINGERPRINTS:  

a)  The bottom line is that the manner in which fingerprints are currently loaded onto the SAPS’s fingerprint database means that a fingerprint found at a crime scene will most likely only be run against the “limited” number of fingerprints loaded on the system from convicted offenders.  This is the case since a person’s fingerprints must be deleted by SAPS, if found not guilty or if any of the other grounds set out in section 37(5) of the CPA are present.  In addition, it has been pointed out above that the taking of fingerprints, even from those convicted of offences, is not compulsory.  

b)  In effect this means that the current fingerprint database is used to find out if an arrested person has a criminal record for a previous conviction and it will only be in a limited number of instances that a hit between a set of fingerprints and fingerprints lifted from another crime scene can be made.

c)  If a suspect has been arrested in connection with a specific crime, his or her fingerprints can off course be run against those found at that specific crime scene, but this limits the use of fingerprints to a case by case basis.  
d) The objective is to establish a broad fingerprint database within the SAPS or by linking SAPS with other civilian fingerprint databases so as to drastically increase crime detection rates, especially in crimes such as property crimes where detection is generally low.  

e)  The objective is also not only to identify the unknown perpetrator, but also to increase the possibility of linking an arrested person to multiple crime scenes.  
SAPS response:   The SAPS indicated that they concurred with the above.
4.1.2
DNA SAMPLES:
a)  There is currently no legislation that specifically regulates the establishment of a DNA database.  The wide interpretation, given to section 37 of the CPA to cover crime scene DNA samples and samples to be collected from persons in terms of section 37, has not led to the establishment of a fully fledged DNA database, akin to that which has been developed in other jurisdictions over the last 8 years.

b)  The SAPS DNA database of suspects is very limited and in actual fact only allows case by case searches to be made.  In other words, it is only if the police arrest a suspect in connection with a particular crime and the latter’s DNA sample is run against that which was collected at the crime scene that the police can make a positive link at the moment.  
c) It is currently nearly impossible to make use of DNA sampling as a criminal justice intelligence tool.  The ideal will be to collect DNA samples from all persons arrested upon a charge and from all convicted offenders, in order to determine their DNA profile for loading onto the DNA Database of the SAPS for inter-case searches.    

d)  Therefore, it is firstly necessary to legislatively establish a DNA database against which to run samples collected at crime scenes.  Such a database should contain the DNA of all arrested and convicted persons and should provide for the retention of samples even where an arrested person was found not guilty or the prosecution did not proceed and regardless of whether the arrest was made in regard to a “minor” offence (such as a traffic offence). BUT, legislation establishing such a database should include strict safeguards, so as to limit the use of the DNA database to crime fighting and should ideally include strict penalties should anyone disregard these provisions.  (A detailed outline for the drafting of legislation is given below).
4.1.3
Consideration should also be given in any legislative scheme adopted, both for fingerprints and DNA samples, as to whether different measures should apply in respect of children.  It could be mentioned in this regard that in the UK, prints and samples of both adults and juveniles are retained.  The case currently serving before the European Court of Human Rights, challenging the retention of DNA samples in the UK, involves the retention of the sample of “S”, who was 11 years old when charged with the offence of attempted robbery for which he was later acquitted, but his sample retained.  In contrast, DNA samples and fingerprint records of a child must immediately be deleted in Scotland following a decision not to institute criminal proceedings.

SAPS response:  SAPS recommends that the same scheme should apply to children and adults as this will be more cost effective and will simplify the administration of the DNA database.
4.1.4
Another issue that should be considered is what the practical impact of the expungement of criminal records will be in relation to the retention of fingerprints and DNA samples.  Especially in light of the Criminal Procedure Amendment Bill, 2008, which is currently before Parliament and which could lead to a drastic increase in the expungement of criminal records.  The same concern is linked to the provisions dealing with expungement and children in the Child Justice Bill, currently being processed by Parliament.  The question that should be answered is:  Whether expungement of a criminal record means that fingerprints and DNA samples of the person in question should also be destroyed?  Strong consideration should in any case be given to having the new proposed legislative provisions regarding the collection of fingerprints and DNA samples from convicted offenders apply retrospectively.  In other words, as is the case in a number of other jurisdictions mentioned above, the legislation should enable the collection of samples and prints from convicted offenders regardless of whether the offence was committed before or after the commencement of the sections in question.  
SAPS response:  The SAPS recommends that at least the electronic information with regard to fingerprints and DNA profiles together with the sample details should be retained.  
4.1.5
An analysis of the legislative frameworks chosen by other jurisdictions indicate firstly that most countries have taken a decision to prioritise the collection, use and retention (albeit on varying scales) of fingerprints and DNA samples.  What is also however apparent is the fact that countries have individualized their approaches to suit their own crime fighting needs.  For instance, in conducting research on the United States it is significant to note that four states in the last four years have expanded their criteria for inclusion in the DNA database to incorporate samples from accused persons (instead of only requiring samples from convicted offenders).  This paper takes a specific direction in its recommendations, which is motivated by a need to enact comprehensive legislation in this area, even if some of the provisions were to be enacted at a later stage, as per proclamation by the President.  This approach is motivated by our unacceptably high crime rate and the urgent need to strengthen all efforts to fight crime, starting with the strengthening of our forensic investigation capabilities.      
SAPS response:  Concur with the recommendation.
4.2
Fingerprints:  Legislative and other recommendations
4.2.1
LINKING CRIMINAL AND CIVIL FINGERPRINT DATABASES

a)
From discussions with the Department of Home Affairs (DHA), it would appear that in principle there is no legislative impediment or need as such for legislation to be drafted in order to enable the SAPS to check fingerprints lifted at a crime scene against fingerprints held on the AFIS database of the DHA.  In practice this already takes place, although not electronically and on a small scale where members of the CRC visit the offices of the DHA and manually search through the fingerprint sets kept by DHA, for the identification purposes discussed above.  In order to pre-empt any possible privacy arguments that could be raised against such an initiative, it is recommended that legislation (whether it is an amendment to existing legislation or new legislation as discussed below) should give the CRFSS of the SAPS the power to run a check for a fingerprint match in criminal cases against civilian databases, especially those kept by the DHA.  Such a provision should however make it clear that such a search will only be authorized “for purposes related to the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution”.  [Consider including such a provision either in the SAPS Act, section 37 of the CPA or in the proposed separate legislation].
b)
Apart form enabling legislation, it is recommended that a report should be compiled by the CRFSS of the SAPS and the fingerprint section of the DHA to indicate the feasibility of linking the SAPS AFIS and Livescan to the HANIS system of the DHA.  Such report should:

· highlight the practical challenges in linking the databases;

· the projected costs of such a plan;

· the number of months or years it might take to fully link these databases; as well as risks involved (such as duplication etc).
SAPS response:  

“Technical issues identified:

A.
The HANIS is not a forensic system that will allow for one to many searches based on limited latent information.

B.
The capacity to perform individual fingerprint searches is limited and linked to filters that are a requirement.  Should searches with no filter criteria be possible the impact on the HANIS would be detrimental to their existing processes and business.
C.
Although the HANIS do use the NIST exchange protocol the NEC algorithm is not compatible to the SAPS AFIS algorithm.  The issue would make electronic communication very difficult and will require an enormous amount of development.  It may be possible that requests for searches will only be possible by providing hard copies of latent or fingerprints.

D.
HANIS currently store only four fingers in their matchers.  The two thumbs and the two index fingers.  The primary search fingers being the thumbs with the indexes as secondary primes in the event of an amputation of the thumbs.  This will entail that we will only be able to search latent thumb prints and possibly index fingers on HANIS.
E.
The current configuration of the HANIS will only allow for a single point of entry for searches.

F.
The population register and the HANIS are two separate systems that will require an interface to provide for our needs.  This will require more development.

G.
No interface exists between the systems and will have to be developed.  Currently it is uncertain if it will be possible or what the related costs will be.

H.
If an interface can be created a secure data exchange protocol protected by fire walls and possible encryption will have to be developed.

I.
The current SAPS network is an added risk.

J.
The HANIS will not allow the storage of latent search requests, this will entail that all searches will have to be re-processed for re-launching.

K.
The possible development of a fast id verification due to technical restraints mentioned above.

Information storage and transfer of search data:

A.
HANIS and population register two separate systems.  Personal particulars of a person are separately stored from the fingerprint data.

B.
Only the thumbs are stored on the HANIS matchers not all ten fingerprints.
C.
The information regarding registered foreigners is linked to a case file with no personal detail.

D.
The number of latent to ten print searches that will be required by SAPS will have a huge impact on the system at DHA.
E.  The centralization of the process at HANIS will be a challenge as the quality assurance, criteria validation and search validation process will be impossible with the existing infrastructure at Home Affairs.

Further comments:  

A.
To develop either on the HANIS or the AFIS systems will be a very costly exercise with no guarantee that it will work or that we can add value to the identification process.

B.
Another consideration can be for Home Affairs to supply SAPS with the database as converted and that an interface be provided for to update the database with all new acquisitions.  To investigate the compatibility of the two databases can be considered as a project.  The cost to create the infrastructure and search capacity will however require some investigation.  Access to the population register may however prove to be a challenge.”.
c)
From the discussions above, it is evident that is important to ensure that the fingerprints and DNA samples of convicted offenders are collected and stored on the respective databases. The role of DCS is central in this regard.  In order to ensure that fingerprints and DNA is collected from all convicted offenders it will be necessary to either amend the DCS Order on Fingerprints or to make provision for such collection in the Correctional Services Act or in section 37 of the CPA.  
SAPS response:  The SAPS concurs with this recommendation.  
d)
Consider the implementation of the recommendations, set out at paragraphs 2.2.6 and 2.3.3, as it relates to the Firearms Control Act and the Explosives Act.  

SAPS response:  The storage capacity on AFIS as well as the search capacity and reaction time for a fingerprint search on AFIS must be considered if the recommendations are to be supported.
 
e)
It is not clear, without further research, whether it is possible to link the Traffic Department’s fingerprint database (which only records two, as opposed to all ten fingers) with the database of the police.  

4.2.2
AMEND SECTION 37 OF THE CPA, OR IMPLEMENT NEW LEGISLATION DEALING SPECIFICALLY WITH FINGERPRINT COLLECTION, USE AND DESTRUCTION (TOGETHER WITH THE ESTABLISHMENT OF A DNA DATABASE OR SEPARATE THERETO)

a) Although the focus is here firstly on fingerprints and the recommendations relating to the establishment of a DNA database will follow below, it is necessary at the outset to outline the following FIVE legislative possibilities:
1 Amend section 37 of the CPA, in line with the observations made in paragraphs 2.1.3-2.15 above (to also make provision for database linking); 
2 Chapter 3 of the CPA currently consists of only one section, namely section 37.  It could therefore be considered to, instead of drafting a separate piece of legislation, extend Chapter 3 of the CPA to become a comprehensive chapter on the ascertainment of bodily features of an accused.  Whether it is appropriate to establish a DNA database within the CPA is however still questionable.  

3 Introduce new legislation to deal specifically with the collection, use and destruction of fingerprints (to also make provision for database linking) and DNA samples and which specifically makes provision for the establishment of a DNA database; or
4 Introduce new legislation to deal specifically with the collection, use and destruction of fingerprints (to also make provision for database linking) and introduce separate legislation to address DNA sample collection and retention for the purposes of criminal investigations.

5 A fifth legislative option has been proposed by the SAPS as an amendment to the SAPS Act together with an amendment to section 37 of the CPA.  In other words, provide for the taking of samples in section 37, but establish the DNA database in the SAPS Act.

b) If a decision is taken to amend section 37 of the CPA, provision should in particular be made for the following amendments:

· The taking of fingerprints (and other prints) in terms of this section should no longer be in the discretion of the SAPS when dealing with “any person arrested on a charge” or SAPS/the courts with regard to convicted offenders:  The word “may” should in each instance be replaced by the word “must” where relevant.

· Section 37(5) should be substituted with a new subsection, which should make provision for the retention of fingerprints taken even after they have fulfilled the purposes for which they were taken or if they were not used at all.  But, this amendment should make it clear that fingerprints retained as such shall not be used by any person except for purposes related to the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution.  
· It shall be an offence with a high penalty attached thereto, to act in contravention of section 37(5).

· Consider amending section 37(1)(a)(v) by deleting the words “in respect of any offence which the Minister has by notice in the Gazette declared to be an offence for the purposes of this subparagraph”.  This proposal is made since the Minister has not as yet published such notice and if these words are deleted it will ensure that a police official can take a print in respect of “any person convicted by a court or deemed under section 57(6) to have been convicted in respect of any offence”.  Or alternatively, takes steps to ensure that the Minister issues such notice in the Gazette, especially in light of the passing of the Judicial Matters Amendment Bill, 2008, by Parliament, which will broaden the categories of offences for which an admission of guilt fine can be administered.  
SAPS response:  The SAPS concurs with all three recommendations listed above.
c)  If a decision is taken, to either draft legislation dealing specifically with fingerprint collection, use and destruction or if this issue is incorporated as a chapter in legislation dealing with fingerprints together with the establishment of a DNA database, then section 37 of the CPA will still have to be amended by the deletion of the above mentioned subsections and the new provisions should be incorporated in the proposed legislation.  
4.3
DNA:  Legislative and other recommendations
4.3.1
AMEND SECTION 37 OF THE CPA AND IMPLEMENT LEGISLATION REGULATING THE ESTABLISHMENT AND FUNCTIONING OF A NATIONAL DNA DATABASE, AS A CRIME INTELLIGENCE TOOL

a)
The following issues must be provided for in legislation:  Ideally Chapter 3 of the CPA should be expanded upon by the inclusion of new sections and a separate piece of legislation should be drafted to regulate the establishment and oversight of a DNA database.
(i)
Establish a DNA database:

· What is to be stored on the DNA database (distinguish between samples and profiles and decide whether both should be stored or just profiles):  As far as it could be established, DNA samples consist of what is taken by the police (under the - to be amended - section 37 of the CPA), and any sub-samples or part samples from these after analysis.  The DNA profiles are digitized information and it is this digitized information that is stored electronically on the National DNA Database together with details of the person to whom it relates.  Some countries choose to also retain samples for database hit confirmation or future testing the in case of errors or advanced technology.  Yet, some countries choose to destroy reference samples so as to remove any possibility or perception that government will be able to perform any other inappropriate or illegal testing on the sample.  The latter situation can off course also be addressed by including strict safeguards in the proposed legislation.  SAPS response:  The SAPS concurs with this recommendation.
· Need to stipulate how samples (intimate and non-intimate) are to be collected (for instance the legislation could stipulate the core contents of the kit used to collect non-intimate samples).  SAPS response:  The SAPS recommends that either a blood finger prick or buccal swab or hair root sample be taken by a competent (trained) person appointed by the National Commissioner or his designee of the SAPS. 
· Need to stipulate how the samples/profiles are to be stored.  SAPS response:  Access to samples/profiles be limited to authorized personnel as determined by the National Commissioner or his designee of the SAPS.
· Database administration:  who is responsible for maintaining the database, what indexes will be kept (volunteer index; arrested persons index; convicted offender index; crime scene index, etc); who will have access; how will reports be prepared; what will be stipulated in reports.  SAPS response:  The National Commissioner of the SAPS or his designee shall be responsible for the management of the DNA database.  The National Commissioner or his designee shall establish National Instructions which address the type of indexes that will be kept on the DNA database, who will access the different indexes and who and what the contents of the reports will be.  
· Laboratory accreditation required:  stipulate the quality assurance measures that a typing laboratory needs to comply with in order to add DNA profiles to the National DNA Database.  SAPS response:  The National Commissioner of the SAPS or his designee shall be responsible for establishing the accreditation requirements which are broadly based on ISO 17025 criteria for DNA typing laboratories which contribute DNA profiles to the DNA database.  The National Commissioner or his designee shall implement measures which ensure and assess the compliance to the accreditation criteria.  The accreditation criteria shall address, but not be limited to, the following:  access control to the DNA samples and the DNA database; facility set-up; calibration and maintenance of critical DNA equipment; competence and proficiency of typing and reporting personnel; validation requirements for DNA testing methods employed.
· Provide offences and penalties for non-compliance with storage requirements, access requirements etc. SAPS response: Concur.
· Decide whether to store the profiles with minimum detail such as the sample number, in which case a separate register will have to be maintained with the personal records associated with each profile in the database.  SAPS response:  The SAPS is not in favour of this recommendation and argue that such a separate register will only complicate the administration of DNA profiles and increase the costs without much benefit of adequate access control, especially if penalties are attached to the misuse of the database.  
(ii)
Insert definition clause in order to classify DNA samples:

· Provision should be made for the classification of DNA samples, in a definition clause, as “intimate” (blood samples, bodily substances etc.) and “non-intimate” (consider including buccal swab (mouth swab); rooted hair or finger prick).  SAPS response:  Not opposed to this suggestion.
(iii)
Stipulate from whom samples can be taken:  

· Section 37 of the CPA must be amended to provide that non-intimate DNA samples must be taken from all persons arrested upon a charge and from all convicted offenders.  SAPS response: Concur.
· Decide whether this will apply equally to children?  SAPS response:  Recommend that the legislation should equally apply to children.  
· Consideration could be given, in the legislation establishing a DNA database, to provide for the inclusion of the following categories of persons, in addition to the above:  unknown deceased persons; victim samples; volunteers (see below); key staff such as crime scene experts who’s DNA could potentially be present at crime scenes due to the functions they fulfill.  SAPS response:  Concur.
(iv)
Stipulate by whom samples can be taken:

· Section 37 should be amended in order to provide that the police must take (provision should be compulsory) non-intimate samples from any person arrested upon a charge and from all convicted offenders.  SAPS response:  Concur.
· Intimate samples are to be taken by registered medical practitioners or nurses.  SAPS response:  Concur.  
(v)
Consent:

· As pointed out above, section 37, if read together with section 225(2) of the CPA, allows blood samples to be taken against the will of the person and such evidence is admissible in court, even if obtained in a manner not in accordance with section 37.  SAPS response:  Concur.  
· Section 37 and section 225 should be amended to ensure that both non-intimate and intimate samples can be taken without the consent of the persons involved and to ensure that such evidence is admissible in court, even if obtained in a manner not in accordance with section 37.  SAPS response:  Concur.  
(vi)
Retention and future use of DNA samples/profiles:

· Provide for the retention of DNA samples/profiles:  Decide whether to retain both samples and profiles or only the latter.  SAPS response:  It would be ideal to retain both samples and profiles.  
· Replace section 37(5) with a provision that stipulates that DNA samples/profiles can be retained even “if the person concerned is found not guilty at his trial or is his or her conviction is set aside by a superior court or if he or she is discharged at a preparatory examination or if no criminal proceedings with reference to which such prints, photographs or DNA samples were taken or such record was made are instituted against the person concerned in any court or if the prosecution declines to prosecute such person”. SAPS response:  Concur.  
· Insert a proviso to the above mentioned clause to serve as a safeguard against the misuse or abuse of DNA information gathered under section 37.  Such a proviso could read as follows:  “Provided that any print, photograph or sample/profile retained under this section, shall not be used by any person except for purposes related to the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution”. SAPS response:  Concur.  
· Attach a penalty clause to the proviso, ensuring that non-compliance with the proviso is an offence to which a high penalty is attached.   SAPS response:  Concur.  
(vii)
Volunteers:

· It is recommended that legislation providing for the establishment of a DNA database should include specific provisions dealing with the collection of intimate and non-intimate samples from volunteers.  Such collection will only take place with the written consent of the volunteer.  Such consent should however be irrevocable.  SAPS response:  Concur.  
	Key recommendations
	Projected outcome
	Achieved through

	Fingerprints – broaden the database used by CRFSS to run crime scene stains against
	More positive identifications made, especially in property crimes
	Legislative amendments or new legislative proposals:

1) Ensure that all accused and convicted persons are compelled to give their fingerprints;
2)  Retention of fingerprints, even if found not guilty or prosecution discontinued, to be used only for the purpose of the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution.

	Fingerprints – link criminal and civil fingerprint databases
	More positive identifications made possible from prints found at crime scene
	1) Legislative provision to ensure that the linkage is only done for the purpose of the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution.
2)  Technological solutions, the putting in place of additional infrastructure and the allocation of additional resources.

	DNA – establish a database against which to run crime scene stains 
	More positive identifications made possible from DNA collected at a crime scene
	Legislative amendments or new legislative proposals:
1) Establish DNA database – management etc.

2)  Provide for collection of DNA samples from all accused and convicted persons AND provide for the retention of such samples/profiles even if accused found not guilty or the prosecution is discontinued. BUT, make it clear that samples so retained may only be used for the purpose of the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution.



	Expanded Fingerprint and DNA databases can only be effective in practice if –
a) more qualified staff is appointed to attend to crime scenes and to work as forensic analysts;

b)  training of staff is provided for by a tertiary institution in South Africa;

c)  more equipment is provided, as required, to enable the finalization of more print and sample analysis per month;
d) DNA and fingerprint collection education drive (Bus (UK)/ online training (US)/ national awareness campaign with all role players as to the importance of preserving a crime scene, collecting DNA samples and prints etc).  Role players will include:  crime scene experts, detectives, police generally, prosecutors, magistrates, guards from private security companies etc.
	More samples and prints will be collected to run timeously against the expanded databases to enable more hits to be made.
	1) Allocation of resources for the appointment of staff, the buying of equipment and investing in training;
2)  Develop new “management” system:  focus will no longer only be on DNA case-by-case analysis as per request of a prosecutor, as is currently the working method adopted in order to prioritise cases for court.  Although this line of work will continue, a second work stream will have to be developed whereby the focus is also on building up a national DNA database and allowing inter-case searches on an ongoing basis.

2) Train trainers to conduct education drive throughout the country with all role players and allocate resources towards this initiative and develop the necessary training materials.  


� Our Courts have defined DNA as follows:  S v Orrie 2004 (1) SACR 162(C) at paragraph 18: “DNA (the abbreviation for Deoxyribonucleic Acid) is a relatively new type of testing which may be performed on a wide range of bodily samples, including blood, with a view to proving guilt, establishing innocence or proving relationships. The test, a complex one, is based upon the scientific thesis that all individuals, save for identical twins, possess a unique genetic code held in the 46 chromosomes which are made up of the complex chemical which is DNA.”.  In S v Maqhina 2001 (1) SACR 241 (T) at page 247, the Court described the scientific process as follows:  “DNA is a complex chemical found in cells throughout the human body. It carries genetic information which determines the physical characteristics of a person. This information is carried in coded form, and contains the genetic information which codes amongst others, for different cells, tissues and organs. DNA is constant for an individual and does not change during a person's lifetime. Each person's DNA is the same in all of their cells, so the DNA recovered from blood cells will be the same as that found in other tissues and body fluids, such as semen and hair roots. Each person's DNA is unique, except for identical twins and therefore indicates differences between individuals.”.


� Schwikkard, Skeen and Van Der Merwe (1997) Principles of evidence at page 257.


� As above, at page 259.


� England and Wales has reported that the detection rate in property crimes where DNA samples have been collected and run against an expanded suspect database increased from 16% to 41%.  Similarly, in the United States in June 2008, the National Institute of Justice released the results from a DNA field experiment that looked at the effectiveness of performing DNA analysis on biological evidence collected from property crime scenes.  The purpose of the study was to determine whether it was cost effective to use DNA in the investigation of ordinary property crimes.  The results of the study show that where DNA was collected at property crime scenes:  a) Suspect identifications and arrests doubled; b) Prosecutions doubled; c) the suspects arrested through DNA identifications were more dangerous; d) DNA was twice as effective in identifying suspects as fingerprints.   


� Section 40(1)(n), (o) and (p) reads as follows:  “(1) A peace officer may without warrant arrest any person-	 (n)	who is reasonably suspected of having failed to observe any condition imposed in postponing the passing of sentence or in suspending the operation of any sentence under this Act;


		(o)	who is reasonably suspected of having failed to pay any fine or part thereof on the date fixed by order of court under this Act;


		(p)	who fails to surrender himself in order that he may undergo periodical imprisonment when and where he is required to do so under an order of court or any law relating to prisons;”.


� Section 57(6) of the CPA reads as follows:  “(6) An admission of guilt fine paid at a police station or a local authority in terms of subsection (1) and the summons or, as the case may be, the written notice surrendered under subsection (3), shall, as soon as is expedient, be forwarded to the clerk of the magistrate's court which has jurisdiction, and such clerk of the court shall thereafter, as soon as is expedient, enter the essential particulars of such summons or, as the case may be, such written notice and of any summons or written notice surrendered to the clerk of the court under subsection (3), in the criminal record book for admissions of guilt, whereupon the accused concerned shall, subject to the provisions of subsection (7), be deemed to have been convicted and sentenced by the court in respect of the offence in question”.


� Response received from CRC on 10 September 2008. On file with author.  


� See A Kruger “Hiemstra’s Criminal Procedure” (2008) Comments on Chapter 3, at page 11 (available on Lexisnexis).


� At paragraph 2.


� At paragraph 20.


� Response received from CRC on 10 September 2008. On file with author.  


� As above.


� Although section 113(1)(a) does not stipulate that it is offences punishable under this Act, it would appear that the intention of the Act is to limit it to offences mentioned in Schedule 4 to the Act which stipulates specific penalties for specific clauses.


� Response received from CRC on 10 September 2008. On file with author.  


� Response received from CRC on 10 September 2008. On file with author.  


� Response received from CRC on 10 September 2008. On file with author.  


� Response received from CRC on 10 September 2008. On file with author.  


� As above.


� See “DNA Expansion Programme 2000-2005:  Reporting achievement” – Forensic and Pathology Unit. 


�The two cases were the overturning on appeal of the convictions of a rapist and a murderer despite DNA evidence that linked the defendants to the offences.  The convictions were quashed by the Court of Appeal on the grounds that the DNA evidence should not have been admitted.  The defendants had been identified through their DNA profiles being retained on the Database for earlier offences when they should have been removed.  This caused considerable public outcry and the law was subsequently changed to allow profiles to be retained on the Database. 


� The DNA & Fingerprint Retention Project Team in 2005 reported that 43% of arrested persons are not proceeded against and from a sampling of arrestees against who no proceedings were instigated has yielded over 250 profiles of individuals that have been linked with crime scene samples, which included four murders, three rapes, six robberies and 98 burglary offences.  (page 7 “DNA Expansion Programme 2000-2005:  Reporting achievement” – Forensic and Pathology Unit). 


� See “DNA Expansion Programme 2000-2005:  Reporting achievement” – Forensic and Pathology Unit at page 4.





� At page 16 DNA Expansion Programme 2000-2005:  Reporting achievement” – Forensic and Pathology Unit.


� At page 20 DNA Expansion Programme 2000-2005:  Reporting achievement” – Forensic and Pathology Unit.


� Home Office Strategic Plan:  2004-2008


� See the National Policing Improvement Agency report as at January 2007 available at www.npia.police.uk/en/5969.htm.


� See “Review to strengthen forensics power to fight crime” at http://www.scotland.gov.uk/News/Releases/2007/09/24105858.


� The discussion of the legislation in New South Wales is sourced from the SAPS document prepared by Superintendant CE White (June 2008) Study of International Stature Requirements for the Management of DNA Databases, at page 6.


� The discussion of the legislation used in the US to regulate DNA databases is sourced, in part,  from the SAPS document prepared by Superintendent CE White (June 2008) Study of International Stature Requirements for the Management of DNA Databases, at pages 14-16.





� See � HYPERLINK "http://www.ncsl.org/programs/cj/dnadatabanks.htm" ��http://www.ncsl.org/programs/cj/dnadatabanks.htm� “State Laws on DNA Data Banks Qualifying Offenses, Others Who must provide sample” (July 2008).


� See Survey of State DNA Database Statutes (2004) available at www.aslme.org/dna_04/grid/guide.pdf.


� Response received from CRC on 10 September 2008. On file with author.  


� Any amendments to section 37 of the CPA will have to be accompanied by consequential amendments to section 212 and 225 which are not elaborated upon here.





