AUDIT COMMITTEE BRIEFING TO SCOPA FOR THE YEAR ENDED 31 MARCH 2018

DEPARTMENT: 
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AUDIT COMMITTEE:
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	1. Introduction

The role of the Audit Committee is to ensure that the department complies with best practice governance principles, complies with accounting and audit standards and monitors that appropriate risk management arrangements are in place. In addition, the Audit Committee monitors the adequacy and reliability of the financial information provided to all users of such information. 

The audit committee continues to assist management in discharging its accountability and responsibilities to safeguard the assets, operate adequate systems and controls and with the preparing of annual financial statements by: 

· Improving communication and increasing contact, understanding and generating confidence between

management, internal and external auditors 

· Increasing accountability by reviewing the performance of internal and external auditors 

· Strengthening the objectivity and credibility of financial reporting 

· Supporting Internal Audit who is an important assurance provider to the Audit Committee 

· And reducing the opportunity for fraud by continually recommending discipline and control 

Internal Audit provides management with an independent, objective assurance and consulting services designed to add value and to continuously improve the operations of the Department. It should assist the Department to accomplish its objectives by bringing a systematic, disciplined approach to evaluate and improve the effectiveness of Governance, Risk Management and Control processes. The following key activities are performed in this regard: 

· Assess and make appropriate recommendations for improving the governance processes in achieving the department’s objectives;

· Evaluate the adequacy and effectiveness and contribute to the improvement of the risk management process;

· Assist the Accounting Officer in maintaining efficient and effective controls by evaluating those controls to determine their effectiveness and efficiency and, by developing recommendations for enhancement or improvement.

Internal Audit work completed during the year under review for the Department included 8 assurance engagements, 3 consulting engagements and, 19 follow-ups. Pertinent aspects, where warranted, regarding these engagements, are included in item 3.5. below.


	2. Summary of Audit Committee Report 2017/2018
From our review of the reports of the Internal Auditors, the Audit Report on the Annual Financial Statements and the Management Report of the Auditor-General of South Africa, the committee noted that there are no unresolved matters relating to operational and compliance controls. 
The Audit Committee has noted some aspects of the system of Internal Control within the Department that require improvement. These are expanded below. We acknowledge the corrective measures committed to and commenced by the Department subsequent to the year-end.



	3 Overview of Audit Committee Activities
	Action taken

	3.1 Compliance with our mandate
The Audit Committee reports that it has complied with its responsibilities arising from section 38(1) (a) (ii) of the PFMA and Treasury Regulation 3.1.13. The Audit Committee also reports that it has adopted appropriate formal terms of reference as its Audit Committee Charter, has regulated its affairs in compliance with this charter and, has discharged all its responsibilities as contained therein.  
	

	3.2. Evaluation of the Annual Financial Statements
The Audit Committee concurs and accepts the Auditor-General’s opinion regarding the Annual Financial Statements and proposes that the audited annual financial statements be accepted and read together with the report of the Auditor-General. 
The Audit Committee has obtained explanations for all significant variances for 2017/2018 appropriated budget and, in comparison to the prior year.

3.3 Review of accounting policies
There were no changes to the accounting policies during the year under review.

3.4 Review of management report and audit report
The Audit Committee has discussed the Management report with the Auditor-General and the Management team. Management’s responses have been noted. 

3.5 Internal Control 

The Committee deliberated the findings on control areas for improvement highlighted by the Auditor-General. The Audit Committee has noted that there were no unresolved matters and those that were reported in the management report will be followed up on a quarterly basis to ensure that they are resolved timely. 
The Committee regularly receives reports on control areas for improvement from Internal Audit based on risks identified by management.
The following internal audit work was completed during the year under review:
· Assurance Engagements:

· DPSA Delegations Framework;

· Policy Comment Coordination (Transversal Audit);

· Departmental Strategic Planning Processes (Transversal Audit);

· Service Excellence Awards;

· Organization Development;

· Transfer Payments;

· Implementation of ICT Governance Framework (ICT Audit Plan); and
· Broadband (ICT Audit Plan).
· Consulting Engagements:

· WCG Service Schedules;

· SCM Compliance Management; and

· PFS – Data Analytics (ICT Audit Plan).

The following key control deficiencies were discovered by Internal Audit during the audit process:

· DPSA Delegations Framework 

· Governance improvement is required within the oversight responsibilities tier: management accountability and authority. Legal Services raised concerns regarding clarifying delegation levels which were not completed. Decisions made in this period may be subject to challenge and found null and void. Governance is impaired at the lowest tier: infrastructure, relating to policies and procedures and reporting and communication.  
· Policy Comment Co-Ordination
· Governance at the infrastructure tier: policies and procedures are not in-place as there is currently no Provincial-Wide Policy Comment Framework in-place that provides strategic direction to all role players with regards to their involvement within the policy comment process. This compromises the ability for the Chief Directorate: Policy and Strategy to adequately respond to any questions regarding the integrity of the decisions made to comment on - or not to comment on a policy. 
· Governance at the oversight responsibilities tier: management accountability and authority, needs attention as policy comment responses are not always approved by the relevant Head of Department. This compromises the quality of the policy comments in terms of ensuring that they represent the views of the department as a whole and not by selected programmes or even individuals within the department. Inadequate formulation of transversal policy and policy comments by Departments’ are not effectively mitigated. 

· WCG Departmental Planning Processes Assessment 
The process to ensure that the departmental APPs are aligned to the Provincial Strategic Plan is inadequate and the process in-place to drive the achievement of outcomes outlined in the Provincial Strategic Plan are inadequate. Lack of holistic monitoring and reporting process for PSP with BizProjects not utilized effectively for monitoring. Governance shortcomings at the infrastructure tier: policies and procedures and, effective application of available technology, needs to be addressed.      

· Organization Design

Governance improvement is required at oversight responsibilities: management accountability and authority level. Consequently, the process to ensure that Organisation Design Interventions are concluded timely is inadequate. The main issue here is effective project management to support delivery of project plan milestones and to mitigate project slippage. Reporting and monitoring of projects are below standard. This falls within the infrastructure component of governance. 
· Implementation of ICT Governance Framework (ICT Audit Plan)
Although adoption strategies and implementation guidance exist to ensure implementation of the charter on a departmental level, various instances of non-conformance across Departments were noted. These can mainly be attributed to insufficient guidance on activities and roles on a process level as well as inefficient monitoring mechanisms in place to measure compliance to the framework. The governance components impaired fall within the infrastructure tier: policies and procedures and, reporting and communication.  
The Audit Committee will continue to monitor progress with the implementation of the action plans in response to Internal Audit findings on a quarterly basis. An implementation rate of 48% for the 2017/18, as reported by Internal Audit, is noted as a concern.
3.6 Internal Audit Function

The Internal Audit function reports functionally to the Audit Committee, and the following activities were effectively performed:

· A risk based annual internal audit plan containing 48 risk areas with significant impact required coverage, of which 2 were covered by other assurance providers and 8 were included in the Annual Audit Plan (AAP), approved by the Audit Committee; 

· The approved 10 risk areas contained in the AAP were effectively completed. Management confirmed that the internal audit reports contributed to improvement of operations;

· The 12 remaining risk areas excluded from the AAP for the 2017/2018 financial year represent an assurance gap; and
· The balance of 26 risks represent: 11 within tolerance with action plans, 13 outside of tolerance and, 2 inherently medium to low.
The Audit Committee will continue to encourage increased assurance over all significant risk areas by overseeing the implementation of the combined assurance model. For the year under consideration the 10 risks in the AAP were effectively discharged through the model. 
3.7 In-year monitoring (IYM)

The Audit Committee is satisfied with the content and quality of quarterly in-year management and performance reports issued during the year under review by the Accounting Officer of the Department in terms of the National Treasury Regulations and the Division of Revenue Act.
3.8 Predetermined Objectives (reported in the quarterly performance report QPR)

The Audit Committee notes the lack of material findings by the Auditor General on predetermined objectives and will continue to monitor performance against agreed objectives on a quarterly basis.

3.9 Risk management

During the year, with regard to ERM implementation, the 40 planned actions were achieved. ERMCO deliberations were reviewed and the process found in order by the Audit Committee. 
Strategic overdue action plans require attention. Many of these relate to governance in the talent and culture tier of governance and, the infrastructure tier: technology, specifically a policy for the on-boarding of new application systems or software and a data privacy policy.  
In connection with mitigating fraud risk: 33 initiatives were planned with 30 achieved. Non-achievement related to the review of the Whistle-Blowing Policy, the Anti-Fraud and Corruption Policy which was not submitted to PTM for approval and, circulation of the latter to Departments’ for distribution. There were 2 cases on-hand as at the end of the reporting period for 2017/2018. These related to alleged corruption.   
The Audit committee will continue its vigilance over the aforementioned issues impacting the control environment.

	Actions contained in Management’s responses will be monitored on a quarterly basis.

These findings and Management’s corrective steps will be monitored by the Audit Committee

	

	4. Enhancing the effectiveness of the Audit Committee
The Audit Committee continues to meet annually with the Executive Authority and quarterly with the Accounting Officer to discuss progress with the oversight role of the Audit Committee and to follow up agreed actions.

The Audit Committee recognizes the need to promote sound relationships between all the assurance providers and management.

The chairs of the Audit Committees have convened as a collective and regularly engage with Internal Audit, Auditor-General of South Africa, top management and any other key role players with a view to resolving any transversal issues that may arise, to encourage proactive problem resolution and to promote combined assurance in each of their Audit Committees.
	

	5. Emerging Risks
The Audit Committee notes the emerging risks as presented by the Auditor-General and will ensure that these risks are included in the risk profile of the Department and considered by the AAP. In particular, attention will be paid to the following risks:

· Impact of applying the Modified Cash Standard reporting standards in connection with:
· Componentization of assets in the asset register; and
· Developing inventory management systems as the inventory disclosure note will become a requirement in future.  

· Any impact resulting from the current review of Treasury Regulations; and

· Unapproved deviations from National Instruction Notes.

In addition, the Audit Committee identified the following emerging risks:

· Continuous funding and capacity constraints, IT in particular (Q1). 

· Gaps between departments and Ce-I; use of Business Analysts to assist departments; insufficient capacity in the Centre for Innovation (Ce-I), which may prevent achievement of objectives. Consequently, outsourcing to service providers to deliver the services (Q2). 
· Day Zero; budget cuts for Corporate Services Centre (CSC) as a support service to frontline departments (Q3). 
· A silo-based approach to monitoring the achievement of the Provincial Strategic Plan (PSP). This is not recognised in the current risk assessment, but is a significant threat to the achievement of the PSP (Q3).
· Transfer payment versus good and services and the potential impact on clean audit outcomes (Q4). 
	

	6. Conclusion
The Audit Committee commends the Accounting Officer and his team on the achievement of an unqualified opinion without findings for the year. The Audit Committee will continue to support the Department to maintain and improve their audit outcomes through the Head of Department. 
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